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Abstract of the contribution: This paper explains the consequences of many to 1 mapping between external identifiers and IMSI and proposes a way forward for Rel-11.
1. Discussion

This paper is intended to discuss about External Identifier to IMSI mapping and propose a way forward on its usage in Rel-11. External identifier has 2 parts – Domain identifier (that identifies the IWF) and Local identifier (that identifies the HSS and the user’s subscription i.e. IMSI within the HSS).

As per section 4.6 of TS 23.682 v2.0, external identifier to IMSI mapping is many to 1. This is helpful mainly to address the following 3 use-cases:

(1) Different service providers assign different external identifiers for the device.

(2) One service provider assigns different external identifiers for different applications running in the device.

(3) One external identifier assigned for application and another assigned for administration purpose.
Since Rel-10 mainly introduces requirement for device triggering and the application identifier can be included in the trigger content (i.e. part of MT-SMS), use cases #2 and #3 are not really seen essential justification to have many to one mapping. Use case #1 may require many to 1 mapping if we foresee that different service providers are assigning different external identifiers.
Many to one mapping will have consequences when we need to perform reverse mapping in the following scenarios hence needs to be carefully analyzed and addressed appropriately:

a) Authentication with corporate AAA server i.e. use of external identifier on Gi/SGi: When reverse mapping is required on Gi/SGi, it is unclear whether multiple external identifiers should be added in the request to an external AAA server or one identifier should be chosen. If different external identifiers are assigned by different service providers, then sending all the external identifiers to a corporate AAA server residing in a service provider’s domain may not be appropriate. One possible solution to resolve this issue is by assigning a default external identifier and use only the default external identifier in such scenarios. Another alternative is for the MTC AAA to choose the external identifier based on the target domain for the AAA request (this alternative works only for use case #1).
b) MO-SMS: When the device is sending an MO-SMS, then MSC, SGSN, (and MME, if SMS in MME is enabled) will not have any MSISDN that can be included in the MO-SM-Forward-Request. Serving nodes may however include either IMSI. SMSC needs to query the HSS with IMSI, multiple external identifiers may be returned by the HSS and it is unclear how the SMSC should then select the appropriate external identifier. One possible solution to resolve this is by assigning a default external identifier.

Based on our analysis following are the possible way forward for external identifier to IMSI mapping:

1. Define the mapping between external identifier to IMSI mapping as one to one in release 11.
2. Define default external identifier that maps 1 to 1 with IMSI. (Impacts section 4.6)
3. External identifier to IMSI mapping remains many to 1. The following functionalities need to be resolved:

a. When multiple external identifiers are returned or included in the message, IWF / MTC AAA should select the appropriate external identifier based on the domain it is sending it to. (Impacts section 4.4.2, 4.4.7)
b. Solution needed for mapping IMSI to external identifier when MS originates SMS (FFS).

2. Proposal

For simplicity it is proposed to limit the number of External Identifiers that can be mapped to an IMSI to 1 in Rel-11. This change is proposed in a corresponding CR against TS 23.682 v11.0.0.
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