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Abstract of the contribution:

This contribution discusses the background and status of the current architecture discussion for SIRIG. The paper also analyses the proposed solutions/alternatives and recommends a way forward for Rel-12.

1. Background

CT3/CT4 have been tasked for the SIRIG work in Rel-11. The scope of the work in Rel-11 is limited to GERAN access. CT4 has been tasked to carry out the architecture level work and to work on the core network signaling. The related CT3 work is on PCC. During the study, the following two main scenarios have been identified:

A: PCEF enhanced with ADC
B: Standalone TDF
The current proposed solution for Scenario A is to convey the Service ID in a GTP-U header extension. The current proposed solution for Scenario B is to convey the Service ID between TDF and PCEF as part of the DSCP field in the IP header, and from the PCEF towards the RAN in a GTP-U header extension.
2. Functional Requirements for SIRIG
Although the work done on SIRIG by CT3/CT4 in Rel-11 is only driven by specific issues related to GERAN access, the benefits of service marking can without doubt also be leveraged by 3G and LTE access systems, e.g. for advanced radio resource management, scheduling, etc. It is therefore important in the architecture discussion to take into account the extensibility of the solution in Rel-12 or later. 

· R1: the SIRIG solution shall be extensible also for 3G and LTE access networks

Considering that GPRS/EPS consists of many deployment variants (e.g. PCEF enhanced with ADC, Standalone TDF, GTP S5/S8, PMIP S5/S8), it is important in the architecture discussion to consider a solution that enables service marking for all variants:

· R2: the SIRIG solution shall eventually include means for service marking for all deployment scenarios 

In order to avoid high system complexity in the long run (e.g. by developing different solutions/mechanisms for different deployment scenarios), it is recommended to take into account the future usage and deployment scenarios already in the Rel-11 solution discussion and selection. 

· R3: the SIRIG solution should aim at low overall system complexity by taking into account all usage and deployment scenarios 

Considering that it is difficult to foresee what future services will need to be differentiated and the importance of service marking for those services, the SIRIG solution shall not inherently restrict the number of Service IDs to a small number.

· R4: the SIRIG solution shall not inherently restrict the number of Service IDs unnecessarily 

3. CT4 Status on SIRIG Solution Discussion and Analysis 
CT4 identified the following basic solution:

i.) For Scenario A with a GTP-based S5/S8 or Gn/Gp:

The PCEF enhanced with ADC detects the different services (based on internal service identification logic) and marks the user-plane packets with the respective Service ID in the GTP user-plane header. For this, a new GTP header field has been proposed. 

Analysis: 
This part of the solutions (which is also re-usable for Scenario B) satisfies Requirements R1, R3 and R4.

ii.) For Scenario A with PMIP-based S5/S8: 

No solution has been identified so far and the scenario was postponed to a Rel-12.

Analysis: 
The BBERF (Serving GW) can perform the service marking for the GTP user plane on S4 or S1 as described in i.). The open issue is how the BBERF receives the necessary in formation to perform the service marking.

iii.) For Scenario B:

The following two solutions have been identified: 

a.) DSCP solution

The TDF detects the different services (based on internal service identification logic) and marks the user-plane packets in the DSCP header field (i.e. the DSCP header field is used to encode the service ID in addition to the DSCP marking). The PCEF upon detection of the service marking in the DSCP header field removes the service mark and performs the service marking according to Scenario A.
b.) PCC-based solution 

The TDF detects the different services (based on internal service identification logic) and signals the respective service marking information (i.e. TFTs and Service ID) via PCRF to the PCEF/BBERF, which in turn perform the service marking on the GTP user-plane header according to Scenario A. 

Analysis: 

	
	DSCP Solution 
	PCC-based Solution

	Requirement R1: Extensible also for 3G and LTE access
	Satisfied
	Satisfied

	Requirement R2: Solution for all deployment scenarios
	This solution solves the issue for standalone TDF and GTP based S5/S8 and Gn/Gp scenarios, but not for PMIP based S5/S8. 
	Satisfied 
NOTE: The same approach can be used for signalling the required service marking information to the PCEF and BBERF.

	Requirement R3: Low overall system complexity
	Since this solution does not solve the issue for PMIP-based S5/S8, an additional mechanism is needed to address these deployment scenarios.
	Satisfied
NOTE: This solution solves the issue for both the standalone TDF and the PMIP-based S5/S8 scenarios.

	Requirement R4: Future-proof in number of Services 
	The number services that can be differentiated with this solution is inherently limited by the number of “unused” bits in the DSCP header. This may also depend on the operator’s current network configuration.

( The number of services to be marked is very limited.

	Satisfied
NOTE: Given that new PCC signalling will be introduced, there is no inherent limitations on how many services can be differentiated.

	
Performance
	Good

NOTE: The actual DSCP marking in the TDF and PCEF can be done with high-performance. However, since the DSCP field is “overloaded”, there might be a need to perform DSCP re-marking in order to avoid using any DiffServ Code Points that are needed for the service marking.
	Low
NOTE: The drawback of this solution is that for each SDF that needs to be marked, the TDF will need to signal the serving marking information (i.e. TFT and Service ID) to the PCEF/BBERF. Furthermore, this solution also runs the risk that some packets are not marked, until the “off-path” signalling has completed. 

	Operational Issues
	Complex

NOTE: Given that DSCP has been designed for QoS provisioning based on DiffServ, which is already widely deployed and used in most operator networks, it is potentially difficult to “overload” this field with the service marking information. This may imply that operators have to reconfiguring the network and/or limiting the way DiffServ can be used in the network. 
	No specific issues identified
NOTE: Given that the PCRF is involved in the signalling of the service marking information (from the TDF to PCEF/BBERF), it also enable policy control for the service marking.

	… ???
	
	


This analysis shows that the DSCP solution has many drawback and limitations, while the PCC-based solution satisfies all the functional requirements. The only drawback of the PCC-based solution is its performance. The main reason for this shortcoming is that the PCC-based solution is assumed to signal the service marking information (i.e. TFTs and Service ID) from the TDF via PCRF to the PCEF/BBERF on a per service data flow basis (i.e. for each individual flow that is detected). 
It is therefore recommended to further study how this solution can be advanced in order to overcome its performance issues.  For example, considering that the majority of traffic stems from “well-known” services (e.g. YouTube, Google, Facebook, Skype), which can be typically identified based on a set of servers, proxies or super nodes in conjunction with a certain port range, the service marking signalling for those services can be dramatically reduced – as this does need to be signalled for each service data flow.

4. Conclusion and Proposal
With consideration of the requirements presented (section 2) and the status and analysis of the architecture work (section 3), we propose to postpone the work for the standalone TDF scenario and the PMIP S5/S8 scenario to Rel-12. This allows for a more careful study of the solutions, e.g. whether PCC-based solution can be used to solve both scenarios with a single solution and how this solution can be optimized to overcome the performance issues.

