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Abstract of the contribution: This contribution discusses the potential standardization options for trigger payload and the potential ways of application identifier assignment. This paper proposes that 3GPP standardizes the format of the trigger payload format and that the trigger dispatch function in the UE assigns a locally unique application identifier to each application.
Discussion
New conclusions on the Device Trigger for Rel-11 have been made in the last SA2 meeting. It was agreed that the device trigger message has to contain information that allows the network to route the message to the appropriate UE and the UE to route the message to appropriate application. Trigger payload was defined in S2-121138 as the information destined application, along with information to route it. This paper addresses two aspects of the device trigger message delivery to the target application. 

Trigger payload
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Figure 1 Device trigger message delivery to the destination application

Figure 1 presents the device trigger message delivery flow to the destination application. On receiving a SM, the SMS Dispatch Function determines based on the SMS Application port ID that the incoming SM belongs to the Trigger Dispatch Function. The Trigger Dispatch Function routes the message to the appropriate application based on the application identifier in the trigger payload. Three different standardization approaches are available for the trigger payload. 

Option 1: No standardization for the trigger payload
With this option, the format of the trigger payload delivered from SMS Dispatch Function to the Trigger Dispatch Function is not standardized. The format is application specific. This approach works only when a UE has one or more device trigger capable applications that share the same message format. However, if two applications belong to different application service providers who use different message formats, this approach does not work since the various applications cannot understand the other applications format. As any UE should be able to use the device trigger feature for a variety of applications from multiple service providers, this option is not acceptable.
Option 2: Trigger payload format belongs to a third-party standard organization

With this option, the format of the trigger payload is standardized by a standard body other than 3GPP. The standard body could be Open Mobile Alliance (OMA), European Telecommunications Standards Institute (ETSI), or anyone else. In this case, the trigger payload format should be a part of service level standardization. 
There are several issues with this option. First, completeness of device trigger feature relies on an existence of 3rd party standard. End-to-end (E2E) device trigger delivery cannot be fulfilled until a 3rd party service level standard becomes available. Second, the developed standard has to be fully compatible with the 3GPP device triggering functionality, which means that the standard has to be developed on top of device triggering feature. For example, the Service Capability Server (CSC) will construct out-going trigger payload, thus it belong to the 3rd party standard, but the CSC also terminates Tsp. Thus, the CSC shall be fully compatible with 3GPP device triggering feature. 

Option 3: Trigger payload format is specified by 3GPP

3GPP defines the format of trigger payload. By doing this we can provide end to end device trigger delivery mechanism from the application server(AS)/SCS to the application at the UE, while providing freedom to the application service providers to design their own application layer protocols that generate the content of the payload in the format specified by 3GPP. This approach does not create a dependency on 3rd party standard in order to provide a complete solution for E2E device trigger delivery, while it allows any 3rd party standard body to design their own value added service framework on top of 3GPP device trigger. Also, this approach provides a consistent interface to the applications. Thus, the application development can be done easier.
Application Identifier

In order to deliver a device trigger message to the target application, we need two identifiers: device identifier and application identifier. The external identifier, including MSISDN, will be used as the device identifier outside 3GPP domain. The external identifier will be translated into IMSI when the message arrives at the border of 3GPP domain, and the IMSI or any IMSI equivalent identifier, e.g. TMSI, will be used for the device identifier within the 3GPP network. However, we have not paid enough attention to the application identifier yet. This paper discusses two possible approaches for the application identifier.
Option 1: Globally unique application identifier

The application identifier can be globally unique. In order to achieve this, we need a global authority that issues an identifier to each application. Whenever a device trigger capable application is developed, the application developer registers the new application to the authority, then the authority issues an identifier to the application which is globally unique. 
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Figure 2 Device Trigger with globally unique application ID

Figure 2 shows how device triggering works with globally unique application identifier. As the application already knows its application ID, the application registers the application ID with the Trigger Dispatch Function when the application is deployed. The application subscribes to the Application Server and/or CSC for the service, and the application provides the external ID of the UE and the application ID during the subscription procedure. The application server sends a device trigger message towards the corresponding application when an event occurs. The Trigger Dispatch Function determines the target application based on the application ID in the message.
This approach has two critical problems. First, it is not easy to establish a global authority to manage the list of all the device trigger capable applications. It would be difficult to reach a consensus on such an organization. Furthermore, it requires a lot of effort and money to establish and run such an organization. Also, the application registration process takes additional time. This could be a significant obstacle that prevents the device triggering from being widely deployed. Furthermore, this approach has a critical technical limitation. Suppose there are more than one instances of an application in a UE. There could be multiple monitoring sensors attached to a single UE, and server may need to communicate with each sensor individually. Regardless of application type, this would not be a rare case. Globally unique application ID does not work on these cases as more than one application process share a single ID. Therefore, this approach does not work all the time.
Option 2: Locally unique application identifier within the destination UE

With this approach, there is no global authority to manage the application ID. When an application is deployed at the UE, the application module registers with the Trigger Dispatch Function. On receiving the registration request, the Trigger Dispatch Function issues a locally unique application ID to the application module and informs the issued ID to the application in the Registration Acknowledgement message. All the application IDs for active applications are managed by the Trigger Dispatch Function and they are locally unique within the UE. The application subscribes to the CSC/Application server with the external ID and the assigned application ID. The application server can send the device trigger message when an event occurs, and the Trigger Dispatch Function can determine the target application based on the application ID in the message. The rough message flows are shown in Figure 3 below.
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Figure 3 Device Trigger with locally unique application ID

As this approach does not require a global authority and application registration to the global authority, it is much easier to realize than the previous option. This approach also works with multiple instances of an application at a UE. Indeed, this is quite similar to the port number assignment to a client process in TCP or UDP.

Conclusions

Based on the above discussions, we propose the following conclusions.

Conclusion 1: Trigger payload message format belongs to 3GPP standardization. The message format to/from Trigger Dispatch Function and the corresponding behaviours have to be standardized in 3GPP.
Conclusion 2: The Application Identifier to distinguish a device trigger capable application from another shall be unique within a UE. The application identifier is informed to the application server through the application layer protocol at the service subscription phase. 
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