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P.4.2.1
Reference architecture – Non-Roaming
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Figure P.4.2.1-1: PCC Reference architecture for Fixed Broadband Access Interworking

P.4.2.2
Reference architecture – Home Routed
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Figure P.4.2.2-1: PCC Reference architecture for Fixed Broadband Access Interworking (home routed)

P.4.2.3
Reference architecture – Visited Access
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Figure P.4.2.3-1: PCC Reference architecture for Fixed Broadband Access Interworking (visited access)

* * * Next Change * * * *

P.5.1
Overall description

For EPC based Fixed Broadband Access Interworking with EPC-routed traffic the credit management, reporting, usage monitoring, termination actions, service data flow prioritization and standardized QoS characteristics as defined in clause 6.1 shall apply.

For non-seamless WLAN offloaded traffic service data flow prioritization as defined in clause 6.1 applies. For scenario with TDF, usage monitoring as defined in clause 6.1 applies. For NSWO traffic in other scenarios, without TDF, usage monitoring is out of scope of this specification. For all scenarios, credit management, termination actions and reporting for NSWO traffic are out of scope of this specification.

The purpose of policy interworking via S9a for non-seamless WLAN offloaded traffic (PCC Rules provisioned for the UE local IP address) is to enable policy control in the BBF domain in two different ways:

-
Gate enforcement. The BPCF is expected to provide information over R interface to control whether a service data flow, which is subject to policy control, pass through the BNG if and only if the corresponding gate is open.

-
QoS enforcement: The BPCF is expected to provide information over R interface to control the authorized QoS of a service data flow according to the QoS information provided over R interface.

The complete specification of the BPCF is defined in BBF WT-134 [31] and BBF WT-203 [30] and it is out of the scope of the 3GPP.

The information contained in a PCC Rule generated by the PCRF for NSWO traffic includes Service Data Flow Detection and Policy Control information elements specified in table 6.3. The PCC rules for NSWO traffic do not include the Charging and Usage Monitoring Control elements specified in table 6.3.

For Fixed Broadband Access the event triggers in table P.5.1-1 shall apply in addition to the ones in table 6.2.

Table P.5.1-1: Fixed Broadband specific event triggers

	
	

	
	


	Event trigger
	Description
	Reported from
	Conditions for reporting

	UE local IP address change
	The UE local IP address assigned by Fixed Broadband Access has changed
	PCEF, BBERF
	Always set

	H(e)NB local IP address change
	The H(e)NB IP address assigned by Fixed Broadband Access has changed
	PCEF, BBERF
	Always set


* * * Next Change * * * *

P.6.3
Bearer Binding and Event Reporting Function (BBERF)

For case 2a and case 2b, the BBERF in the ePDG supports only reporting of the UE's Local IP address and UDP port number to the PCRF., bearer binding, uplink bearer binding verification functions are not supported
For case 2b, the BBERF in the Serving GW supports those functions specified in clause 6.2.7.1
* * * Next Change * * * *

P.7.2.1
IP-CAN Session Establishment
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Figure P.7.2.1: IP-CAN Session Establishment for both EPC routed and NSWO traffic

This procedure is the same as described in clause 7.2 with the additions described below:

1.
The BBF access network may become aware of the IMSI of the 3GPP UE if 3GPP-based access authentication (EAP-AKA/AKA') is performed. The BPCF also becomes aware of the UE local IP address.

The steps from 2 to 5 show PCC signalling to provision policies for NSWO traffic.

2.
The BPCF Initiates a IP-CAN session establishment over S9a to the PCRF for non-roaming and to the V-PCRF for roaming cases, the information contained in the request message includes IMSI, IP-CAN type, local UE IP address and the NSWO-APN. Triggered by the IP-CAN session establishment over S9a the V-PCRF sends the IP-CAN session establishment over S9 to the H-PCRF.


3-4.
The PCRF retrieves profile from SPR as described in sub-clause 7.2, an indication on where policy control for NSWO traffic should be performed for that UE may be retrieved from SPR.
5.
The PCRF enables policy control for NSWO traffic for that UE based on operator policies and user profile information that may depend on e.g. network where the UE is offloading. The PCRF sends a reply message contains PCC Rules if policy control is enable..
6
Triggered by the successful establishment of the IP-CAN session for the UE local IP address in step 3, the V-PCRF (roaming) and the PCRF (non-roaming) may establish a session with the TDF to provision ADC Rules for that UE local IP address (if applicable, when solicited application reporting applies and when policy control for offloaded traffic is to be performed). The PCRF provides the TDF with the UE local IP address, the IMSI, the IP-CAN type and the NSWO-APN.

7
The TDF replies as described in the clause 7.2.

The steps from 6 to 10 show PCC signalling to provision policies for EPC routed traffic.

8.
IP-CAN session establishment as specified in clause 7.2 is performed, including the establishment of a Gateway Control session, as specified below with the following additional information:

In case 2a and case 2b, ePDG (BBERF) initiates a Gateway Control Session Establishment procedure to provide the UE local IP address and UDP port (if available) as defined in clause P.7.5.1.


For case 1, step 3 of clause 7.2 for WLAN scenario the PCEF includes the UE local IP address and the UDP port number (if available), while for the H(e)NB scenario the PCEF includes the H(e)NB Local IP address, the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to.


In case 2b, S-GW (BBERF) initiates a Gateway Control Session Establishment procedure to request QoS Rules for the H(e)NB local IP address as defined in clause P.7.5.1.
The steps in (A) show PCC signalling to eatablish a Gateway Control Session over S9a for EPC routed traffic.

A.1.
Triggered by the IP-CAN session establishment indication, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a, if no Gateway Control Session exists for the same IMSI for WLANscenario, the PCRF includes in the request message to BPCF the IMSI, the UE local IP address and the UDP port number (if available) and QoS Rules, while for the H(e)NB scenario the PCRF (Non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a, if no Gateway Control Session exists for the same H(e)NB including the IMSI, H(e)NB Local IP address, the UDP port number (if available) and QoS Rules. For home routed, the H-PCRF initiates a Gateway Control Session over S9 to trigger the V-PCRF to establish a Gateway Control session, for visited access, the V-PCRF initiates a Gateway Control Session over S9 to H-PCRF and the Gateway Control session over S9a to BPCF.
A.2.
The BPCF Initiates the Gateway Control session establishment including in the request message the IMSI, IP-CAN type, UE Local IP address, H(e)NB Local IP Address and UDP port (if available) to the PCRF.

A.3.
The PCRF reply message contains the result code.
The steps in (B) show PCC signalling to provision QoS Rules over S9a for EPC routed traffic.

B.1.
Triggered by the IP-CAN session establishment indication, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control and QoS Rule provisioning including QoS Rules, if a Gateway Control Session exists for the same IMSI for WLANscenario while for the H(e)NB scenario the PCRF (Non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control and QoS Rule provisioning, if Gateway Control Session exists for the same H(e)NB including QoS Rules.
B.2.
The PCRF reply message contains the result code.
12
Remaining steps of IP-CAN session establishment procedure as defined in clause 7.2 from step 6 onwards.

* * * Next Change * * * *

P.7.3.2
IP-CAN Session Termination
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Figure P.7.3.2: IP-CAN Session Termination for either EPC routed or NSWO traffic

This procedure is applicable for both WLAN and H(e)NB scenario.

For WLAN scenarios, this procedure is performed when the PCRF knows that the 3GPP UE released a PDN connection and request the BPCF to remove the PCC/QoS Rules associated to the terminated IP-CAN session or when the last PDN connection for that 3GPP UE is released to terminate the Gateway Control Session over S9a.

For H(e)NB scenarios, this procedure is performed when the PCRF knows that the last 3GPP UE connecting to the H(e)NB released its last PDN connection and request the BPCF to release the Gateway Control session over S9a or when a PDN connection is released to request the BPCF to remove the QoS Rules associated with the terminated IP‑CAN session.

This procedure is the same as described in clauses 7.3.1 and 7.3.2, with the new steps described below:

1.
In case 2a and case 2b the ePDG (BBERF) initiates a Gateway Control Session Termination procedure as defined in clause P.7.5.2.


In case 2b the S-GW (BBERF) initiates a Gateway Control Session Termination procedure as defined in clause P.7.5.2.


In case 1, the PCEF initiates the IP-CAN session termination over Gx.

2.
This step is triggered by the IP-CAN session termination indication in step 3 in clauses 7.3.1 and 7.3.2, the PCRF (non-roaming case) or the H-PCRF (roaming case) initiates Gateway Control Session Termination over S9a with the BPCF if this is the last Gateway Control Session or a Gateway Control and QoS Rule Provisioning to remove QoS Rules for the purpose to release resources in the Fixed Broadband Access.


3.
The BPCF reply message contains the result code.

4.
Remaining steps of IP-CAN session termination as described in clause 7.3 from step 4 onwards.

Steps 5, 6, 7 and 8 are triggered when the BBF access is aware that the UE is detached from BBF access. These steps are not necessarily performed at termination of the IP-CAN session in steps 1 to 4, but may occur at a later time.

5.
If the BBF access network is aware of the UE is detached from the BBF access network, the BPCF Initiates IP-CAN session termination to the PCRF (non-roaming) and the V-PCRF (for roaming cases). Triggered by the IP-CAN session termination over S9a, the V-PCRF triggers the IP-CAN session termination over S9.

6.
The PCRF reply message contains the result code for the IP-CAN session terminated.

7.
Triggered by step 6, the PCRF (for non-roaming case) and the V-PCRF (for roaming cases) terminates the TDF session, if exists for the UE local IP address as described in the clause 7.3.

8.
The TDF replies as described in the clause 7.3.

* * * Next Change * * * *

P.7.4.1
PCEF-Initiated IP-CAN Session Modification
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Figure P.7.4.1: PCEF-initiated IP-CAN Session Modification

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is performed when the UE Local IP address, H(e)NB Local IP address or the UDP port number is changed and/or when a request for PCC Rules is received from the PCEF. This procedure is the same as described in clause 7.4.1 with the additions described below:

Step 3 in case 1, the PCEF provides the updated UE local IP address, the updated H(e)NB IP address and/or UDP port number to the PCRF.

1.
The PCRF (non-roaming case) initiates Gateway Control and QoS Rule Provisioning with the BPCF to provide:

a.
QoS-Rule with the QoS information (i.e. SDF, QCI, GBR, MBR, ARP).

b.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.


c.
UE local IP address and/or the UDP port number, the H(e)NB Local IP address may be provided in the request.


The H-PCRF (home routed roaming case) provisions for WLAN case the UE local IP address and UDP port number (if available) and for H(e)NB case the H(e)NB local IP address and UDP port number (if available) to the V-PCRF to trigger the provisioning over S9a.

2.
The BPCF translates the QoS rule as received of the S9a interface (i.e. SDF, QCI, GBR, MBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9a to QoS parameters applicable in the BBF domain is out of 3GPP scope). The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9a interface (i.e. SDF, QCI, GBR, MBR and ARP) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.
NOTE:

For H(e)NB PMIP scenario, Gateway Control and QoS Rule Provisioning to the BBERF may be performed as described in sub-clause 7.4.1.
P.7.4.2
PCRF-Initiated IP-CAN Session Modification

This procedure is initiated by the PCRF (non-roaming) or by the V-PCRF (roaming). The (V-)PCRF requests the BPCF to perform admission control. Steps (A) show how to provision QoS Rules for the UE IP address(es) allocated by EPC and received over Gx and Steps (B) show how to provision PCC Rules to request admission control for the IP-CAN session for the UE local IP address received over S9a. Note that the TDF that is selected for EPC routed and NSWO traffic may or may not be the same TDF.
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Figure P.7.4.2: PCRF-Initiated IP-CAN Session Modification

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is the same as described in clause 7.4.2 with the additions described below:

1a, 2a. 1b.
The AF or the TDF provides/revokes service information to the PCRF and detected event triggers if applicable as described in steps 1a, 2a and 1b in clause 7.4.2. For roaming case and for NS-WLAN offloaded traffic, the TDF provides service information and event triggers detected to the V-PCRF.

3a, 3b.
The PCRF for non-roaming cases or the V-PCRF for roaming cases and for NS-WLAN offloaded traffic makes the authorization and policy decision.

4.
The PCRF acknowledges to the TDF as described in clause 7.4.2.

A:
The steps in (A) show PCC signalling to provision QoS Rules for EPC routed traffic.

A.1.
Triggered by the step 1, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rule Request to provide:

a.
QoS-Rule with the QoS information (SDF, QCI, GBR, MBR, ARP).

b.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.


A.2.
The BPCF translates the QoS rule as received of the S9a interface (i.e. QCI, MBR, GBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9a to QoS parameters applicable in the BBF domain is out of 3GPP scope). The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9a interface (i.e. QCI, GBR) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.

A.3.
PCC Rules are installed in the PCEF as described in clause 7.4.2 and AF is notified if subscribed to the notification of the resource allocation request/modification.

B:
The steps in (B) show PCC signalling to provision PCC Rules for NS-WLAN offloaded traffic.

B.1.
Triggered by the step 3, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Policy Rule Request to provide QoS-Rules for the UE local IP address.

B.2.
The BPCF translates the PCC rules as received of the S9a interface (i.e. SDF, QCI, MBR, GBR and ARP) into access specific QoS parameters applicable in the BBF domain as described in A.2.

B.3.
If the AF requested it, the PCRF notifies the AF (e.g. transmission resources are established/released/lost).

B.4.
The AF acknowledges the notification from the PCRF

* * * Next Change * * * *

P.7.5.3
Gateway Control and QoS Rule Request from ePDG/Serving GW
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Figure P.7.5.3: Gateway Control and QoS Rule Request for EPC Routed Traffic
This procedure is applicable for both WLAN and H(e)NB PMIP. This procedure is the same as described in clause 7.7.3.1 with the exceptions described below:


In case 2b and case 2a for WLAN scenario, the ePDG (BBERF) may initiate a Gateway Control and QoS Rules Request Procedure to provide the updated UE local IP address and the UDP port number, if available, while for H(e)NB scenario the SGW(BBERF) may initiate a Gateway Control and QoS Rule Procedure to provide the updated H(e)NB local IP address, the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to.

1.
For the WLAN scenario, triggered by the Gateway Control and QoS Rules Request Procedure in step 2 of clause 7.7.3.1, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rules Provision Procedure. The updated UE local IP address and/or the UDP port number are provided in the procedure if available, while for H(e)NB scenario the PCRF (non-roaming) or the H-PCRF (for visited access and home routed) may initiate a Gateway Control and QoS Rule Procedure to provide the updated H(e)NB local IP address, the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to. 

For H(e)NB PMIP scenario, the PCRF may provide
a.
QoS-Rule with the QoS information (i.e. SDF, QCI, GBR, MBR, ARP).

b.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.
2. The BPCF replies with a response code, when QoS Rules were provided by the PCRF, theBPCF translates the QoS rule as received of the S9a interface into access specific QoS parameters applicable in the BBF domain . The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9a interface (i.e. QCI, GBR) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.
NOTE:

For H(e)NB PMIP scenario, Gateway Control and QoS Rule Provisioning to the BBERF may be performed as described in sub-clause 7.4.1.
* * * Next Change * * * *

P.7.6.1
PCRF Discovery and Selection by BPCF

When the BPCF knows that a 3GPP UE attached via a Fixed Broadband access network and learns the IMSI, the BPCF initiates the IP-CAN session establishment for NSWO offloaded traffic, the BPCF finds the PCRF using the DRA based on the IMSI.

When the BPCF is requested to establish a Gateway Control Session over S9a by PCRF, the BPCF uses the PCRF address provided in the request to establish the Gateway Control Session over S9a.

For a roaming scenario, when the BPCF establishes an IP-CAN session over S9a, the BPCF is configured with the relation of HPLMN-Id reachable via a particular VPLMN-Id. The BPCF selects given a certain IMSI the correct DRA in the VPLMN and as the result, the V-PCRF finds the DRA in the HPLMN based on the IMSI and the NSWO-APN if available as described in clause 7.6.1.
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6. IP-CAN Session Establishment Procedure sub-clause 7.2 (steps 1-5)
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10. IP-CAN Session Establishment Procedure sub-clause 7.2 (from step 6)
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 IP-CAN Session Modification steps 3 to 5 in clause 7.4.1
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8. IP-CAN Session Establishment Procedure sub-clause 7.2 (steps 1-5)
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9. IP-CAN Session Establishment Procedure sub-clause 7.2 (from step 6)
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Gateway Control and QoS Rules Request step 1 to 3 clause 7.7.3.1
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1-IP-CAN Session Termination  steps 1 to 3 in clause 7.3.1 or step 1 to 5 in clause 7.3.2
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Gateway Control and QoS Rules Request step 1 to 3 clause 7.7.3.1
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3b. Policy Decision







 A.3. PCRF-Init IP-CAN Session Modification steps 5 to 12 clause 7.4.2







A.1. Gateway Control and QoS Rule Provisioning 







A.2. Gateway Control and QoS Rule Provisioning ACK







BPCF







 







Roaming Scenarios







 







AF







 







TDF







 







PCRF







-







H







 







PCRF







-







V







1b. Service Traffic Detection







4. Acknowledge and Modified ADC Rules







2a. Ack







1a. Application/Service Info







3a. Policy Decision







B.1. Policy Rule Provisioning 







B.2. Policy Rule Provisioning ACK







B.4. Notification ACK







B.3. Notification







(A)















(B)




















_1390262859.doc


BBERF







Gxx















Sy











System 







Online Charging







(OCS)







(PCRF)







Policy and Charging Rules Function 







PCEF







Sd







(OFCS)







System 







Charging 







Offline 







Gx







Sp







AF







Rx







(SPR)







 







 Repository







Subscription Profile







Gz







Gy







TDF







     



    PCEF







PDN GW







BPCF







S9a







     Fixed Broadband



     Access NW







ePDG







HNB-GW







S15












_1375615618.doc


 IP-CAN Session Modification steps 3 to 5 in clause 7.4.1
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