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Abstract of the contribution: This discussion paper highlights the SA3 requirements on validation of the HeND-ID and related identities (i.e. CSG-ID) by the network. SA3 requirements impact 23.401 procedures in that the MME is equired to validate that the CSG-ID received in the Initial UE massage and Path Switch Request message is valid.
1. Discussion
New requirements were agreed by SA3 in TS 33.320, clause 4.4.9 - Requirements on Verification of H(e)NB Identity and Operating Access Mode
Excerpt:

    -The H(e)NB-GW shall implement a verification that the identity used by the H(e)NB for communicating with the H(e)NB-GW is either the same identity that is used for authenticating to the SeGW or an identity related to this authenticated identity. In case the H(e)NB uses a related identity to communicate with the H(e)NB-GW, that related H(e)NB identity shall have a secure mapping to the identity that is used for authenticating to the SeGW.

- If the above verifications are required, then a HeNB GW shall be deployed for HeNBs operating in closed access mode.

To address the comments from SA Plenary that the deployment of an HeNB-GW is optional (as opposed to the HNB-GW which is mandatory to deploy), the verification of the identity used by the H(e)NB for communicating with the network shall be implemented in the H(e)NB GW, and if a HeNB-GW is not deployed, an MME implementing the above verification shall be deployed (see S3-120028, SA3#66). 
S3-120028 excerpt:

    The network shall implement a verification that the H(e)NB is allowed to operate in the access mode (i.e. closed, hybrid or open mode) indicated by the H(e)NB. The above verification shall be implemented in the H(e)NB-GW. If a HeNB-GW is not deployed, the above verification shall be implemented in the MME.
CR S2-120028 have been approved 

S1-AP messages affected: 
S1-Setup message (HeNB-ID, CSG ID list): RAN3 responsibility; TS 36.300 and 36.413
UE Initial Message (CSG-ID): 23.401 responsibility
Path Switch Request (CSG-ID): 23.401 responsibility

The 23-401 CR (S2-120582) requires the MME to verify  that the CSG-ID received  in the UE Initial Message and Path Switch Request message is in the  list of CSG-IDs  associated with/bound to the HeNB ID. (NOTE that the list of valid CSG-ID is verified as part of the S1-Setup procedure.)
.

3. Conclusion 
The SA2 CR (S2-120582) does not rely on a particular solution to be approved by SA3, but it is in accordance with approved SA3 requirements.
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