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Abstract of the contribution: 
This contribution proposes a normative text for the trigger procedure introducing a Store and Forward function for T5 and the addition of originator identifiers
Discussion

Building on a baseline trigger flow that was the outcome of the MTC conference call on Jan 26, 2012 (submitted as TD S2-120587) this contribution proposes the following additional changes to the normative text for trigger flow:
· Depending on the deployment model used either MTC-SCS or MTC-AS is originator of the trigger message. Changed MTC-Server to MTC-SCS and/or MTC-AS in the diagrams.

· In MTC conference calls it has been proposed to introduce a store and forward function in the MTC-IWF for T5. Instead of having two store and forward functions in sequence, it is proposed to define one Store and Forward (S&F) function. 
The S&F follows procedures defined in TS 23.040 for SMS delivery and procedures defined in this TS 23.682 for T5 delivery. Whether or not the SMS and T5 S&F function are co-located is then a deployment option.
Note that with this proposal T4 is not exclusive to the Short Message Service but becomes an interface to a Store and Forward function. 

· Adding explicit originator identifier for MTC-SCS and/or MTC-AS. This identifier will be required to address delivery of the MTC Trigger Delivery Report.

It is FFS whether E-164 MS-ISDN can be used for the MTC-SCS/AS Identifier, or whether other formats need to be supported, (Does the shortage of E164 also apply to a more limited number of applications? Formats other than E-164 MS-ISDN may require translation to a 3GPP address format in the MTC-IWF.)
Proposal

It is proposed to agree to do the following changes for TS 23.682.
* * * First Change * * * *
5
Functional Description and Information Flows 
5.1 
Control and user plane

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for MTC>

5.2  
Device triggering procedures
5.2.1
Device triggering procedure over Tsp


[image: image1.emf]1. Query DNS

UE

MSC/

SGSN/

MME

PGW/

GGSN

HSS

MTC-SCS /

MTC-AS

DNS

Store and 

Forward

MTC-IWF

2. MTC Trigger Submit Req

4. SRI for SM (external ID)

5. Auth.

6. RI for SM

A. Direct T5 trigger delivery procedure as per clause 5.2.x, Figure 5.2.x-1

8. MTC Trigger Delivery Report

B. T4 trigger delivery procedure with Store and Forward option as per clause 5.2.y, Figure 5.2.y-1

9.  UE initiated IP communications or CP messaging in response to received Device Trigger

7a. Trigger delivery 

selection

3. Authentication & 

load control

7b. T5 failure or T4 

trigger delivery 

selection


Figure 5.2.1-1: Device Trigger Procedure
1.
The MTC-SCS/AS needs to trigger the device. If the MTC-SCS/AS has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC-SCS/AS submits a MTC Device Trigger Request (UE External Identifier, MTC-SCS/AS Identifier, Trigger Reference Number, validity period, priority and Application-PDU) to the MTC-IWF.
Editor's note: It is FFS whether E-164 MS-ISDN can be used for the MTC-SCS/AS Identifier, or whether other formats need to be supported, (Formats other than E-164 MS-ISDN may require translation to a 3GPP address format in the MTC-IWF). 
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC-SCS/AS is authorised to submit trigger requests and that the MTC-SCS/AS has not exceeded its quota or rate of trigger submission. 

4.
If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the address(es) of the UE’s serving CN node(s), the MTC-IWF sends a [modified from Rel 10] SRI for SM (UE External Identifier, MTC-SCS/AS Identifier) message to the HSS, to retrieve the address(es) of the UE’s serving CN node(s). The MTC-IWF may also cache, which of the CN nodes performed the last successful trigger message delivery 

5.
The HSS checks that this MTC-SCS/AS is permitted to send Trigger Requests to this UE.

Editor’s note: it is FFS if there are alternative solutions for this authorisation.

6.
The HSS returns the Routing Information (MSC address and/or SGSN address and/or MME address for MAP and/or T5) and IMSI. HSS policy (possibly dependent on the VPLMN ID) may influence which address(es) are returned. 

7a. The MTC-IWF selects trigger delivery procedure based on trigger parameters,  the information received from HSS and local policy. If T5 direct delivery procedure is selected, MTC-IWF attempts T5 direct trigger delivery procedure as per clause 5.2.x. Upon successful completion of T5 direct delivery procedure, MTC Trigger Delivery Report is sent to MTC-SCS/AS as per step 8 and step 8 onwards procedure is executed. 

7b. If T5 direct delivery is unsuccessful or if T4 delivery is selected during step 7a, MTC-IWF attempts T4 trigger delivery procedure with Store and Forward option as per clause 5.2.y.

8.
The MTC-IWF sends the MTC Trigger Delivery Report to the MTC-SCS/AS with cause indicating whether the trigger was delivery succeeded or failed. The MTC-SCS/AS records the success.

9.   In response to a received Device Trigger, an application, sensor or local-network-device typically sends some application level information. If not yet established it may initiate UE IP communications with the MTC-SCS/AS or an MTC Application Server or reply using a messaging service. If a new PDP/PDN connection is established in response to the received trigger, the GGSN/P-GW causes the HPLMN’s mapping tables of External Identifier and IMSI to IP address(es) to be updated.

Editor’s note: the details of this mapping of External Identifier and IMSI to IP address(es) step need to be worked out, e.g. how does the PGW/GGSN obtain the address of the MTC-IWF.


5.2.x
Direct Device trigger Delivery using T5
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Figure 5.2.x-1: Direct T5 Trigger Delivery Flow

1.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Submit Trigger (IMSI, Trigger-Message, priority, validity period, etc.) to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

2.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails.

Editorial Notes: Details of this step is FFS. 

3.
The serving CN node sends a Delivery Report (cause) to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 

5.2.y
Device trigger Delivery with Store and Forward option using T4
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Figure 5.2.y-1: T4 Trigger Delivery Flow with S&F
1.
The MTC-IWF selects a suitable Store and Forward function. The MTC-IWF submits the Device Trigger Request (External Identifier, IMSI, Originator Identifier, Trigger Reference Number; Trigger-Message, information from the MTC Server; visited node address(es); list of visited nodes to which T5 direct procedures have failed) to the Store and Forward function.

2.
The Store and Forward function sends a Submit Confirm message to the MTC-IWF to confirm that the Device Trigger Request has been stored in the SMS-SC. 

3.
The MTC-IWF sends a MTC Trigger Submit Confirm message to MTC-SCS/AS to confirm that the Device Trigger Request has been accepted for delivery to the UE. 

4, 5, 6, 7.
The Store and Forward function  selects trigger delivery procedure, either T5 or SMS delivery, based on trigger parameters, the outcome of previous delivery attempts and local policy. The trigger is delivered to the UE This might involve multiple delivery attempts in MSC, SGSN and/or MME. The Store and Forward function and the other CN nodes generate the necessary CDR information including the Originator Identifier. 


NOTE: the SMS-SC does not perform an SRI for SM with the HSS for the initial delivery attempt, instead it uses the visited node address information received in step 1.

8.
The Store and Forward function sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the Originator Identifier that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.
* * * Next change * * * *





























































* * * End of Changes * * * *
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23. MTC Trigger Delivery Report
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1-7. steps same as in A.2.1
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9. PDP/PDN connection activation and update of External ID and IMSI to IP address mapping
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