SA WG2 Temporary Document

Page 1

SA WG2 Meeting #89
S2-120806
6 - 10, February 2012, Vancouver, Canada

Source:
Alcatel-Lucent
Title:
Serving node selection for SMS delivery or Device triggering 
Document for:
Approval 
Agenda Item:
9.7.3; 9.7.4
Work Item / Release:
SIMTC/Rel-11
Abstract of the contribution: this paper addresses the need to know what the serving node is when Mobile terminated services require HSS dips.
Node Selection
In networks supporting both EUTRAN and UTRAN/GERAN accesses the UE may be dual registered at a SGSN and a MME at the same time. When in the EPC the support of PS-Only SMS delivery enhancement or device triggering is introduced, in network supporting delivery of SMS via SGSN’s, any UE may be served by an MSC, SGSN or an MME for SMS delivery.
When Mobile terminated services like Triggering or SMS for PS-Only are used, the dual registration of devices in EPS side effect is a potentially large number of trial and error based attempts to deliver SMS to the wrong Serving node. Operators should be optionally allowed to trade off location update signalling with signalling due to failed SMS or trigger delivery attempts if they see it more beneficial to them.

Proposed Change to TS 23.682: The serving node may upon RAT change update the HSS, and the HSS can return in SRI for MT services the list of potential serving nodes where the UE may be located, with the last known serving node marked for first delivery attempt. Other attempts with the other serving node(s) may be required if ISR is active or the serving nodes do not really update the HSS upon RAT change (as this is an optional feature). 
#############

FIRST Change

#############

4.4.3
HSS

HSS specific functionality to support the Indirect and Hybrid models of MTC.

Functionality for triggering includes the following:

-
termination of the S6m reference point where MTC-IWFs connect to the HLR/HSS;

-
stores and provides to MTC-IWF the mapping/lookup of E.164 MSISDN or external identifier(s) to IMSI and subscription information used by MTC-IWF for device triggering (e.g. serving MME/SGSN/MSC address);

-
mapping of E.164 MSISDN or external identifiers to IMSI of the associated UE;
-
serving nodes information for the UE (i.e. serving SGSN/MME/MSC address), with optional indication of the last known or preferred node for first delivery attempt.
Editor’s Note: The subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and dependent on the final conclusions reached for SIMTC.

Editor’s Note: Additional MTC functionality in the HLR/HSS is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

#############

SECOND Change

#############

4.4.5
SGSN/MME/MSC

SGSN and MME specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· SGSN terminates the T5a reference point;

· MME terminates the T5b reference point;

· MSC terminates the T5c reference point;

· receives device trigger from MTC-IWF;

· encapsulates device trigger information in NAS message sent to the UE used for MTC;

· receives device trigger acknowledgement from the triggering UE;

· reports device trigger delivery success/failure status to MTC-IWF; and

· may provide SGSN/MME congestion/load information to MTC-IWF.
· SGSN and MME’s supporting mobile terminated services, e.g., triggering or PS Only SMS delivery, may update the HSS upon RAT change between UTRAN/GERAN and EUTRAN if the UE subscribes to triggering or PS-only SMS delivery. 
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: Additional MTC functionality for the SGSN/MME/MSC is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

#############

THIRD Change

#############

A.2
Triggering with T5
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Figure A.2-1: T5 Device Trigger Delivery Flow

1.
The MTC server needs to trigger the device. If the MTC server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, validity period, priority, MTC Server ID, etc., and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC server is authorised to submit trigger requests and that the MTC server has not exceeded its quota or rate of trigger submission. If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF interrogates the HSS to retrieve the IMSI and the T5 address(es) of the UE’s serving CN node(s), including optional information on which is the last known / preferred for first attempt serving node if more than one serving node address is provided. 
4.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Forward Message (IMSI, Trigger-Message, priority, validity period, etc.) to the last known/preferred for first attempt serving CN node when more than one candidate CN node is known and a last known/preference information is indicated. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

5.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails.

6.
The serving CN node sends a Delivery Report (cause) to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 

7.
If the trigger was delivered or if all registered CN nodes are T5 capable and all the delivery attempts failed and the trigger request (Validity period) was requesting one delivery attempt only the MTC-IWF sends a Delivery Report (cause) to the MTC server. Cause indicates that the trigger request was accepted, and was delivered or delivery failed, respectively. When the Delivery Report is sent the MTC-IWF generates the necessary CDR information including the MTC Server identity.

8.
If further delivery attempts are possible the MTC-IWF selects a suitable SMS-SC and initiates the T4 delivery procedure by submitting a request to an SMS-SC to transfer the Trigger-SMS to the UE. With that request the MTC-IWF may inform the SMS-SC about unsuccessful delivery attempts so that the SMS-SC can either request CN node(s) that were not yet requested to deliver or directly requests the HSS to set the SMS Message Waiting Flag if all CN nodes were already requested to deliver the SMS.

9. If not already available, the UE  activates a PDP/PDN connection with the GGSN/P-GW. 

Editor’s Note: Further procedures to register the IP address and the related identifier in the network are FFS.

Editor’s note: Whether the UE always activates a PDP/PDN connection is FFS.

#############

The END

#############
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9. PDP/PDN connection activation and update of External ID and IMSI to IP address mapping
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