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Abstract of the contribution: This contribution discusses on discriminating an MT-SMS carrying MTC Device triggering message in UE. It is proposed to agree the described changes for inclusion in TS 23.682.

1. Discussion

In the last meeting of SA2#88, it was agreed that UEs should be able to discriminate an MT-SMS carrying device triggering information from any other type of SMS and added to 7.2.2 MTC Device Triggering in the conclusion section of TR 23.888. For its solution, the following sentence was added in 6. 44 Solution – Device Triggering reuse of MT SMS: 
·    The SM TP SUBMIT DELIVERY message needs to carry an indication when the MT-SMS carries device triggering information.
During the discussion of the last meeting and the unofficial meeting in Berlin, use of application port addressing scheme was suggested. Currently, OMA WAP Push is used for initiating a specific application. For this, application port numbers (i.e. 2948, 2949) are assigned for the use of OMA WAP Push via SMS. So, [Option 1] OMA WAP Push can be used for MTC device triggering. But it requires that an application id should be registered in OMNA (Open Mobile Naming Authority) when a new application is developed. Also the platform of the terminal should support WAP protocol. This means that MTC device triggering has dependency on WAP protocol.
Alternatively, new port number(s) can be assigned for MTC device triggering. In 9.2.3.24.4 Application Port Addressing 16 bit address in TS 23.040, the port numbers 49152 – 65535 were reserved for future allocation by 3GPP. By assigning specific port number(s) in the range, SMS dispatcher can discriminate an MT-SMS carrying device triggering information. Following options are available:
[Option 2] One approach is to use generic port (like OMA WAP Push, but not necessarily the same port as WAP Push) + application-ID inside the content. But it requires standardization of application layer so that the application layer performs similar to OMA WAP Push model. 
[Option 3] The other one is to use per-application specific port numbers. But it requires that a new application should be registered in 3GPP.
In conclusion, application port addressing can be used for discriminating an MT-SMS carrying device triggering information. SMS-SC should assign the port number for MTC device triggering. Also, it is needed to make a way forward which port number is used for MTC device triggering between OMA WAP Push or new ones. Considering 3 alternatives, Option 2) “generic port + application-ID inside the content” is reasonable in practice.
2. Proposal 
We propose to agree the clarification for discriminating an MT-SMS carrying MTC Device triggering described in the discussion section and the following changes to be added in TS 23.682.
* * * First Change * * * *
4.4
Network Elements

4.4.1
General

The following 3GPP network elements provide functionality to support the Indirect and Hybrid models of MTC. Additionally, IMS network elements may provide functionality to support the Indirect and Hybrid models of MTC.

NOTE:
As further development of the MTC architecture takes place as well as when additional MTC common functionality and features are addressed, further network elements may be defined.

Editor’s Note: The final naming of any new entities added as part of the SIMTC work is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.2
MTC-IWF

To support the Indirect and Hybrid models of MTC, one or more instances of an MTC InterWorking Function (MTC-IWF) reside in the HPLMN. An MTC-IWF could be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates signaling protocols used over Tsp to invoke specific functionality in the PLMN.

The functionality of the MTC-IWF includes the following:
-
terminates the Tsp, S6m, T5a, T5b, T5c, T4 and Rf/Ga reference points;

-
may authenticate the MTC Server before communication establishment with the 3GPP network;

-
may authorize control plane requests from an MTC Server;

-
supports the following device trigger functionality:

-
reception of a device trigger request from MTC Server;
-
report to the MTC Server the acceptance or non-acceptance of the device trigger request;
-
report to the MTC Server the success or failure of a device trigger delivery; and
-
may apply MTC-IWF and/or SGSN/MME induced congestion/load control as part of the response to trigger requests.
Editor’s Note: Additional messaging between the MTC Server and the MTC-IWF are FFS and are dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
an HSS resolution mechanism for use when multiple and separately addressable HSSs have been deployed by the network operator (see e.g. the SLF / Diameter Proxy agent specified in clause 5.8 TS 23.228 [10]);
-
interrogation of the appropriate HSS, when needed for device triggering, to:

-
map E.164 MSISDN or external identifier to IMSI of the associated UE;
-
retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC address);
Editor’s Note: The final set of subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and is dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
selection of the most efficient and effective device trigger delivery mechanism and shielding this detail from MTC Server based on;

-
current UE serving node information from HSS/HLR (e.g. serving MME/SGSN/MSC address);
- 
the device trigger delivery mechanisms supported by the UE;

Editor’s Note: How the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE if FFS.

-
the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN;

-
any MNO device trigger delivery policies; and/or

-
any information received from the MTC Server.

-
perform protocol translation, if necessary, and forwarding towards the relevant network entity (i.e. serving SGSN/MME/MSC or SMS-SC inside HPLMN domain) of a device trigger request to match the selected trigger delivery mechanism;

-
generation of device trigger CDRs and forwarding to CDF/CGF over instance of Rf/Ga; 

-
may support secure communications between the 3GPP network and the MTC server;
Editor’s Note: Solutions for the security related functionality described in the three bullets above are in the scope of SA WG3.

The characteristics of the MTC-IWF include the following:

-
multiple MTC-IWFs can be used with a HPLMN;

-
system shall be robust to single MTC-IWF failure;

Editor’s Note: Additional MTC functionality in the MTC-IWF is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.3
HSS

HSS specific functionality to support the Indirect and Hybrid models of MTC.

Functionality for triggering includes the following:

-
termination of the S6m reference point where MTC-IWFs connect to the HLR/HSS;

-
stores and provides to MTC-IWF the mapping/lookup of E.164 MSISDN or external identifier(s) to IMSI and subscription information used by MTC-IWF for device triggering (e.g. serving MME/SGSN/MSC address);

-
mapping of E.164 MSISDN or external identifiers to IMSI of the associated UE;
-
serving node information for the UE (i.e. serving SGSN/MME/MSC address).
Editor’s Note: The subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and dependent on the final conclusions reached for SIMTC.

Editor’s Note: Additional MTC functionality in the HLR/HSS is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.4
GGSN/PGW

GGSN and PGW specific functionality to support the Indirect and Hybrid models of MTC:

Editor’s Note: Specific MTC functionality for the GGSN/PGW is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.5
SGSN/MME/MSC

SGSN and MME specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· SGSN terminates the T5a reference point;

· MME terminates the T5b reference point;

· MSC terminates the T5c reference point;

· receives device trigger from MTC-IWF;

· encapsulates device trigger information in NAS message sent to the UE used for MTC;

· receives device trigger acknowledgement from the triggering UE;

· reports device trigger delivery success/failure status to MTC-IWF; and

· may provide SGSN/MME congestion/load information to MTC-IWF.
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: Additional MTC functionality for the SGSN/MME/MSC is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.6
SMS-SC

SMS-SC specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· terminates the T4 reference point where MTC-IWFs connect to the SMS-SC; 
· supports PS-only MT-SMS that can be delivered with IMSI in lieu of E.164 MSISDN; and
· assigns appropriate port address number for MTC device triggering. 
* * * Second Change * * * *
5.2.y
Device trigger delivery using T4
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Figure 5.2.y-1: T4 device trigger delivery Flow

1.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF formats a Trigger-Message (Application-PDU) as a SMS MT and sends the Submit SMS (External Identifier, IMSI, MTC Server ID, Trigger Reference Number; Trigger-Message, information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed) message to the SMS-SC.

2.
The SMS-SC sends a Submit Confirm message to the MTC Server to confirm that the Device Trigger Request has been stored in the SMS-SC. 

3.
The MTC-IWF sends a MTC Trigger Submit Confirm message to MTC Server to confirm that the Device Trigger Request has been accepted for delivery to the UE. 

4.
The SMS-SC generates a CDR.

Editorial Notes: Details of this step is FFS. 

5, 6, 7.
The SMS is delivered to the UE (see MT SMS procedures specified in TS 23.040[XX]). SMS-SC assigns port address number so that UE can discriminate MT-SMS for MTC device triggering. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC and the other CN nodes generate the necessary CDR information including the MTC Server ID (only in SMS-SC). 


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 1.

8.
If a delivery report was requested the SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the MTC Server ID that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.

* * * End of Change * * * *
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