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Abstract of the contribution: This contribution provides a number of proposals for normative text of device triggering flow in TS 23.682. 
Discussion

Based on the informative Annex A in TS 23.682 and baseline flow proposed by Intel, a number of corrections are proposed for triggering flow over Tsp:

1. About authorization: During authorization procedure, it is proposed that the authorization also includes the triggering application that the target UE subscribed. 
· Step 3: MTC-IWF authorizes the submission rate of the MTC Server based on MTC server ID.
· It is further clarified that the MTC-IWF sends a failure Delivery Report (Cause) to the MTC Server if authorization fails. If cause indicates load control, the MTC-IWF may indicate optional IEs to MTC server for load control.
· Step 6:  The HSS authorizes the application subscription of the target UE based on External ID.
· It is not clear if the HSS can use external ID to achieve subscribed application authorization or application identifier is needed. In this case, the info of application identifier is needed. An editor’s note is added.
Editor’s note: it is FFS if External ID is sufficient for authorization of subscribed application for the UE or application identifier is needed for such purpose.
2. Reachability Notification: clarify the case that none of serving CN node returns from the HSS with reachable UE status. The case is clarified in Step 7a.
3. APN: It may be required that a triggering UE to establish a PDP context/PDN connection associated to a specific APN. The UE may obtain the APN info in the following ways:
a. The trigger request contains the APN info.: add editor’s note at step 6 as follows:

Editor’s note: it is FFS if the APN information is required to return to the MTC-IWF by the HSS storing APN information for each subscribed application of the UE or the MTC-IWF needs to drive APN information from External ID.
b. The target UE obtains the APN info by Preconfiguration of a mapping table between an application identifier and APN info.: add editor’s note at step 9 as follows:

Editor Note: It is FFS how the UE establishes a PDN connection associated to a specific APN if APN is not incorporated in the Trigger-Message. One possible way for the UE is to obtain the APN by preconfiguration of a mapping table between an application identifier and associated APN. 
4. Clarify the definition of validity period and single delivery attempt flag
· Validity period: this period is provided by the MTC server and indicates the time period for which the trigger message is regarded as valid.

It has been discussed that the UE may need to confirm the completion of triggering task via user-plane. With this, it is found that validity period may be useful as a reference time for completion of triggering task. Without reference time, it is not clear how long the UE should regard the trigger as valid. Thus it is proposed to deliver validity time to the UE.

· Single delivery attempt flag: this flag is indicated by the MTC-IWF. If not set, the serving CN node sets message-waiting-flag for fallback T4 delivery.

5. Some minor corrections are made.
Proposal

It is proposed to agree to do the following changes for TS 23.682.
* * * First Change * * * *
5.2.1
Triggering procedure over Tsp
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Figure 5.2.1-1: Device Trigger Procedure
1.
The MTC Server needs to trigger the device. If the MTC Server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a MTC Device Trigger Request (External Identifier, Trigger Reference Number, validity period, priority, MTC Server ID, and Application-PDU) to the MTC-IWF.
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC Server is authorised to submit trigger requests and that the MTC Server has not exceeded its quota or rate of trigger submission. The MTC-IWF sends Delivery Report (Cause) to the MTC Server if authorization fails. If cause indicates load control, the MTC-IWF may indicate optional IEs to MTC server for load control as indicated in clause 4.5.x.2.
4.
If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the MAP and/or T5 address(es) of the UE’s serving CN node(s), the MTC-IWF sends a [modified from Rel 10] Send Routing Information (External ID, MTC Server ID) message to the HSS, also to retrieve the MAP and/or T5 address(es) of the UE’s serving CN node(s). 
5.
The HSS checks that this MTC Server is permitted to send Trigger Requests to this UE and the UE is authorized for triggering the subscribed application based on the External ID. 
Editor’s note: it is FFS if there are alternative solutions for this authorisation.
Editor’s note: it is FFS if External ID is sufficient for authorization of subscribed application or application identifier is needed for such purpose.
6.
The HSS returns the authorization results, Routing Information (MSC address and/or SGSN address and/or MME address for MAP and/or T5) and IMSI. HSS policy (possibly dependent on the VPLMN ID) may influence which address(es) are returned. The MTC-IWF sends Delivery Report (Cause) to the MTC Server if authorization fails.
Editor’s note: it is FFS if the APN information is required to return to the MTC-IWF by the HSS storing APN information for each subscribed application of the UE or the MTC-IWF needs to drive APN information from External ID.
7a. The MTC-IWF selects trigger delivery procedure based on the information received from HSS, trigger information (e.g. Validity Time, Trigger Message Priority) received from the MTC server and local policy. If T5 delivery procedure is selected, MTC-IWF attempts T5 trigger delivery procedure as step A per clause 5.2.x. Upon successful completion of T5 delivery procedure, MTC Trigger Delivery Report is sent to MTC Server as per step 8 and step 8 onwards procedure is executed. If T4 delivery is selected, MTC-IWF attempts T4 trigger delivery procedure as step B per clause 5.2.y. If none of registered serving CN node with reachable UE status is returned from the HSS in Step 6, if validity period permits the MTC-IWF may indicate the HSS to set UE reachability flag by IMSI for T5 trigger delivery attempt or fallback to SMS-SC which indicates message-waiting-flag at HSS for T4 trigger delivery attempt.
7b. If T5 delivery is unsuccessful and Validity Time permits, MTC-IWF may attempts T5 trigger delivery procedure via another serving CN node or fallback to attempt T4 trigger delivery procedure as step B per clause 5.2.y.

8.
When receiving MTC Trigger Delivery Report (Cause, Trigger Reference Number) from the UE, the MTC-IWF sends the MTC Trigger Delivery Report to the MTC Server with cause indicating whether the trigger was delivery succeeded or failed. The MTC Server records the success. The MTC-IWF may also cache, which of the CN nodes performed the last successful trigger message delivery.
9.   In response to a received Device Trigger, an application, sensor or local-network-device typically sends some application level information for confirmation of triggering task completion. If not yet established it may initiate UE IP communications with the MTC Server or an MTC Application Server or reply using a messaging service. If a new PDP/PDN connection is established in response to the received trigger, the GGSN/P-GW causes the HPLMN’s mapping tables of External Identifier and IMSI to IP address(es) to be updated.

Editor’s note: the details of this mapping of External Identifier and IMSI to IP address(es) step need to be worked out, e.g. how does the PGW/GGSN obtain the address of the MTC-IWF.

Editor Note: It is FFS how the UE establishes a PDN connection associated to a specific APN if APN is not incorporated in the Trigger-Message. One possible way for the UE is to obtain the APN by preconfiguration of a mapping table between an application identifier and associated APN. 

5.2.x
Trigger Delivery using T5
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Figure 5.2.x-1: T5 Trigger Delivery Flow

1.
The MTC-IWF formats a Trigger-Message with the trigger information (e.g. application information container: Application-PDU) and sends a Submit Trigger (IMSI, Trigger-Message, Trigger Message Priority, validity period, Single delivery attempt flag, Trigger Reference Number, Application-PDU, APN (FFS), etc.) message to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Single delivery attempt flag indicates whether only a single delivery attempt is requested.
2.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails. The serving CN node formats a Trigger Service Container which incorporates Trigger-Message, Validity Period, Trigger Reference Number for delivery via NAS message. 


2a, 2b. To invoke the UE to receive the Trigger Service Container, the serving CN node pages the UE if it is in ECM-IDLE state and sets up the RRC and S1 connections when the UE responds. Alternatively, the delivery of Trigger Service Container may be upon the next NAS signalling exchange with the UE if Validity Period permits. 
2c. After getting response NAS message from the UE, the serving CN node sends NAS message (Trigger Service Container) to the UE. 

2d. Upon successful reception of the Trigger Service Container, the UE acknowledges the serving CN node for the confirmation using NAS Response (Cause, Trigger Reference Number) message with a success cause value to the serving CN node. The UE resolves the Trigger Service Container. If Validity Period indicates that it is a valid trigger the UE then delivers the Trigger-Message to the trigger dispatch function which relays the Trigger-Message to the target triggering application by resolving the application identifier from Application-PDU. Details please refer to Model A in clause xxx.
3.
The serving CN node sends a Delivery Report (cause) to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and Single delivery attempt flag is not set the serving CN node sets the message waiting flag. 
5.2.y
Trigger Delivery using T4
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Figure 5.2.y-1: T4 Trigger Delivery Flow

1.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF formats a Trigger-Message (Application-PDU) as a SMS MT and submits the Device Trigger Request (External Identifier, IMSI, MTC Server ID, Trigger Reference Number; Trigger-Message, information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed, APN (FFS)) to the SMS-SC.

2.
The SMS-SC sends a Submit Confirm message to the MTC-IWF to confirm that the Device Trigger Request has been stored in the SMS-SC. 

3.
The MTC-IWF sends a MTC Trigger Submit Confirm message to MTC Server to confirm that the Device Trigger Request has been accepted for delivery to the UE. 

4, 5, 6, 7.
The SMS is delivered to the UE (see MT SMS procedures specified in TS 23.040[XX]). This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC and the other CN nodes generate the necessary CDR information including the MTC Server ID (only in SMS-SC). 


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 1.

8.
If a delivery report was requested the SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the MTC Server ID that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.
* * * End of Changes * * * *
3GPP

SA WG2 TD


_1389120452.vsd

_1389427512.vsd

_1389117542.vsd

_1389118642.vsd

