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Abstract of the contribution: This contribution proposes to add a new normative clause of network management functions for supporting MTC-IWF control of trigger load over Tsp and MME/SGSN/MSC control of trigger load over T5a/T5b/T5c.

Discussion

Based on the conclusion captured in TR23.888:

a) The MTC-IWF shall support load control functionality to indicate MTC server over MTCsp interface to limit the load generated on it.
b) The MME/SGSN/MSC and MTC-IWF shall support overload control functionality to allow the MME/SGSN/MSC to indicate in the rejection or acknowledgement to the MTC-IWF over T5a/T5b/T5c interface to limit the load generated on it.
The normative text is proposed by referring to clause 6.59. Further, the following pending issues (yellow marks at changes) have impacts on this normative text proposal which may need further work on revision.

1. It is FFS if the application identifier is transparent to the network entities, i.e. being encapsulated in the application information container of the trigger request. In such a case, the application identifier cannot be applied for trigger suppression.

2. It is FFS if APN information is known to the MTC-IWF. If APN information is provided in trigger suppression indication, the MTC-IWF activates "APN based overload control".
3. It is FFS if APN information is provided along with the trigger message over T5. If yes, the MME/SGSN/MSC can apply APN based congestion control on trigger messages forwarded from MTC-IWF.
Proposal

Following the conclusion in TR 23.888, this P-CR proposes to agree on the following changes to TS.682.
* * * First Change * * * *
4.5.x
Network Management Function

4.5.x.1
General

Network management functions provide mechanisms to support O&M functions related to the device triggering via 3GPP System.
* * * Second Change * * * *
4.5.x.2
MTC-IWF Control of Trigger Load over Tsp
The MTC-IWF shall support load control functionality to indicate MTC server over MTCsp interface for handling the trigger load generated on it.
To suppress trigger loads sending from the MTC servers, the MTC-IWF can invoke Tsp Interface Load Control to one or more MTC servers with which the MTC-IWF has Tsp interface connections. The MTC-IWF may detect the trigger load associated with a particular MTC server. The MTC-IWF performs the Tsp interface load control based on criteria such as:
· The submission rate of triggers from a specific MTC server;
· The aggregate submission rates from all MTC servers;
· The maximum number of processing trigger requests from a specific MTC server or all MTC servers;

· The successful delivery rate of triggers to a serving network node over T5;

· One or multiple MME/SGSN/MSC indicate the enabling of overload restriction to the MTC-IWF, as indicated in clause 4.5.x.3;

· Setting in network management.
The MTC-IWF supports the functions for load control over Tsp interface in the following manners:

· The MTC-IWF authorizes the MTC server with the subscripted/granted trigger submission rate.
· The MTC-IWF indicates the MTC server over Tsp interface to adjust submission rate of triggers by sending a failure response to a trigger request from the MTC server with optional IEs indicating load-controlled factor, load-controlled delay, load-controlled subcategories, e.g. an application identifier, a specific priority type, a specific TCP/UDP port of the MTC server, etc.
· The MTC-IWF and MTC servers should not suppress trigger requests for high priority services due to load control.
The MTC server follows the trigger submission policies of the MTC subscription and/or uses the information received from the MTC-IWF to control trigger load generated on the MTC-IWF.
* * * Third Change * * * *
4.5.x.3
MME/SGSN/MSC Control of Trigger Load over T5a/T5b/T5c
The MME/SGSN/MSC shall support overload control functionality to indicate MTC-IWF over T5a/T5b/T5c interface to limit the trigger load generated on it. 
To reflect the amount of trigger load that the MME/SGSN/MSC wishes to reduce, the MME/SGSN/MSC can sent an trigger suppression indication over T5a/T5b/T5c interface (e.g., a failure response to a trigger submission from the MTC-IWF) with optional IEs indicating suppression factor, suppression delay, and suppressing subcategories, e.g. a specific application identifier, a specific priority type, a specific APN, etc.
NOTE 1: It is FFS if the application identifier is applicable if it is transparent to the network entities, i.e. being encapsulated in the application information container of the trigger request.
NOTE 2: If APN information is provided in trigger suppression indication, the MTC-IWF activates "APN based overload control" which requires that the APN information of the trigger request is known to the MTC-IWF.
Further, under unusual circumstances, to prevent the network congestion on the MME/SGSN/MSC from being exacerbated by triggering UEs that respond to triggers, as long as the particular congestion situation remains the MME/SGSN/MSC needs to ensure that no UEs are triggered in the following occasions:
· If the MME/SGSN/MSC performs General NAS level Mobility Management Congestion Control, in 3GPP TS 23.401/23.060, the MME/SGSN/MSC indicates the MTC-IWF to activate "T5 interface Overload Control" with provided trigger suppression indications on it.
· If the MME/SGSN/MSC performs APN based Session Management Congestion Control, in 3GPP TS 23.401/TS 23.060, the MME/SGSN/MSC indicates the MTC-IWF to activate "APN based Overload Control" with provided trigger suppression indications on it.
NOTE 3: If APN information is provided by the trigger message over T5, the MME/SGSN/MSC can apply APN based Congestion Control on trigger messages forwarded from MTC-IWF.
The MTC-IWF receiving trigger suppression indications over T5a/T5b/T5c interface determines if performing load control over Tsp interface on one or more MTC servers as in subclause 4.5.x.2, and performs trigger suppression as indicated by the MME/SGSN/MSC to stop delivering indicated triggers to the congested network node, reject indicated triggers with appropriate cause code to the MTC servers.

The MME/SGSN/MSC and MTC-IWF should not suppress delivery of triggers for high priority services due to overload control.
When the MME/SGSN/MSC is recovering from overload situation or network congestion, it can send a new trigger suppression indication to the MTC-IWF for stopping T5 interface/APN based overload control associated with that MME/SGSN/MME, or permitting more indicated triggers to be carried over associated T5 interface. The MTC-IWF uses the latest trigger suppression indication for activation/deactivation of associated T5 interface/APN based overload control or resumes handling triggers towards the MME/SGSN/MSC if provided suppression duration is expired.
* * * End of changes * * * *
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