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Abstract of the contribution: This paper provides the assessment for Key Issue 3 about how to carry MSISDN-less UE's SIP URI in SMS payload.
Proposal
Add the following changes to TR 23.863.

The begin of the 1st change
6.3
Key Issue 3: MSISDN-less UE's SIP URI in SMS payload

6.3.1
Description

Many Alternatives in this TR requires the MSISDN-less UE's SIP URI to be carried in the SMS payload. The drawback of such approach is that the payload size of 160 characters (7 bit/ea) is reduced by length of the SIP-URI plus possibly some overhead bytes.

For concatenated SMS, the pointers used within the SMS payload will have to be reconstructed if IP-SM-GW inserts the SIP URI to the SMS payload.

Charging is also impacted if the insertion of SIP URI is requirement additional SMS to be sent due to exceeding the payload size of 160, when charges to the user is based per SMS.

6.3.2
Solution
6.3.2.1
General

Because there is a requirement not to impact the SMS service defined in TS 23.040 [2], it is not expected a solution with protocol changes would meet this requirement.

If those alternatives that require MSISDN-less UE's SIP URI in SMS payload are selected, Stage 3 will have to determine how to encode the SIP-URI within the SMS payload.

6.3.2.2
Alternative 1: Included by IMS UE

When an SMS over IP is initiated to an IMS server or a remote UE, the MSISDN-less IMS UE includes its own MSISDN-less IMS UE SIP URI in SMS user data body, as depicted in 5.1.2.1 and 5.2.1. As the IMS UE is not trusted, IP-SM-GW in path must extract SMS user data (TP-User-Data), then checks the IMS UE address included by UE by comparing it with the SIP URI carried in P-Served-User header or P-Asserted- Identity header. If not correct, IP-SM-GW replaces the IMS UE address in SMS user data body with SIP URI carried in P-Served-User header or P-Asserted- Identity header. For single SMS, the replacement of SIP-URI may result in payload size exceeding, so the IP-SM-GW should be able to reconstruct SMS using concatenated SMS or additional SMS. For concatenated SMS, the replacement may result in the variation of SMS length, so the IP-SM-GW should be able to reconstruct the pointers within the SMS payload.
NOTE 1:
Here assumes that stage 3 is going to use the variable length approach to encode the SIP-URI within the SMS payload. 
Pro

-
UE can select the preferred identity if there are more SIP URIs assigned.
Con

-
IP-SM-GW should extract TP-User-Data to check the validity of the SIP URI included by UE. 
-
IP-SM-GW should be able to reconstruct SMS when the replacement of SIP URI results in payload size exceeding in single SMS or pointer deviating in concatenated SMS.
6.3.2.3
Alternative 2: Inserted by IP-SM-GW

When an SMS over IP is initiated to an IMS server or a remote UE, the MSISDN-less IMS UE does not include any IMS UE address in SMS user data body. Upon receiving such a message, IP-SM-GW in path must insert MSISDN-less IMS UE SIP URI in SMS user data. The inserted SIP URI is obtained from P-Served-User header or P-Asserted- Identity header. For single SMS, the insert of SIP-URI may result in payload size exceeding, so the IP-SM-GW should be able to reconstruct SMS using concatenated SMS or additional SMS. For concatenated SMS, the IP-SM-GW has to reconstruct the pointers within the SMS payload.
Pro

-
Simple to UE. UE need not include IMS UE SIP URI into SMS user data.

Con

-
UE cannot select the preferred identity if there are more SIP URIs assigned, or uses P- Prefered- Identity to indicate its preference.
-
IP-SM-GW should be able to reconstruct SMS when the payload size exceeds after inserting SIP URI to single SMS or a concatenated SMS is received.
6.3.2.4
Alternative 3: Retrieved by IMS Server

If an SMSIP originated by an MSISDN-less IMS UE is delivered to an IMS Server directly from S-CSCF, IMS Server can retrieve the originator's SIP URI from P-Served-User header or P-Asserted- Identity header. In this case, it does not require the IMS UE or IP-SM-GW include IMS UE address in the message.

Pro

-
No requirement to UE and IP-SM-GW to include the MSISDN-less IMS UE SIP URI.

Con

-
Only applies the scenario that the message is delivered to IMS server directly from S-CSCF.

6.2.3
Assessment
Alternative 3 is not recommended because it can only applied the scenario that the message is delivered to IMS server directly from S-CSCF. Table 6.2.3-1 only summarizes the requirements to MSISDN-less UE and IP-SM-GW of Alternative1 vs. Alternative 2

Table 6.2.3-1: Requirements of Alternative1 vs. Alternative 2
	Essential nodes and requirements▼
	Alternative 1: Included by IMS UE
	Alternative 2: Inserted by IP-SM-GW

	MSISDN-less UE
	It selects the preferred identity and inserts into payload.
	Need not any handling of its own SIP URI.

	IP-SM-GW
	It checks the validity of SIP URI inserted by UE, and replaces the SIP URI if invalid.

It should be able to reconstruct the SMS in some cases. 
	It selects the default SIP  URI and inserts into payload.

It should be able to reconstruct the SMS in some cases.


Alternative 1 has some requirements to MSISDN-less UE comparing Alternative 2. Both Alternative 1 and Alternative 2 have similar requirements to IP-SM-GW.
In addition, the above two alternatives can coexist. IP-SM-GW checks whether the SIP URI included in the received SMS payload. If the SIP has been inserted by MSISDN-less UE, IP-SM-GW performs Alternative 1, or else performs Alternative 2.
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