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Abstract of the contribution: This contribution proposes a Device Trigger flow that has been split into a Base flow and separate T4 flows. 
Proposal
This contribution proposes a normative Base flow and T4 flow in TS 23.682 using the baseline triggering flow sent out by the rapporteur January 27, 2012,.

Due to the still many outstanding issues related to the T5 delivery and the preference to have a common design with small data and MTC monitoring of the T5 interface and potentially a new NAS, it is proposed to leave the T5 delivery part out of the normative standard in Rel-11 (see S2-120612). Only the base flow and the T4 flows are proposed to be added to the normative part of TS 23.682. 
Note: that T4 is assumed to be able to make use of other SMS optimization being worked on as part of PS only key issue.

First Change

5.2  
Triggering procedure 

5.2.1
Triggering procedure over Tsp
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Figure 5.2.1-1: Device Trigger Procedure
1.
The MTC Server needs to trigger the device. If the MTC Server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, Trigger Reference Number, validity period, priority, MTC Server ID, IP address or URL to be contacted by the UE, and optional Application-PDU) to the MTC-IWF.

NOTE: The IP address or URL to be contacted by the UE can be part of the Application-PDU and/or an explicit IE on the Tsp protocol.

3.
The MTC-IWF checks that the MTC Server is authorised to submit trigger requests. If the MTC-IWF uses quota and rate control, it checks that the MTC Server has not exceeded its quota or rate of trigger submission. 

4.
The MTC-IWF sends a SRI for SM (External ID, MTC Server ID) message to the HSS, also to retrieve the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also cache, which of the CN nodes performed the last successful trigger message delivery 

5.


6.
The HSS returns the IMSI, the Routing Information (MSC address and/or SGSN address and/or MME address). HSS policy (possibly dependent on the VPLMN ID) may influence which address(es) are returned. The HSS may return an error code instead of information if triggering is not subscribed to for this UE, or if the MTC Server is not authorized to trigger this UE, or due to other HSS policies.
7a. The MTC-IWF selects trigger delivery procedure based on the information received from HSS and local policy. 

NOTE: In this release of the specification, the T5 delivery is not supported.
7b. If T5 delivery is unsuccessful or not supported by the serving node(s) or if T4 delivery is selected during step 7a, the MTC-IWF attempts T4 trigger delivery procedure as per subclause 5.2.y.

8.
The MTC-IWF sends the Device Trigger Report( External Identifier, trigger reference number, cause code ) to the MTC Server with cause indicating whether the device trigger delivery succeeded or failed and the reason for a failure. The MTC-IWF generates the necessary CDR information including the MTC Server identity.
9.
In response to a received Device Trigger, the UE shall establish a PDP/PDN connection if needed and initiate a communication request to the IP address or URL that was provided in the Device Trigger Request in step 2 (this may depend on the content of the Application-PDU if present).












5.2.y
Trigger Delivery using T4
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Figure 5.2.y-1: T4 Trigger Delivery Flow

1.
The MTC-IWF selects a suitable SMS-SC based on configured information. The MTC-IWF formats a Trigger-Message (Application-PDU) and sends a Submit SMS (External Identifier, IMSI, MTC Server ID, Trigger Reference Number, Trigger-Message, MTC Server ID, visited node address(es), list of visited nodes to which T5 procedures have failed ) message to the SMS-SC. The SMS-SC should avoid an additional HSS interrogation (SRI for SM) and receives necessary parameters in the Submit SMS message from the MTC-IWF.
2.
The SMS-SC sends a Submit Confirm message to the MTC-IWF to confirm that the SMS with the Device Trigger Request has been received. 

3.
The MTC-IWF sends a Device Trigger Submit Confirm message to MTC Server to confirm that the Device Trigger Request has been accepted for delivery to the UE. 

4, 5, 6, 7.
The SMS is delivered to the UE (see MT SMS procedures specified in TS 23.040[XX]). This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC may omit generation of CDR information for triggers received over the T4 interface since the MTC-IWF may have already generated CDR information 


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 1.

8.
If a delivery report was requested the SMS-SC sends the Message Delivery Report (cause code, trigger reference number, MTC Server ID) to the MTC-IWF. 
End of Changes
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