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Abstract of the contribution: This contribution proposes the normative text for device triggering procedures based on the TS 23.682 informative Annex A. 
Revisions of the original contribution (S2-120558) attempt to merge all the agreed upon content for the Device Triggering procedure over Tsp overview flow from 0558(Sierra Wireless), 0611(Ericsson), 0754 (RIM), 0710 (Huawei), 0670? (ITRI), 0769? (CATT), 0604 (CATT), 0790? (Samsung).  The content of the Device trigger delivery using T5 and T4 are merged into other contributions.

Discussion

Based on discussions during the MTC conference call on Jan 26, 2012 a baseline contribution was shared that proposes normative text for device trigger flow based on the informative Annex A.  This baseline contribution proposes to illustrate the overall flow for the triggering procedure over Tsp with boxes that reference separate clauses that specify the T4 and T5 trigger delivery procedures.

In addition to the changes in the baseline proposal, this contribution proposes additional changes to the overall trigger procedure over Tsp.














Proposal

It is proposed to agree to do the following changes for TS 23.682.
* * * First Change * * * *
5.2  
Device triggering procedures
5.2.1
Device triggering procedure over Tsp
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Figure 5.2.1-1: Device triggering procedure over Tsp

1.
The SCS determines the need to trigger the device. If the SCS has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the External Identifier of the UE to be triggered.
2.
The SCS sends the Device Trigger Request (External Identifier or MSISDN, SCS Identifier, Trigger Reference Number, validity period, priority and trigger payload) message to the MTC-IWF. The SCS includes a trigger payload that contains the information destined for the MTC application, along with the information to route it to the MTC application.
3.
The MTC-IWF checks that the SCS is authorised to send trigger requests and that the SCS has not exceeded its quota or rate of trigger submission over Tsp. If this check fails the MTC-IWF sends a Device Trigger Confirm message with a cause value indicating the reason for the failure condition and the flow stops at this step.  Otherwise, the flow continues with step 4.

4.
The MTC-IWF sends a Subscriber Information Request (External Identifier or MSISDN and SCS Identifier) message to the HSS to determine if SCS is authorized to trigger the UE, to resolve the External Identifier or MSISDN to IMSI and retrieve the identities of the UE’s serving CN node(s).

NOTE 1:
The MTC-IWF may cache authorization and routing information for the UE.  However, this may increase the probability of trigger delivery attempt failures when the cached serving node information is stale.
5.
The HSS sends the Subscriber Information Response (IMSI and serving node(s) identities) message. HSS policy (possibly dependent on the VPLMN ID) may influence which serving node identities are returned. If the cause value indicates the SCS is not allowed to send a trigger message to this UE or valid subscription information was not returned by the HSS, the MTC-IWF sends a Device Trigger Confirm message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise this flow continues with step 6a.
6a. The MTC-IWF selects trigger delivery procedure based on the information received from HSS and local policy. If T5 delivery procedure is selected, MTC-IWF attempts T5 trigger delivery procedure as per clause 5.2.x. 

NOTE 2:
The T5 delivery is not supported in this version of the specification.
6b. If T5 delivery is unsuccessful or not supported by the serving nodes(s) or by the UE or if T4 delivery is selected during step 7a, the MTC-IWF attempts T4 trigger delivery procedure as per clause 5.2.y. Otherwise, this flow continues with step 7.
7.
The MTC-IWF sends the Device Trigger Report (External Identifier or MSISDN and trigger reference number) message to the SCS with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure. The MTC-IWF generates the necessary CDR information including the External Identifier or MSISDN and SCS Identifier.

8. 
In response to the received device trigger, the UE takes some action that takes into consideration the content of the trigger payload. This response typically involves initiation of immediate or later communication with the SCS or an AS.
* * * Next change * * * *





























































* * * End of Changes * * * *
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16. MTC Trigger Delivery Report
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8. T5 trigger delivery procedure


MTC 
Application
Server



Operator Network


UE


MTC-SCS


Operator
Boundary


Hybrid Model 
(MTC Mobile Network Operator controlled)


MTC 
Application
Server


UE


MTC-SCS


Operator
Network


Hybrid Model 
(MTC Service Provider controlled)



_1384170293.doc


23. MTC Trigger Delivery Report
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9. PDP/PDN connection activation and update of External ID and IMSI to IP address mapping
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