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Abstract of the contribution:

This contribution defines the PCC rules over Gxd for BBF access.
Proposal

Include the text below in TR 23.839.
******** 1st change ********

7.2.1
Requirements and assumptions

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.

General architectural assumptions:

-
There is a direct interface between PCRF and BNG.

-
The BNG is the policy enforcement point for QoS in the fixed access.

NOTE 1: 
How the BNG performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
More than one access session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG). 

-
A device connected to the R.G (e.g. VoIP phones) may also initiate an IP session

-
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.

Architectural assumptions for “Default QoS parameters BBF”:

-
Default QoS applies per fixed access session.
-
Default QoS includes the QCI and ARP per TS 23.203 and BBF requirements. 

Editor's Note: Whether additional parameters (e.g. Maximum Bit Rate UL/DL and Flow Filters) are included in Default QoS is FFS.

-
The BNG shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.




7.2.1.2
QoS Support at the Service Data Flow Level

It shall be possible to apply QoS control on a per service data flow basis in the BNG PCEF per TS 23.203 requirements
7.2.1.3
Event-Trigger Provisioning and Detection

The BNG PCEF shall be able to detect event triggers provisioned by the PCRF.

Upon detection of an event the BNG PCEF shall request policy rules re-authorisation from the PCRF.
Editor’s note:  The list of applicable even triggers from TS 23.203 plus additional BBF specific event-triggers is FFS






******** end of 1st change ********

******** 2nd change ********

7.3
Convergent Policy and QoS
7.3.x
Policy and charging control rule
For convergent purpose the definition of PCC rules in clause 6.3 of TS 23.203 are applicable with the modification describe in this clause.
NOTE 1:
The procedure for provisioning predefined PCC rules is out of scope for this TS.

Table 7.3.x   lists the information contained in a PCC rule applicable to convergent scenario on Gxd reference point. The definition of information contained in PCC rules in clause 6.3 of TS 23.203 shall apply to convergent scenario.. 
Editor’s Note: Whether the charging related parameters including those for Sponsored data connectivity and Usage Monitoring Control are included, it is FFS.
Editor’s note:  Whether information elements can be deleted and/or added to the QoS rules for BBF access, it is  FFS.
Table 7.3.x: The PCC rule information

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the BNG
	Applicable for (H(e)NB, WLAN, fixed BBF ,All

	Rule identifier
	See table 6.3 TS 23.203
	Mandatory
	no
	All

	Service data flow detection
	This clause defines the method for detecting packets belonging to a service data flow.
	
	
	All

	Precedence
	See table 6.3 TS 23.203.
	Mandatory
	yes
	All

	Service data flow template
	See table 6.3 TS 23.203
	Mandatory
	yes
	All

	Policy control
	This clause defines how the BNG  shall apply policy control for the service data flow.
	
	
	All

	Gate status
	See table 6.3 TS 23.203 
	
	Yes
	Fixed BBF Device, NSWO

	QoS class identifier 
	See table 6.3 TS 23.203 
	Mandatory

	Yes
	All

	UL-maximum bitrate
	See table 6.3 TS 23.203 
	Conditional
(NOTE 1)


	Yes
	All

	DL-maximum bitrate
	See table 6.3 TS 23.203 
	Conditional
(NOTE 1)


	Yes
	All

	UL-guaranteed bitrate
	See table 6.3 TS 23.203 
	
	Yes
	All

	DL-guaranteed bitrate
	See table 6.3 TS 23.203 
	
	Yes
	All

	ARP
	See table 6.3 TS 23.203 
	Conditional
(NOTE 2)
	Yes
	All

	NOTE 1:
Mandatory when policy control on SDF level applies 

NOTE 2:
Applicable per BBF WT-134  requirements
	
	
	
	


7.3.y.
Gating

The Gate Function enables or disables the forwarding of service data flow packets. A gate is described within a policy rule. The rule shall describe if the possible uplink and possible downlink gate is opened or closed.

Opening or closing the gate shall lead to the enabling or disabling of the passage for corresponding IP packets. If the gate is closed all packets of the related IP flows shall be dropped. If the gate is opened the packets of the related IP flows are allowed to be forwarded.
The gate function is applicable for fixed BBF device and NSWLAN offload service data flows.
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