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Abstract of the contribution: This paper proposes to trigger devices using T5 interface.
1. Discussion

It is proposed to add a T5 trigger flow in the informative annex A.2 of TS 23.682.







(1) 

2. Proposal
It is proposed to agree the following changes to 3GPP TS 23.682.

* * * First Change * * * *
A.2
Triggering with T5
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Figure 5.2.x-1: T5 Trigger Delivery Flow

1.
The MTC-IWF uses the UE capabilities, serving CN node(s) capabilities retrieved from the HSS to select a suitable serving CN node capable of triggering in a generic format. The MTC-IWF sends a Submit Request (IMSI, message priority, MTC-IWF ID, reference number, single delivery attempt flag (optional), validity time (optional), Request type (trigger application), application PDU, list of serving CN nodes) to the serving CN node. If there is more than one serving CN node, the MTC-IWF should send the message to the serving CN node where the UE is currently camping with highest probability e.g. based on information received from HSS or cached information from earlier trigger attempts.

2.
In case the UE is not camping on the serving CN node that has received the Submit Request message, either known through a paging as of step 3 or by other means, the CN node uses the list of CN nodes parameter to determine where to forward the request. Forwarding should only be done within the PLMN and not across PLMN.

3.
The serving CN node indicates the Request type (trigger application) in the container type, application PDU in a generic container, MTC-IWF ID, Reference number within the NAS message and delivers it to the UE. Serving CN node generates the necessary CDR information for charging. UE provides the contents of the generic container and the container type to the corresponding application.


Editor’s Note: It is FFS how a generic container can be used by other MTC features.

Editor’s Note: It is FFS whether SMS can be used for MTC features.

NOTE: If the UE is in idle mode, the serving CN node may page the UE prior to sending a NAS message for delivering the trigger.


The UE responds with the delivery status (cause), MTC-IWF ID, Reference number, Response type (trigger application) in the container type, and optionally, application PDU in a generic container.
4.
In case the Submit Request message was forwarded, the CN node performs step 5 (see below) but sends the Delivery Report message to the originating CN node.

5.
The serving CN node sends a Delivery Report (IMSI, cause, reference number, delivered by CN node, Response type (trigger application) in the container type, and if received, application PDU in a generic container) message to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE or if failed, the reason for the failure.

* * * End Change * * * *
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9. PDP/PDN connection activation and update of External ID and IMSI to IP address mapping
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