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Abstract of the contribution: This contribution proposes updates for the high level function “device triggering”, to describe the model of MTC device triggering delivery and communication setup.

Discussion
(Revision of S2-120651+S2-120786+S2-120753)
It was discussed in recent F2F/CC meeting which communication model for device triggering should be selected from the following:
Model (A): Trigger the MTC Application together with application info
A MTC Dispatch Function resides in the UE, to dispatch DT message carrying application information to MTC Application.
A device trigger is considered to deliver DT message to the MTC Application. Within the DT message certain application information is carried to request the MTC application to perform the corresponding action (e.g. switch on/off equipment, report data, etc.). It is the responsibility of the MTC Application to determine whether to setup communication with the MTC Server.
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Figure 1. Model A
Key idea this model A:

· The MTC Dispatch Function is bound with the MTC Application ID, so that the DT can be dispatched to a dedicated MTC Application.

· The DT with application info is delivered to MTC Application(s) residing in the UE.

· The MTC Application performs specific action indicated in the application container data (out of scope of 3GPP specifications).
· If needed, the MTC Application(s) establishes IP connection (i.e. requests PDN connection) and setup communication to the MTC Server, for indirect model, or MTC Application Server, for hybrid model, (e.g. performs registration and reports application data).

Model (B): Trigger the UE to establish IP connection to MTC Server
A MTC Router/Relay function resides in the UE, and serves the several MTC devices/applications either inside the UE or e.g. the separate sensors that may use the UE as gateway.
A device trigger is considered to trigger the MTC Router/Relay to establish the communication to the MTC Server. Detailed trigger info is considered as application data and carried in IP data downloaded from the MTC Server to the MTC device/application via the MTC Router/Relay, after the IP communication is established.
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Figure 2. Model B
Key idea of model B:

· The MTC Router/Relay is bound with the MTC device/application info (e.g. Application ID and/or External ID).

· The MTC Server is bound with the MTC device/application ID and the UE ID, UE IP, so that the MTC Server can construct an IP packet to the UE carrying application data to the MTC device/application which is identified by the e.g. External ID.
· The DT is delivered to MTC Router/Relay. Whether it will deliver DT to MTC device(s)/Application(s) is not sure.

· On receiving DT, the MTC Router/Relay requests PDN connection and setup communication to the MTC Server.

· A common communication channel between MTC Router/Relay and MTC Server is shared by several MTC devices/applications in the UE side.

· DT is used to trigger the IP connection to the MTC Server, and then MTC Server downloads application data to MTC application via MTC Router/Relay.
NOTE: This model B is similar to the MTC Gateway Device scenario discussed in SA1, i.e. a MTC Gateway Device is a special UE which acts as a MTC Router/Relay of the several individual MTC applications on sensors. But SA1 has not totally identified the requirement of MTC Gateway Device scenario, the only confirmed concept is the MTC GW UE is visible by network, while the behind MTC devices are not forced to be seen by the network.
Proposal of model selection:
Model A is a general mechanism which is similar to current SMS dispatch mechanism e.g. the one used in OMA WAP PUSH (SI: Service Indication). Model A gives the control to the MTC Application inside the UE. This model shows a clear boundary of each level for handling of device trigger.
The aim of model B is to trigger IP communication to the MTC Server and download application data from the MTC Server. Model B may not be suitable for those types of DT which just provide specific commands to the MTC device (e.g. switch on/off the equipment etc.) but without any need of establishing a subsequent IP connection. Model B may not satisfy those UEs which use other way than IP connection to communicate with the MTC Server. Also, a specific APN is needed for the MTC Router/Relay to establish appropriate PDN connection on behalf of the MTC application. When an IP packet arrives from the MTC server, the MTC Router/Relay needs to perform deep packet inspection up-to application layer in order to figure out the destination application as an application specific port number assignment is not available. As a result, the MTC Router/Relay cannot be application layer protocol agnostic.
On the other hand, if model B is aimed to meet the requirement of MTC Gateway Device scenario, a variant of model A is sufficient. That is, make the MTC Router/Relay to act as an MTC agent application, which dispatches the DT to the “main” MTC application and can aggregates messages to the MTC Server if needed. Effectively model B can become an implementation option of model A.
Hence, it is suggested only adopt only model A as the communication model for device triggering. 
Proposal

It is proposed to take the following actions:

· Adopt only model A as the communication model for device triggering.
· Address the concept of communication model to section “4.5.1 Device Triggering Function” of TS 23.682.
****************************************BEGIN OF CHANGE**************************************

4.5.1
Device Triggering Function

Device Triggering is the means by which a MTC-SCS sends information or instruction to the UE via the 3GPP network to trigger the MTC Application in the UE to perform application specific actions e.g. initiate communication with the MTC-SCS for the indirect model or a MTC-AS in the network for the hybrid model. Device Triggering is required when an IP address for the UE is not available or reachable by the MTC-SCS / MTC-AS.
A UE capable of device triggering shall transfer the Application-PDU of a device trigger message to the appropriate MTC application in the UE. The Application-PDU provides instructions to the MTC Application that may trigger application related actions. The MTC Application in the UE may perform indicated actions, such as for example to initiate immediate or later communication to the MTC-SCS/MTC-AS, based on the instructions contained in the Application-PDU.

******************************************END OF CHANGE**************************************
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