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***** FIRST CHANGE *****
Annex X (normative):
Policy and Charging Control for Fixed Broadband Access
This annex specifies the applicability of PCC architecture for fixed broadband access, by highlighting the differences compared to the specification in the main body, in scenarios where a PLMN owns also fixed broadband access.
X.1
Definitions

Fixed access session: an IP session that represents a subscriber’s IP traffic which is associated with a subscriber’s IP address parameters. IP Sessions are an abstraction for connections and resources managed at an IP level that represents the equivalent of a PPP session. This abstraction allows for policies to be applied to the session for a specific user.

There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.
X.2
High level requirements

X.2.1
General
The policy and charging control in the roaming and local breakout scenarios defined in TS 23.401 [17] and TS 23.402 [18] is not applicable for fixed broadband accesses owned by the PLMN operator.
X.2.2
Charging related requirements
In order to allow for charging control, the information in the PCC rule identifies the service data flow and specifies the parameters for charging control. The PCC rule information may depend on subscription data.

The use of PCC capabilities for charging is an implementation option in this release.

X.2.3
Subscriber Spending Limits

The use of PCC capabilities for subscriber spending limits of traffic over a fixed broadband access is an implementation option in this release.
X.2.4
Usage Monitoring requirements
The use of PCC capabilities for usage monitoring of traffic over a fixed broadband access is an implementation option in this release.

X.3
Architecture model and reference points

X.3.1
Reference architecture
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Figure X.1: PCC logical architecture for fixed broadband access (when SPR is used)
X.3.2
Reference points

X.3.2.1
Rx reference point

The Rx reference point resides between the AF and the PCRF.

NOTE:
The AF may be a third party application server.

For fixed broadband access, transport of Sponsored Data Connectivity session information is considered an implementation option. 
X.3.2.2
Gx reference point

The Gx reference point resides between the PCEF (located at the Broadband Network Gateway) and the PCRF according to clause 5.2.2 with the restriction of IP flow mobility for fixed devices.
The subscriber identity used for fixed devices shall be that of the access line it is connected to. 
X.3.2.3
Sp reference point

The Sp reference point lies between the SPR and the PCRF.

The subscriber identity used to identify fixed line traffic shall be that of the access line where the fixed device is connected to. 
NOTE:
The details associated with the Sp reference point are not specified in this Release.
X.3.2.4
Gy reference point

The Gy reference point resides between the OCS and the PCEF. For fixed broadband access, the use of Gy between the OCS and the PCEF is an implementation option in this release. 
The subscriber identity used to identify fixed line traffic shall be that of the access line where the fixed device is connected to.  

X.3.2.5
Gz reference point

The Gy reference point resides between the OFCS and the PCEF. For fixed broadband access, the use of Gy between the OFCS and the PCEF is an implementation option in this release.
The subscriber identity used to identify fixed line traffic shall be that of the access line where the fixed device is connected to.  

X.3.2.6
Sy reference point

The Sy reference point resides between the PCRF and the OCS. For fixed broadband access, the use of Sy between the OCS and the PCRF is an implementation option in this release.
The subscriber identity used to identify fixed line traffic shall be that of the access line where the fixed device is connected to. 
X.3.2.7
Sd reference point

The Sd reference point resides between the PCRF and the TDF for fixed broadband access.

The Sd reference point enables a PCRF to have dynamic control over the application detection and control behaviour at a TDF.
The subscriber identity used to identify fixed line traffic shall be that of the access line where the fixed device is connected to. 
X.4
Functional description

X.4.1
General
X.4.1.1
Reporting
For fixed broadband access, PCEF reporting is an implementation option in this release.

X.4.1.2
Credit management

For fixed broadband accesses, credit management is an implementation option in this release. In cases where operator policy makes use of credit management, valid credit reauthorisation triggers include Lifetime expiry, QoS changes and Idle Timeout.

X.4.1.3
Event Triggers

The Event Reporting Function (ERF) performs event trigger detection. When an event matching the event trigger occurs, the ERF shall report the occurred event to the PCRF. The Event Reporting Function is located either at the PCEF (at the Broadband Network Gateway) or, at the TDF for solicited application reporting (if applicable).
The event triggers define the conditions when the ERF shall interact again with PCRF after a session establishment. The event triggers that are required in procedures shall be unconditionally reported from the ERF, while the PCRF may subscribe to the remaining events. Whether an event trigger requires a subscription by the PCRF is indicated in column 4 in table X.1 below.

Table X.1: Event triggers applicable for Fixed Broadband Access 
	Event trigger
	Description
	Reported from
	Condition for reporting

	QoS change
	The QoS of the IP‑CAN bearer has changed (note 3).
	PCEF
	PCRF

	QoS change exceeding authorization
	The QoS of the IP‑CAN bearer has changed and exceeds the authorized QoS (note 3).
	PCEF
	PCRF

	Traffic mapping information change
	The traffic mapping information of the IP‑CAN bearer has changed (note 3).
	PCEF
	Always set

	Resource modification request
	A request for resource modification has been received by the PCEF.
	PCEF
	Always set

	
	
	
	

	Loss/recovery of transmission resources
	The IP‑CAN transmission resources are no longer usable/again usable.
	PCEF
	PCRF

	Out of credit (see note 4)
	Credit is no longer available.
	PCEF
	PCRF

	Enforced PCC rule request
	PCEF is performing a PCC rules request as instructed by the PCRF.
	PCEF
	PCRF

	Enforced ADC rule request
	PCEF/TDF is performing an ADC rules request as instructed by the PCRF.
	PCEF, TDF
	PCRF

	IP address change (see note 3)
	An IP address has been allocated/released
	PCEF
	Always set

	Access Network Charging Correlation Information (see note 4)
	Access Network Charging Correlation Information has been assigned.
	PCEF
	PCRF

	Usage report

(see note 1)


	The IP-CAN session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	PCEF, TDF
	PCRF

	Start of application traffic detection and

Stop of application traffic detection (see note 2)
	The start or the stop of application traffic has been detected.
	PCEF, TDF
	PCRF

	NOTE 1:
Usage is defined as volume of user plane traffic. This is an implementation option in this release
NOTE 2:
The start and stop of application traffic detection are separate event triggers, but received under the same subscription from PCRF.

NOTE 3:
If TDF for solicited application reporting is applicable, upon receiving this event report from PCEF, PCRF always updates the TDF.
NOTE 4:   This is an implementation option in this release


X.4.1.4
Policy Control

At AF interaction with PCRF, events related to credit control (e.g.  Access Network Charging Correlation Information) are an implementation option in this release.

X.4.1.5
Standardized QoS characteristics for Fixed Broadband access


Mapping of standardized QCIs shall be performed by the PCEF (located in the Broadband Network Gateway) according to values applicable to fixed broadband access (e.g. TOS). This is considered an implementation option.
X.4.1.6
Termination Action

Termination action is an implementation option in this release.
X.4.1.7
IMS Emergency Session Support
Editor’s note: Assumptions for IMS Emergency support need to be considered in the context of Common IMS and applicability to the fixed broadband access IP-CAN
X.4.1.8
Multimedia Priority Service Support

Editor’s note: Assumptions for MPS support need to be considered in the context of Common IMS and its applicability to the fixed broadband access IP-CAN. 
X.4.1.9
ADC rule authorization

The subscriber identity used to determine whether application detection and control should be enabled, shall be that of the access line where the fixed device is connected to. 
X.4.2
Functional entities

X.4.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities. The PCRF support for flow based charging is an implementation option in this release.

The PCRF shall decide whether application traffic detection is applicable, as per operator policies, for fixed device traffic and for off-loaded traffic.
The PCRF shall accept input for PCC decision-making from the PCEF (at the Broadband Network Gateway), the TDF if present, the SPR and from the AF if present. In addition, the PCRF may use its own pre-defined information. 
The subscriber identity used for fixed devices shall be that of the access line it is connected to. This information may also complement the UE identity for off-loaded traffic. 

X.4.2.2
Policy and Charging Enforcement Function (PCEF)

The PCEF functions are allocated to a Broadband Network Gateway node which is out of the scope of 3GPP.
The subscriber identity used for communicating with the rest of PCC entities shall be that of the access line the fixed device is connected to.  

The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. Handling of charging functionality and interfaces towards the PLMN charging systems is an implementation option in this release.

X.4.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the user plane behaviour. The AF communicates with the PCRF to transfer dynamic session information, required for PCRF decisions as well as to receive IP‑CAN specific information and notifications about bearer level events. One example of an AF is the P‑CSCF of the IM CN subsystem.
The subscriber identity used for fixed devices shall be that of the access line it is connected to.  
The support of sponsored data connectivity (see Annex N) for fixed access traffic (including off-loaded traffic) is an implementation option in this release.

X.4.2.4
Service Data Flow Based Credit Control Function

The Service Data Flow Based Credit Control Function performs online credit control functions. It is a functional entity within the Online Charging System and its use for fixed broadband traffic is considered an implementation option in this release.

X.4.2.5
Offline Charging System (OFCS)

The Offline Charging System is specified in TS 32.240 [3] and its use for fixed broadband traffic is considered an implementation option in this release.
X.4.3
Policy and charging control rule for fixed sessions
As with PCC rules, rules for fixed access sessions include:

-
a rule identifier, used for reference in the communication between the PCEF (located at the broadband gateway) and the PCRF;

-
service identifier, used to identify the service or the service component the service data flow relates to. This information may be used as an operator option.
-
service data flow filter(s), used to select the traffic for which the rule applies. It shall be possible to define wildcarded service data flow filter(s), both for the dynamic and predefined fixed access rules;
-
precedence, determines which of the rules is applicable, when different rules exist with overlapping service data flow filters;

-
gate status, indicates whether the service data flow, detected by the service data flow filter(s), may pass (gate is open) or shall be discarded (gate is closed) in uplink and/or in downlink direction;

-
QoS parameters, includes the QCI (authorized QoS class for the service data flow), the Allocation and Retention Priority (ARP) and authorized bitrates for uplink and downlink;
-
charging key (i.e. rating group). This information may be used as an operator option.
-
other charging parameters, defining whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the PCEF shall report the usage related to the rule, etc. This information may be used as an operator option.
-
Monitoring key, Application Service provider Identity and Sponsor Identity, as options supporting Sponsor data connectivity. This information may be used as an operator option.
NOTE: 
The indication for PS to CS session continuity, is not applicable to fixed access control by PCC.
X.4.4
IP‑CAN bearer and IP‑CAN session related policy information
The purpose of the IP‑CAN bearer and IP‑CAN session related policy information is to provide policy and charging control related information that is applicable to a single IP‑CAN bearer or the whole IP‑CAN session respectively. 
The use of charging information (i.e. OFCS/OCS addresses and Default Charging method) at the initial interaction between PCRF and PCEF (at the Broadband Network Gateway), is an implementation option.  



X.4.5
Usage Monitoring Control specific information
For fixed broadband access, usage monitoring control is an implementation option.
X.4.6
IP flow mobility Routing rule
IP flow mobility is not applicable to Fixed broadband access.
X.4.7
Application Detection and Control Rule for Fixed Access sessions
ADC rules for fixed access sessions include:
-
a rule identifier, used as reference in the communication between the PCRF and the TDF for fixed access traffic or PCEF (Broadband Network Gateway) enriched with ADC;
-
application identifier, used to reference the corresponding application, for which the rule applies.
-
gate status, indicates whether the detected application may pass (Gate is open) or shall be discarded (Gate is closed) at the TDF or PCEF enhanced with ADC.
-
QoS parameters, includes the uplink and downlink maximum bit rate authorized for the application traffic.

-
redirect, redirect state of detected application traffic (enabled/disabled).
-
redirect destination, controlled Address to which detected application traffic should be redirected when redirect is enabled.

-
Monitoring key, as option supporting Applications Usage Monitoring may be used as an operator option.
X.4.8
Policy decisions based on spending limits
For fixed broadband access, policy decisions based on spending limits is an implementation option in this release.

X.5
PCC Procedures and flows
The current flows in main body of 23.203 are applicable with the following limitations:

Credit management and charging related flows are implementation options.
Usage monitoring within existing flows is an implementation option.
Bearer bindings mechanisms are limited in this release for fixed broadband access (where IP-CAN is restricted to one fixed access session).
***** END OF CHANGES *****
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