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Abstract of the contribution: Proposes a brief description of the OMA WAP Push models in order to assist the decision of whether “Model B” should be specified in addition to “Model A”.
Introduction

During the unofficial meeting in Berlin there were two models discussed for Device Triggering:

· Model A: MTC Server sends trigger to MTC-IWF over Tsp which is routed to an MTC application through a dispatch function in the UE (e.g. SMS dispatch function). MTC application may or may not be on the MTC device. MTC application takes an action based on the trigger (e.g. it may immediately establish a PDN connection or not). In this model the [SMS] dispatch function uses the information in the trigger to route the trigger to the next level. 

· Model B: MTC server sends trigger to MTC-IWF over Tsp which is received by a dispatch function in the UE (e.g. SMS dispatch function). A generic loopback function in the UE initiates the PDN connection establishment and sends the initial data packet to the network contact identified in the trigger. MTC server then sends data over established PDN connection to the MTC application which is completely transparent to 3GPP system. 

During the discussion it was concluded that Model B builds on top of Model A. However, while there was no doubt that Model A should be supported, for Model B there were some open issues identified, like the following:

· How to reach the right MTC application with the data sent over the established PDN connection;

· How Model B works in presence of NAT/Firewall traversal.
The present paper proposes a more detailed look on the architecture model of OMA WAP Push [1], as well as the Push OTA Protocol [2], in order to shed some light on the feasibility of Device Trigger Model B, discussed in the unofficial meeting.
OMA WAP Push

The OMA WAP Push architecture [1] is very similar to the MTC device trigger architecture, the Push Initiator (PI) and the Push Proxy Gateway (PPG) being very similar to MTC Server and MTC-IWF, respectively.
The Push OTA Protocol [2], used between the PPG and the UE, can be implemented to run:

· either on top of WSP (OTA-WSP) that can be established over any type of transport bearer, including SMS, or

· on top of HTTP (OTA-HTTP), in which case the transport bearer is an IP bearer.
The OTA-WSP variant provides for both connectionless and connection-oriented push, whereas the OTA-HTTP variant only provides functionality for connection-oriented push:
· with connectionless push the PPG sends a push message (WSP S-Unit-Push) on a pre-defined secure or non-secure WDP port (e.g. SMS port). The Push OTA-WSP layer in the client is thereafter responsible for delivering the push content to the application, as identified by the Application-ID parameter contained inside the push message;
· in contrast, connection-oriented push is performed over a pre-established push session (OTA-WSP) or over an active TCP connection (OTA-HTTP).
If there is no established push session (or TCP connection), it can be solicited by the PPG. Namely, in the WAP Push architecture there is a notion of Session Initiation Application (SIA) residing on the terminal that allows the PPG to request establishment of a push session (OTA-WSP) or an active TCP connection (OTA-HTTP), using a specific bearer (e.g. SMS or IP bearer). The process of sending SIA content to a mobile terminal is referred to as Session Initiation Request (SIR).
The SIR is typically sent via connectionless push and the SIA is addressed via a well-known Application-ID contained inside the connectionless push message. The SIA is, therefore, some sort of a meta-application whose primary purpose is to establish a push session (OTA-WSP), or a TCP/IP connection (OTA-HTTP), with the PPG. Once the push session (or TCP connection) is up and running, the “real” push content will be forwarded over it by the PPG and the SIA is therefore responsible for delivering the “real” push content to the end application, as identified by the Application-ID parameter contained inside the push message.
Discussion
From the previous description it becomes clear that Model A and Model B for MTC device triggering are very similar to the connectionless and connection-oriented push models in the OMA WAP Push architecture. In particular, the Session Initiation Application (SIA) residing in the terminal looks very much like the “generic loopback function” discussed for Model B.
What may have been overlooked during the discussions in Berlin is that with Model B, the UE first establishes user plane communication with the MTC-IWF, rather than the MTC server.
Once IP connectivity is established, the terminal needs to initiate a TCP connection with the MTC-IWF (hence, there is no need for a special “ping” packet) and thereafter there is new signalling transaction taking place over the established TCP connection (e.g. an HTTP POST method) by which the MTC-IWF delivers the “real” push content for the end application. The push content is received by the “generic loopback application” (cf. the SIA) that is further responsible for parsing the push/trigger message (e.g. the HTTP POST) in order to extract the Application-ID before delivering the push/trigger content to the end application.
The end application may thereafter establish direct U-plane communication with the MTC server, if needed.
It is clear that there are no NAT/Firewall traversal issues, given the TCP connection with the MTC-IWF that is initiated by the UE.

Conclusions

We believe that from the previous discussion it is clear that there are no feasibility issues with Model B, as it is already supported in the OMA WAP Push architecture. Any further discussion should therefore focus on the usefulness of supporting Model B it in addition to Model A (which is out of the scope of this paper). In our understanding the only benefit of Model B is that it allows for pushing of Device Triggering information of significant size (e.g. note that the OMA WAP Push architecture specification [1] recommends that connectionless push with SMS should not be used if the overall payload cannot fit within 4 SMSs).
One important thing to note is that the secure/non-secure SMS port pair (on which the “connectionless” Model A push/trigger is delivered) is unique (i.e. non-application specific), whereas the specific end application is addressed via an Application-ID parameter contained within the trigger message.
When the Application-ID points to the “generic loopback function” residing in the UE (Model B), this function is responsible for all of the following:

· establishing a TCP/IP connection with the MTC-IWF;

· receiving the “real” trigger that is delivered via some signalling protocol running on top of TCP (e.g. HTTP);

· dispatching the “real” trigger to the end application that is addressed via an Application-ID parameter contained within the trigger message.
In any case, it is left to Stage 3 to decide whether the existing OTA Push Protocol suite (which includes at least parts of OTA-WSP and probably most of OTA-HTTP) can be re-used for the purpose of MTC device triggering, or whether a new protocol suite should be designed for MTC device triggering from scratch.
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