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Abstract of the contribution: This contribution proposes the change on delivery report to MTC Server.
1. Discussion
When the DT request failed to be transmitted to the UE, the Delivery Report indicating failure is sent to the MTC server. Based on the reject cause in the Delivery Report, the MTC server can take appropriate behavior, e.g. delay or stop the DT request. The following two cases can be considered as the main cases when the Delivery Report is sent to inform failure to the MTC server.
(1) When the MTC IWF can not process the DT request due to overload over Tsp or inside the MTC IWF, the MTC IWF rejects the DT request from the MTC server and sends the Delivery Report containing the reject cause to the MTC server. 
(2) When the MME is under core network level congestion control, the DT request is rejected and the Delivery Report containing the reject cause is sent to the MTC server. 
In both cases, the MTC server would delay the DT request based on the reject cause in order to avoid rejected again. Especially for the case (1), it would be beneficial for the MTC server to delay other DT requests as well since the reject is due to the overload over Tsp. In order to allow the MTC server to take such behavior, the reject cause should be able for the MTC server to understand whether the reject cause is due to overload over Tsp or others (i.e. core network level congestion).
2. Conclusion
The following text is proposed as changes to TS 23.682.
Start of change
4.3.3.1
Tsp Reference Point Requirements

The Tsp reference point shall fulfil the following requirements:

-
connect a MTC-IWF to one or more MTC Servers;

-
supports the following device trigger functionality:
-
reception of a device trigger request from MTC Server;
-
report to the MTC Server the acceptance or non-acceptance of the device trigger request;
-
report to the MTC Server the success or failure of a device trigger delivery; and
-
provides congestion/load control information including the cause enabling the MTC server to aware that the reject is due to Tsp overload or others (i.e. core network level congestion) to MTC Server as part of the response to trigger requests.
Editor’s Note: Additional message exchange support is FFS and dependent on the device triggering solutions selected as part of the conclusions reached for SIMTC.
-
optional security and privacy protection for communication between the MTC-IWF and MTC Server; and

Editor’s Note: Solutions for the security related functionality described in the above bullet are in the scope of SA WG3.

-
Domain Name System procedures similar to what is specified in TS 29.303 [9] may be used by the MTC Server for lookup and selection of which specific MTC-IWF to be used.

Editor’s Note: Additional MTC reference point requirements are FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

End of change

3GPP

SA WG2 TD


