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Abstract of the contribution: This contribution proposes extensions to the flow diagrams of the Device Trigger procedures considering the Device Trigger delivery failure cases due to NAS congestion control performed by the serving CN node. 

Discussion

As described in the discussion paper S2-120810, there are cases of NAS level MM and SM congestion control applied to the attached UEs where the serving CN node (MME/SGSN) can decide to not transmit the Device Trigger (DT) request message. The present paper aims to reflect these DT delivery failure cases in the flow diagrams for Device Triggering in section 5.2.1. 

In case that the serving CN node applies NAS level MM and SM congestion control to a given UE and the serving CN node stores a corresponding MM/SM back-off timer for that UE, it may be advantageous to report a special failure cause and optionally a time for suppression of DT request retransmission (derived from the remaining NAS back-off timer) in the DT delivery failure report to the MTC-IWF.  The MTC-IWF can use the reported failure cause and suppression time (rtx suppression time) in different ways as listed below:

· if the DT request has validity time equal to zero (i.e. “one-shot” transmission) and the device triggering over T5 failed due to NAS level CC, the MTC-IWF would report the failed delivery to the MTC server. In case that the serving CN node reports a suppression time for retransmissions, the MTC-IWF can include this time value in the report to the MTC server in order to indicate the time to suppress retransmissions of DT requests to the given UE. 

· if the DT request has validity time different from zero and the device triggering over T5 failed, the MTC-IWF, may compare the validity time of the DT request and the retransmission suppression time:

· If [DT request validity time] > [rtx suppression time], the MTC-IWF decides to submit the DT request to the SM-SC entity for later transmission. 

· If however [DT request validity time] < [rtx suppression time], the MTC-IWF decides to report failure to the MTC server and the MTC-IWF may indicate the “rtx suppression time” to the MTC server to avoid the retransmission of the DT request.
In case of device triggering over T4 and Tsms, is may be beneficial if the SGSN/MME knows whether the MT-SMS is for DT-related purpose. This would help the SGSN/MME to take more effective decision whether to transmit an MT-SMS to the UE, to which NAS level congestion control is applied. Further, if the SGSN/MME rejects a DT-related MT-SMS, the SGSN/MME should not set the Message Waiting Flag, because after the MM or SM back-off timer in the UE expires, there is no interaction with the HSS/HLR, and thus the SM-SC would not be indicated when the UE becomes reachable again. 
Proposal

It is proposed to agree to do the following changes for TS 23.682.
* * * First Change * * * *
4.4.5
SGSN/MME/MSC

SGSN and MME specific functionality to support the Device Triggering over the T5 interface and via MT-SMS includes the following:

· SGSN terminates the T5a reference point;

· MME terminates the T5b reference point;

· MSC terminates the T5c reference point;

· receives device trigger from MTC-IWF;

· encapsulates device trigger information in NAS message sent to the UE used for MTC;

· receives device trigger acknowledgement from the triggering UE;

· reports device trigger delivery success/failure status to MTC-IWF (including the failure case due to NAS level congestion control applied to the target UE); and

· may provide SGSN/MME congestion/load information to MTC-IWF for overload control over T5 interface.
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: Additional MTC functionality for the SGSN/MME/MSC is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.
* * * End of first change * * * *
* * * Second Change * * * *
5
Functional Description and Information Flows 
5.1 
Control and user plane

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for MTC>

5.2  
Device triggering procedures
5.2.1
Device triggering procedure over Tsp
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Figure 5.2.1-1: Device triggering procedure over Tsp

1.
The MTC Server determines the need to trigger the device. If the MTC Server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the External Identifier of the device to be triggered.

2.
The MTC Server sends the MTC Device Trigger Submit Request (External Identifier, Trigger Reference Number, validity period, priority and Application-PDU) message to the MTC-IWF.
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC Server is authorised to send trigger requests and that the MTC Server has not exceeded its quota or rate of trigger submission. 

4.
If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF sends a [modified from Rel 10] SRI for SM (External ID, MTC Server ID) message to the HSS to retrieve the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also cache which of the CN nodes performed the last successful trigger message delivery.

5.
The HSS checks that this MTC Server is authorised to send Trigger Requests to this UE.

Editor’s note: it is FFS if there are alternative solutions for this authorisation.

6.
The HSS returns the Routing Information (MSC address and/or SGSN address and/or MME address for MAP and/or T5) and IMSI. HSS policy (possibly dependent on the VPLMN ID) may influence which network entity address(es) are returned. 

7a. The MTC-IWF selects trigger delivery procedure based on the information received from HSS and local policy. If T5 delivery procedure is selected, MTC-IWF attempts T5 trigger delivery procedure as per clause 5.2.x. Upon successful completion of T5 delivery procedure, MTC Trigger Delivery Report is sent to MTC Server as per step 8 and step 8 onwards procedure is executed. 

7b. If T5 delivery is unsuccessful or if T4 delivery is selected during step 7a, MTC-IWF attempts T4 trigger delivery procedure as per clause 5.2.y.
NOTE:
If T5 delivery is unsuccessful due to NAS level congestion control applied to the target UE and the MTC-IWF obtained a time for suppression of DT request retransmissions, the MTC-IWF can decide by comparing the DT request validity time and the time for suppression of retransmissions whether to submit the DT request over T4 or to report failure to the MTC server.
8.
The MTC-IWF sends the MTC Trigger Delivery Report message to the MTC Server with cause indicating whether the trigger was delivery succeeded or failed. The MTC Server records the success or failure.

9.   In response to a successful Device Trigger delivery, an application, sensor or local-network-device typically sends some application level information. If not yet established it may initiate UE IP communications with the MTC Server or an MTC Application Server or reply using a messaging service. If a new PDP/PDN connection is established in response to the received trigger, the GGSN/P-GW causes the HPLMN’s mapping tables of External Identifier and IMSI to IP address(es) to be updated.
In response to a failed Device Trigger delivery, the MTC server may delay the retransmission of the Device Trigger request to the same UE as instructed by the MTC-IWF.
Editor’s note: the details of this mapping of External Identifier and IMSI to IP address(es) step need to be worked out, e.g. how does the P-GW/GGSN obtain the address of the MTC-IWF.

5.2.x
Device trigger delivery using T5

[image: image2.emf]UE

MSC/

SGSN/

MME

PGW/

GGSN

HSS MTC Server DNS SMS-SC MTC-IWF

1. Submit Trigger

3. Delivery Report

2.Transfer Trigger


Figure 5.2.x-1: T5 device trigger delivery Flow

1.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Submit Trigger (IMSI, Trigger-Message, priority, validity period, etc.) message to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

2.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails.

Editorial Notes: Details of this step is FFS. 

3.
The serving CN node sends a Delivery Report (cause) message to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 
If the serving CN node applies NAS level congestion control to the target UE, the serving CN node may decide to not transmit the DT request in order to avoid UE-initiated NAS SM or MM signalling. The serving CN node indicates an appropriate failure cause and may indicate a time (e.g. derived from the remaining NAS back-off timer) for suppression of DT request retransmissions.
5.2.y
Device trigger delivery using T4
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Figure 5.2.y-1: T4 device trigger delivery Flow

1.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF formats a Trigger-Message (Application-PDU) as a SMS MT and sends the Submit SMS (External Identifier, IMSI, MTC Server ID, Trigger Reference Number; Trigger-Message, information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed) message to the SMS-SC.

2.
The SMS-SC sends a Submit Confirm message to the MTC Server to confirm that the Device Trigger Request has been stored in the SMS-SC. 

3.
The MTC-IWF sends a MTC Trigger Submit Confirm message to MTC Server to confirm that the Device Trigger Request has been accepted for delivery to the UE. 

4.
The SMS-SC generates a CDR.

Editorial Notes: Details of this step is FFS. 

5, 6, 7.
The SMS is delivered to the UE (see MT SMS procedures specified in TS 23.040[XX]). This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC and the other CN nodes generate the necessary CDR information including the MTC Server ID (only in SMS-SC). 


NOTE 1: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 1.
NOTE 2: If the serving CN node applies NAS level congestion control to the target UE, the serving CN node may decide to not transmit the MT-SMS in order to avoid UE-initiated NAS SM or MM signalling. The serving CN node does not set the Message Waiting Flag, but indicates an appropriate failure cause (e.g. due to congestion) and optionally may indicate a time (e.g. derived from the remaining NAS back-off timer) for suppression of MT-SMS retransmission by the SMS-SC.

Editor’s Note: It is FFS whether the serving CN node should be able to identify if an MT-SMS is related to DT services. 
8.
If a delivery report was requested the SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the MTC Server ID that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.
* * * End of second change * * * *
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