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Abstract of the contribution:

This contribution investigates the NAS signalling overhead when sending MTC device trigger to an idle-mode UE in LTE through either T4 or T5, and proposes to further study the possibility of optimizing the NAS connection setup procedure when triggering the MTC device in idle mode.
1. Discussion

Two alternatives are being discussed in SA2 to deliver the trigger information over Tsp. Trigger delivery using T4 is to transport the trigger information through short message sub-system, and trigger delivery using T5 is to send the trigger information to UE via SGSN/MME. In LTE, no matter the trigger information is delivered via T4 or T5, the short message (over T4) or trigger request (over T5) is finally forwarded to MME and then delivered to UE through NAS signalling connection. In this document, we investigate the message flow delivering the trigger information from MME to UE. In Figure 1, MME transfers the trigger information to the MTC device which is in connected mode. Figure 2 illustrates the message flow delivering the trigger information to MTC device in idle mode.

1. Deliver Trigger Information to MTC Device in Connected Mode

When UE is in connected mode, the RRC and S1-C connections are active. Therefore, the MME and UE can send NAS messages to each other directly.
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Figure 1. Message flow of trigger delivery from MME to UE in connected mode.

Step 1. Short message or trigger information is forwarded to MME. If T4 is used, it is transferred from MTC-IWF to SMS-SC, and then forwarded to MME through SGs. If T5 is used, it is forwarded from MTC-IWF to MME.
Steps 2-3. The MME encapsulates the short message or trigger information in NAS message and deliver it through S1 and RRC connections directly.
Steps 4-5. UE can response the short message or trigger information by NAS message through RRC and S1 connections.
Step 6. MME responses the delivery report to MTC-IWF through T4 or T5.
2. Deliver Trigger Information to MTC Device in Idle Mode

When UE is in idle mode, there is no RAN resource reserved for the UE. Therefore, before sending the short message or trigger information, MME has to signal the UE to perform the NAS Service Request procedure to establish the RRC and S1 connections. Meanwhile, the RRC security and data bearers for all active EPS bearers are also activated in the NAS Service Request procedure. The detailed message flow is illustrated in Figure 2.
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Figure 2. Message flow of trigger delivery from MME to UE in idle mode.

Step 1. Short message or trigger information is forwarded to MME. If T4 is used, it is transferred from MTC-IWF to SMS-SC, and then forwarded to MME through SGs. If T5 is used, it is forwarded from MTC-IWF to MME.
Steps 2-3.MME sends paging requests to each of eNodeBs belonging to the tracking area in which the UE is registered. Then, each eNodeB pages the UE in its cells.
Steps 4-6. After receiving the paging, UE sets up the RRC connection by random access procedure. In the Step 6, UE also sends a NAS Service Request message to MME for requesting MME to set up the connectivity in RAN.
Steps 7-8. The NAS Service Request message is forwarded to MME. MME derives the RRC security context for the eNodeB and also sends the bearer information (e.g., identities, QoS parameters) for all active EPS bearers.
Steps 9-10. eNodeB sets up the RRC security for protecting the communication between UE and eNodeB.
Steps 11-12. eNodeB sets up the radio bearers for all active EPS data bearers.
Steps 13-15. eNodeB reports MME of the successful establishment of RRC security and radio bearers. Then, MME notifies Serving Gateway to active the S1-U bearers between Serving Gateway and eNodeB.
Steps 16-19. After the NAS Service Request procedure, UE and MME can send NAS messages to each other through RRC and S1-C connections.
Step 20. MME responses the delivery report to MTC-IWF through T4 or T5.
Steps 7-15 in Figure 2 are used to activate the RRC security and data bearers (including radio bearers and S1-U bearers) for all active EPS bearers. However, the establishment of RRC security and data bearers are fruitless for delivering the MTC device trigger. Short message (for T4) or trigger information (for T5) is delivered through NAS signalling connection (based on S1-C and radio bearers) and protected by NAS security between UE and MME. It can be transmitted successfully and securely without RRC security and data bearers. 
The establishment of RRC security and data bearers only increases the signalling overhead and wastes the RAN resource. Especially when a large number of MTC devices in idle mode are triggered, the impact would be obviously increased and may lead to network congestion problem. Therefore, we suggest that an optimized NAS procedure shall be further investigated for sending the short message (over T4) or triggering information (over T5) to the idle mode UE through NAS signalling connection.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 23.682.
Editor’s Note: This is intended to modify clause 5.2.x and 5.2.y in baseline triggering flow.
* * * First Change * * * *
5.2.x
Device trigger delivery using T5
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Figure 5.2.x-1: T5 device trigger delivery Flow

1.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Submit Trigger (IMSI, Trigger-Message, priority, validity period, etc.) message to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

2.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails.
Note:  Optimization to delivery of the Trigger-Message to idle-mode UE in order to reduce signalling overhead and avoid network congestion is FFS.
Editorial Notes: Details of this step is FFS. 

3.
The serving CN node sends a Delivery Report (cause) message to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 

5.2.y
Device trigger delivery using T4
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Figure 5.2.y-1: T4 device trigger delivery Flow

1.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF formats a Trigger-Message (Application-PDU) as a SMS MT and sends the Submit SMS (External Identifier, IMSI, MTC Server ID, Trigger Reference Number; Trigger-Message, information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed) message to the SMS-SC.

2.
The SMS-SC sends a Submit Confirm message to the MTC Server to confirm that the Device Trigger Request has been stored in the SMS-SC. 

3.
The MTC-IWF sends a MTC Trigger Submit Confirm message to MTC Server to confirm that the Device Trigger Request has been accepted for delivery to the UE. 

4.
The SMS-SC generates a CDR.

Editorial Notes: Details of this step is FFS. 

5, 6, 7.
The SMS is delivered to the UE (see MT SMS procedures specified in TS 23.040[XX]). This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC and the other CN nodes generate the necessary CDR information including the MTC Server ID (only in SMS-SC). 


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 1.
   NOTE: Optimization to delivery of the short message to idle-mode UE in LTE in order to reduce signalling overhead and avoid network congestion is FFS.
8.
If a delivery report was requested the SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the MTC Server ID that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.

* * * End of Changes * * * *
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