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Abstract of the contribution: This contribution adds a step the current online device triggering procedures, which requires MTC-IWF return a MTC trigger Submit Response message after receiving a MTC Trigger Submit Request.
Proposal
According to triggering procedure agreed in TS 23.682, MTC-IWF takes the responsibility to receive MTC Trigger Submit Request messages from MTC servers. When a request message is received, it’s better to return a response message to originator to confirm the reception of the request message. So the step that MTC-IWF returns such a message after receiving MTC Trigger Submit Request message is added to the current trigger procedures. 
In the case that MTC server exceeds trigger submission rate or the MTC server is not authorised, trigger request should be rejected by the network. This case is described as well. 
It is proposed to agree following changes in TS 23.682 v0.1.0.
Start of Change 
A.2
Triggering with T5
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Figure A.2-1: T5 Device Trigger Delivery Flow

1.
The MTC server needs to trigger the device. If the MTC server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, validity period, priority, MTC Server ID, etc., and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC server is authorised to submit trigger requests and that the MTC server has not exceeded its quota or rate of trigger submission. If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF interrogates the HSS to retrieve the IMSI and the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also be cached, which of the CN nodes performed the last successful trigger message delivery.
4. MTC-IWF sends a MTC Trigger Submit Response Message to MTC Server when the MTC Trigger Submit Request Message is received successfully. If the quota or rate of trigger submission is succeeded or the MTC server is not authorised, MTC-IWF rejects the MTC Trigger Submit Request with an appropriate cause.
5.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Forward Message (IMSI, Trigger-Message, priority, validity period, etc.) to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

6.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails.

7.
The serving CN node sends a Delivery Report (cause) to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 

8.
If the trigger was delivered or if all registered CN nodes are T5 capable and all the delivery attempts failed and the trigger request (Validity period) was requesting one delivery attempt only the MTC-IWF sends a Delivery Report (cause) to the MTC server. Cause indicates that the trigger request was accepted, and was delivered or delivery failed, respectively. When the Delivery Report is sent the MTC-IWF generates the necessary CDR information including the MTC Server identity.

9.
If further delivery attempts are possible the MTC-IWF selects a suitable SMS-SC and initiates the T4 delivery procedure by submitting a request to an SMS-SC to transfer the Trigger-SMS to the UE. With that request the MTC-IWF may inform the SMS-SC about unsuccessful delivery attempts so that the SMS-SC can either request CN node(s) that were not yet requested to deliver or directly requests the HSS to set the SMS Message Waiting Flag if all CN nodes were already requested to deliver the SMS.

10. If not already available, the UE  activates a PDP/PDN connection with the GGSN/P-GW. 

Editor’s Note: Further procedures to register the IP address and the related identifier in the network are FFS.

Editor’s note: Whether the UE always activates a PDP/PDN connection is FFS.
A.3
Triggering without T5

A.3.1
Successful immediate triggering
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Figure A.3.1-1: Successful Immediate Device Trigger Delivery Flow

1.
The MTC Server needs to trigger the device. If the MTC Server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a MTC Device Trigger Request (External Identifier, Trigger Reference Number, validity period, priority, the IP address and port of MTC Server, and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: this step needs to be aligned with the equivalent step in the T5 procedure.

3.
The MTC-IWF checks that the MTC-Server is authorised to submit trigger requests and that the MTC-Server has not exceeded its quota or rate of trigger submission. 

4. MTC-IWF sends a MTC Trigger Submit Response Message to MTC Server when the MTC Trigger Submit Request Message is received successfully. If the quota or rate of trigger submission is succeeded or the MTC server is not authorised, MTC-IWF rejects the MTC Trigger Submit Request with an appropriate cause.
5.
The MTC-IWF sends a [modified from Rel 10] SRI for SM (External ID, MTC Server ID) message to the HSS.

6.
The HSS checks that this MTC Server is permitted to send Trigger Requests to this UE.

Editor’s note: it is FFS if there are alternative solutions for this authorisation.

7.
The HSS returns the Routing Information (MSC address and/or SGSN address and/or MME address) and IMSI. HSS policy (possibly dependent on the VPLMN ID) may influence which address(es) are returned.

8.
The MTC-IWF may attempt direct delivery of the Device Trigger using the T5 procedures (see subclause A.2).

9.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF submits the Device Trigger Request (External Identifier; IMSI; MTC Server ID; Trigger Reference Number; information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed ) to the SMS-SC.

10, 11.
The SMS-SC confirms to the MTC Server that the Device Trigger Request has been stored in the SMS-SC. 

12, 13, 14, 15.
The SMS is delivered to the UE. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC generates the necessary CDR information including the MTC Server ID.


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 8.

16.
The SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the ID of the MTC Server that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.

17.
The MTC-IWF sends the MTC Delivery Report to the MTC-Server. The MTC-Server records the success.

18a. If not already open for the triggered APN, the UE opens a PDP/PDN connection with the GGSN/P-GW for the triggered APN. 

18b.The GGSN/P-GW causes the HPLMN’s mapping tables of External Identifier and IMSI to IP address(es) to be updated.


Editor’s note: the details of this step need to be worked out, e.g. how does the PGW/GGSN obtain the address of the MTC-IWF?


Editor’s note: step17a/b needs to be aligned with the equivalent step in the T5 procedure.
End of Change
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