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Abstract of the contribution:

This contribution proposes the transfer of text in the BB-III requirements and architecture section of the TR to the TS, handling of the  handling of editor’s notes and architecture and requirements assumptions, and the creation of section as place holder for the fixed BBF access WLAN UE and H(e)NB procedures.

1. Introduction
This contribution transfer text from TR 23.839 to TS 23.139 with minor changes and the deletion of selected editors’ notes. Additional changes will be made once 23.839 P-CRs affecting certain section have been approved.
New sections have been created as place holders for the fixed BBF access WLAN UE and H(e)NB procedures once they have been finalized it TR.

The discussion section recommends handling of editor’s notes, and architecture and requirements assumptions.

2. Discussion
A. Editor’s notes assumed requiring confirmation from BBF:
7.1
Scenarios

Editor's note:
Support of 3GPP based charging for the fixed access session is FFS.
Discussion: 

Charging has been discussed extensively already and SA2 and with BBF. This is a REL 12 feature
Proposal:

Handle the note according to the final decision on charging 

Editor's note:
The interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified.
Discussion:
In BBF default QoS is associated with the access line. For WLAN UE and H(e)NB connections the PCRF derives the QoS taking into consideration the information received from the AF, user profile, etc. 
Per SA2 presentation to BBF at the WS:

- Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change
- Default QoS for fixed access session applies to the entire traffic of a fixed access session

This is consisted with 3GPP PCC handling of UE flows until the PCRF determines policy rules that result in the creation of dedicated bearer with QoS attributes that that differs from those of the default QoS.

For WLAN UE and H(e)NB connections the PCRF determines  the QoS taking into consideration the information received from the AF, user profile,  over Gx etc.
For fixed BBF devices the PCRF also determines the QoS on the same principles as for WLAN.

In BBF default QoS is associated with the access line and for traffic from fixed devices.

There is no interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UEs.
Proposal:

Remove the editor’s note.

Editor's note:
The target of the work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.
Discussion:
The PCRF is access agnostic, in principle, but support RAN access specific IEs as needed.. The same is true for support of BBF access. TS 29.212 already includes BBF access specific AVPs. In addition, WT-134 includes additional IEs over the R-interface.
Proposal:

Leave the editor’s not as “is”. Include in the procedures and in sections of the document the BBF access specific IEs already identified.

Editor's note:
3GPP will study and define the set of parameters sent by PCRF to the BNG for the provision of default QoS and dynamic QoS for the fixed access session. Such parameters will be anyway checked with BBF.
Discussion: 
The definition of default QoS in BBF WT-134 is identical to the definition in TS 23.203/23.401.  Per WT-134 the IEs for default QoS are sent from the PEF (BNG) to the PDF.
The default QoS consists of the QCI and ARP AVPs. 

The PCRF determines at IP CAN session establishment time:

1. Whether to change the default  QoS AVPs in received from BNG

2. The list of additional AVP to send to the BNG in the response msg to IP CAN session establishment msg.
The above in (2)  is true when for the IP CAN session modifications procedures. WT-134 includes the concept of session modification.

WT-134 also includes eh concept of session modification and updated rules based on events tec.

Proposal:
Remove the editor’s note.
7.2.1
Requirements and assumptions

Editor's note:
Whether additional parameters (e.g. Maximum Bit Rate UL/DL and Flow Filters) are included in Default QoS is FFS.

Discussion: 

This is essentially the same editor’s note as the last one in the previous section. Remove it.
Proposal:
Remove the editor’s note.
7.2.1.3
Event-Trigger Provisioning and Detection

Editor's note:
The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

Discussion: 

Contribution S2-120578 - BB-III: BBF Event- Triggers over Gxd address this area.
Proposal:
Handle the note according to the final disposition of  S2-120578.

7.2.1.4
QoS Control Rule

A policy decision consists of zero or more QoS rule(s) and IP-CAN attributes.

The information contained in a QoS rule is defined in clause 6.3 of TS 23.203 [4].

Editor's note:
The list of information elements to be deleted and/or added to the QoS rules for BBF access if FFS.
Discussion: 

Contribution S2-120579-BB-III: BBF PCC Rules over Gxd address this area.

Proposal:
Handle the note according to the final disposition of  S2-120579.

Editor's note:
Whether and how PCC based charging is considered is FFS.
Discussion: 

See section 7.1 above

Proposal:
Delete from this section
7.2.1.5
Charging

Editor's note:
Charing requirements are for further study pending BBF's study of the impact of Gz/Gy interfaces on BNG.

Discussion: 

Gz/Gy will not be in Rel 11.

Proposal:
The conclusion section of the TR ought to include the final decision.

Change this note in the TS to “charging not supported in Rel 11”.
7.2.3.2
BNG

It is assumed that the BNG performs the function of PCEF as defined in TS 23.203 [4].
Editor's note:
It is FFS whether the BNG can support 3GPP based charging function.

Discussion: 

PCC based charging includes both Gy/Gz interfaces plus IEs over the Gx. See section 7.1 and 7.2.1.5 above. 
Proposal:
The conclusion section of the TR ought to include the final decision.

The note will not be included in the TS.

7.2.4
Reference Points

Gxd
For the purpose of convergence between 3GPP and BBF network it transfers QoS control policies from the Home PCRF to the BNG in non-roaming scenario and from the Visited PCRF to the BNG in roaming scenario.
Editor's note:
It is FFS whether Gxd is Gx or an enhancement of Gx.
Discussion: 

(Not sure whether feedback from BBF is required.)
The Gxd is based on Gx with enhancement to include BBF specific IEs.

The procedures are based in Gx. For PCRF initiated Gxd the PCRF sends a trigger to the BNG PCEF trigger the establishment of the Gx session. This is consistent with BB-I per  Annex P of TS 23.203. 
Proposal:
Remove this note. The final decision rests with CT-3 

.

Some of the remaining subsections  of section 7 include the same editor’s notes discussed above.
Conclusion: SA2 can “safely” remove several editors’ notes.
B: Requirements and assumptions

7.2.1
Requirements and assumptions

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
Disposition: This is a safe assumption to make as the PCC reference architecture does not include the AAA server.

General architectural assumptions:

-
There is a direct interface between PCRF and BNG.
Disposition: This is the only assumption that can be made given that the architecture is based on 3GPP PCC. It is also in line with BBF WT-134 reference architecture
-
The BNG is the policy enforcement point for QoS in the fixed access.
Disposition: This is the only assumption that can be made given that the architecture is based on 3GPP PCC. It is also in line with BBF WT-134 reference architecture
NOTE 1:
How the BNG performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
More than one access session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).

Disposition: This is a safe assumption to make as the PCC reference architecture does not include the AAA server.

-
A device connected to the R.G (e.g. VoIP phones) may also initiate an IP session.

Disposition: This is a safe assumption to make given that BBF specification WT-146 includes such requirements
-
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.

Disposition: This is a safe assumption to make given that BBF specification WT-146 includes such requirements
Architectural assumptions for "Default QoS parameters BBF":

-
Default QoS applies per fixed access session.
-
Default QoS includes the QCI and ARP according to TS 23.203 [4] and BBF requirements.

Disposition: See section above on editor’s notes  for proposed handling of these assumptions
Conclusion: SA2 can assume with confidence that the assumption above will be confirmed by BBF in due time and “safely” proceed with normative requirements. 
2. Proposal

- Transfer text below from the TR to the TS with changes as marked. The text will be updated once 23.839 CRs affecting certain sections have been approved.
- Create new sections as  place holder for the BB-III fixed BBF device,  WLAN and H(e)NB procedures with an editor’s note that the procedures are the same as in TR 23.389 (once approved).
X
Building Block III

Editor's note:
This clause will contain the material related to Building Block III.

X.1
Scenarios

Within Rel-11, the following scenarios will be considered:

-
WLAN S2b: UE connects to WLAN/BBF with traffic routed to ePDG/PDN GW.
-
WLAN S2c: UE connects to WLAN/BBF with traffic routed to PDN GW via s2c.
-
WLAN S2c (untrusted): UE connects to WLAN/BBF with traffic routed to PDN GW via ePDG and S2c.
-
NS-WLAN Offload: UE connects to WLAN/BBF with traffic routed directly from BNG.
-
Femto 3GPP routed: H(e)NB connected to BBF with traffic routed to PDN GW.
Rel-11 will cover QoS rule provisioning from the PCRF to the BNG for:

-
Default QoS for fixed access session.
-
Dynamic QoS for 3GPP UE connected to a fixed access.

-
Dynamic QoS for fixed access session.

In this release dynamic QoS for fixed access session is considered only for session associated with an IP Address, layer 2 based sessions, i.e. session identified by layer 2 identity, e.g. VLAN Tag, are not considered in this 3GPP Release.
Editor's note:
Support of 3GPP based charging for the fixed access session is FFS.

Editor's note:
The target of the work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Support of access specific parameters will be considered as needed.


X.2
Architecture

Editor's Note:
This clause will identify the architectural requirements and assumptions as well as architecture common convergent network for building block III.
X.2.1
Requirements and assumptions

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.

General architectural assumptions:

-
There is a direct interface between PCRF and BNG.

-
The BNG is the policy enforcement point for QoS in the fixed access.

NOTE 1:
How the BNG performs policy enforcement and binding of  a Gxd sessions with PPPoE or IP sessionin the BBF access is out of scope of 3GPP.

-
More than one access session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).

-
A device connected to the R.G (e.g. VoIP phones) may also initiate an IP session.

-
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.

Architectural assumptions for "Default QoS parameters BBF":

-
Default QoS applies per fixed access session.
-
Default QoS includes the QCI and ARP according to TS 23.203 [4] and BBF requirements.

-
The BNG shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.

X.2.1.1
Gating

The Gate Function enables or disables the forwarding of service data flow packets. A gate is described within a policy rule. The rule shall describe if the possible uplink and possible downlink gate is opened or closed.

Opening or closing the gate shall lead to the enabling or disabling of the passage for corresponding IP packets. If the gate is closed all packets of the related IP flows shall be dropped. If the gate is opened the packets of the related IP flows are allowed to be forwarded.

X.2.1.2
QoS Support at the Service Data Flow Level

It shall be possible to apply QoS control on a per service data flow basis in the BNG PCEF according to TS 23.203 [4] requirements.

X.2.1.3
Event-Trigger Provisioning and Detection

The BNG PCEF shall be able to detect event triggers provisioned by the PCRF.

Upon detection of an event the BNG PCEF shall request policy rules re-authorisation from the PCRF.
Editor's note:
The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

X.2.1.4
QoS Control Rule

A policy decision consists of zero or more QoS rule(s) and IP-CAN attributes.

The information contained in a QoS rule is defined in clause 6.3 of TS 23.203 [4].

Editor's note:
The list of information elements to be deleted and/or added to the QoS rules for BBF access if FFS.

X.2.1.5
Charging

Editor's note:
Charing requirements are for further study pending BBF's study of the impact of Gz/Gy interfaces on BNG and will not be supported in Rel 11.
X.2.2
Reference architecture

The converged network architecture for BB3 is shown in the following figures.

This architecture supports the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network. Furthermore the architecture supports the roaming scenario between two PLMN operators.

The architectures in the following figures show only entities and interfaces that are in scope of the work and/or are impacted by BB3.

Editor's note:
The impact, if any, for interworking between a fixed network supporting the BBF interworking solution defined in BB1 and BB2 and a HPLMN supporting the BBF convergent solution is FFS.
For support of 3GPP UE the BBF AAA proxy may be deployed as part of the BBF network. If the BBF AAA proxy is not present the SWa reference point is terminated on the BNG. In this release the BBF AAA server is used for fixed access session authentication and the SWa/STa is not applicable.

The fixed access device is only supported in non-roaming scenario. The reference interfaces S2c, SWu and SWn are not applicable for the fixed device.
In the figures the UE is shown to be connected with WLAN/BBF access, but it can be connected to H(e)NB as well for the case of traffic routed to EPC.
The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.
Editor's note:
The architecture for trusted WLAN with s2a is not considered in this release.
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Figure X.2.2-1: Non-Roaming Architecture for Fixed Broadband Access Interworking traffic routed to EPC domain (Converged PCRF)

In this architecture:

-
PCRF provisions QoS Rules to BRAS/BNG over Gxd reference point.

-
PCRF provisions PCC Rules to the PCEF in the PDN GW.
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Figure X.2.2-2: Non-Roaming Architecture for Fixed Broadband Access Interworking traffic offloaded to BNG (Converged PCRF)

.
***Cannot edit the drawing to change the dotted lino into a solid one.***
In this architecture:

-
PCRF provisions QoS Rules to BRAS/BNG.

-
Both a UE and a BBF device may access Operator's IP services in the EPC or in the BBF defined network or both. Any extensions to Rx reference point to support a BBF AF are FFS.
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Figure X.2.2-3: Roaming Architecture for Broadband access interworking traffic routed to EPC - Home routed traffic (Converged vPCRF)
NOTE 2:
The SWu reference point is terminated on the ePDG, that can be located either in HPLMN or in VPLMN.

NOTE 3:
For H(e)NB connections the Iu/S1 control plane terminates in the VPLMN network but the user plane is routed to the HPLMN.
In this architecture:

-
vPCRF provisions QoS Rules to BRAS/BNG.

-
hPCRF provisions PCC Rules to the PDN GW in EPC HPLMN domain.

-
UE may accesses Operator's IP services in the EPC HPLMN.
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Figure 7.2.2-4: Roaming Architecture for Fixed Broadband Access Interworking traffic routed to EPC visited access case (Converged vPCRF)
NOTE 4:
The SWu reference point is terminated on an ePDG located in VPLMN.

In this architecture:

-
vPCRF provisions QoS Rules to BRAS/BNG.

-
vPCRF provisions PCC Rules to the PDN GW in EPC VPLMN domain.

-
UE may accesses Operator's IP services in the EPC HPLMN and or EPC VPLMN.
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Figure 7.2.2-5: Roaming Architecture for Fixed Broadband Access Interworking traffic offloaded in BRAS/BNG (converged vPCRF)
In this architecture:

-
vPCRF provisions QoS Rules to BRAS/BNG.

-
Both a UE and a BBF device may accesses Operator's IP services in the EPC HPLMN and or EPC VPLMN or in BBF network.

-
The TDF belongs to and is controlled by the VPLMN.

-
Policies for roaming users may be locally configured in the vPCRF and/or TDF.
X.2.3
Network Elements

X.2.3.1
PCRF

The PCRF functionality defined in TS 23.203 [4] shall apply. In addition, to support convergence between 3GPP and BBF network, the PCRF shall:

-
Send the QoS rules to the BNG over Gxd interface for QoS control in the Fixed Broadband Access Network.
-
for PCRF-initiated Gxd session establishment, send to the BNG the UE/H(e)NB local IP address and UDP port number to allow the Fixed Broadband Access to identify UE/H(e)NB traffic.
-
for BNG-initiated Gxd session establishment, receive from the BNG the UE/H(e)NB local IP address and UDP port number.
-
Be able to receive the UE local IP address and UDP source port from the ePDG (for S2c and PMIP-based S2b) and PDN GW (for GTP-based S2b).
-
Be able to receive from the PDN GW the H(e)NB Local IP address and UDP source port for H(e)NB PS scenario.
-
Be able to receive the HNB local IP address and UDP source port from HNB GW for the HNB CS scenario.

When PCRF receives the IP-CAN session establishment indication, PCRF determines if a Gxd session is already present for this IP-CAN session. If Gxd session is not already established, the PCRF shall trigger Gxd session establishment procedure towards the BNG. The PCRF identifies when the UE is connecting via Fixed Broadband access network from the IP-CAN type.
X.2.3.2
BNG

It is assumed that the BNG performs the function of PCEF as defined in TS 23.203 [4].

Specifically, it is assumed that the BNG:

-
Receives from the PCRF the QoS rules for QoS control in the Fixed Broadband Access network;

-
Requests the QoS rules to the PCRF for QoS control in the Fixed Broadband Access network;

-
Terminates the Gxd session towards the PCRF;
-
Enforces the QoS rules in the Fixed Broadband Access network and performs the appropriate mapping between 3GPP QoS parameters and BBF specific QoS parameters.
NOTE:
How the BNG performs QoS enforcement in the BBF access and mapping between 3GPP QoS parameters and BBF specific parameters is out of scope of 3GPP.
Editor's note:
The assumption in this clause shall be checked with BBF.

7.2.4
Reference Points

Gxd
For the purpose of convergence between 3GPP and BBF network it transfers QoS control policies from the Home PCRF to the BNG in non-roaming scenario and from the Visited PCRF to the BNG in roaming scenario.
Editor's note:
It is FFS whether Gxd is Gx or an enhancement of Gx.

Editor's note:
It is FFS whether S9 requires enhancements for supporting BBF convergent scenario.

Editor's note:
. Enhancement of reference points within the BBF access network is out of the scope of 3GPP.

X.2.4.1
Gxd Reference Point

The Gxd reference point resides between the BNG PCEF and the PCRF.

The Gxd reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

The Gxd reference point enables the signalling of PCC decision and it supports the following functions:

-
Request for PCC decision from BNG/PCEF to PCRF;

-
Provision of PCC decision from PCRF to BNG/PCEF;

-
Termination of Gxd session by BNG/PCEF or PCRF.

A PCC decision consists of zero or more PCC rule(s) and IP‑CAN attributes.

X.3
Convergent Policy and QoS
Editor's note:
This clause will identify the requirements and assumptions for convergent Policy and QoS for WLAN and 3GPP H(e)NB for Home routed and LBO traffic and for NS-WLAN offload traffic.
X.3.1
PCRF discovery and selection

For BBF access session the BNG discovers and selects the PCRF following the principles defined in TS 23.203 [4] clause 7.6 and Annex P. The BNG finds the DRA based on the Subscriber-ID, for example Access Line Identifier (Logical Access ID and Physical Access ID) or BBF identity, with the role of UE ID and the Local IP addressed assigned to the BBF access session. The PDN connection ID is not applicable to IP-CAN session for BBF access. The roaming scenario is not applicable to BBF access session.
X.4
Procedures for fixed access

Editor's note:
This clause will identify the requirements and assumptions for convergent Policy and QoS for fixed line session.
X.4.1
General
For the dynamic QoS for fixed access session the following requirements shall be supported:
-
interaction between PCRF and BNG with session establishment.
-
policy change requests originated from Applications Function after session establishment.
-
policies apply to individual fixed access sessions.
-
policy evaluation is triggered by the change in state of an fixed access session.

The following scenario are not considered for support in PCC in this Release:

-
policies that apply to aggregates of subscriber sessions sharing logical interfaces and/or layer 2 interfaces and/or physical access e.g. DSL loop.
-
policies that apply to logical interface/layer 2 interface based on individual subscriber session policies when a logical interface and/or layer 2 interfaces and/or physical access e.g. DSL loop, is shared among subscriber sessions belonging to multiple subscribers.

For a fixed access session, the IP-CAN session is represented by the association between a fixed line or subscriber of BBF access network and an IP address assigned to the session.

X.4.2
Provisioning Default QoS for fixed access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1.
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG.

NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.
NOTE 2:
The IP address for the fixed access session to the RG or to fixed device is assigned in case of successful authentication.
Editor's note:
Accounting procedure is not considered in above step and left FFS.
2.
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF.

3.
The PCRF sends Default QoS to the BNG.

NOTE 3:
The PCRF may override the QoS received from the BNG / BBF AAA.
Editor's note:
The definition of parameters included in Default QoS for fixed access session is FFS. Such parameters will be checked with BBF.
Editor’s note: The detailed list of IEs over Gxd for all procedures below are included in  the corresponding procedures   in TS 23.203 Annex “Q”.
X.4.2
IP-CAN Session Establishment
This clause describes the signalling flow for Gxd IP‑CAN Session establishment. The session is initiated after the BBF device has been authenticated and assigned an IP@ per BBF specifications that out of scope in 3GPP.
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Figure X.4.2-1: BBF Device Initial Attach
1.
BBF device, e.g. by RG initiates a BBF access session. The BBF access line authentication is performed as specified by BBF. As part of this step, the BBF AAA may provide Default QoS to the BNG. The BNG assigns the IP address to the BBF device. This step is BBF specific and as such out of scope of this specification.

2.
The BNG/PCEF triggers the establishment of the IP-CAN session with the PCRF. The message includes the subscription-ID, the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscribe priority per WT-134 and WT-146 requirements.
3.
The PCRF obtains the subscriber's profile related to the BBF device.
Editor's note:
Enhancements to the subscriber profile for BBF access is FFS.
4.
The PCRF makes policy decision and derives QoS rules. The PCRF may change the default QoS of the subscriber it received from the PCEF. In this step the PCRF sends the decision(s) to the BNG. The PCRF may include the following information: Default QoS, the QoS Rules and the Event Triggers to report. The Event Triggers indicate to the BNG what events must be reported to the PCRF.
5.
The PCRF provisions the QoS rules at the PCEF.

6.
This step is BBF specific. The BNG communicates with other network elements in the BBF access network per BBF specifications.

Editor's note:
Whether additional parameters are required for BBF access session is FFS.

X.4.3
PCRF Initiated IP-CAN Session Modification
This clause is related to IP-CAN session modification for BBF access session initiated by PCRF. The AF can be involved.
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Figure 7.4.3.-1: PCRF initiated IP-CAN Session Modification
1a.
The AF requests QoS resource authorization. The request includes the bandwidth requirements, media type, session priority and other information per TS 23.203.

Editor's note:
Rx specific enhancements for BBF AF are FFS.
1b.
The SPR notifies the PCRF when the user's profile changes.

Alternatively, the PCRF may initiate this procedure based on PCRF internal logic.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS.

2-3.
the PCRF makes policy decisions and determines the QoS rules (QCI, UL/DL max/minimum or guarantee Bitrate and priority for the service) and the Event Triggers to report. The Event Triggers indicate to the BNG what events must be reported to the PCRF.
Editor's note:
Whether additional parameters are required for BBF access session is FFS.
4.
The BNG/PCEF responds with an acknowledgment.
5.
The BNG/PCEF enforces the QoS rules.
NOTE 1:
How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP.
NOTE 2:
The BNG performs the mapping between the QoS rules and the parameters specific in BBF network.
6.
The BNG communicates with other entities in BBF access per BBF specifications.

X.4.4
BNG/PCEF Initiated IP-CAN Session Modification
This clause is related to IP-CAN session modification for BBF access session initiated by BNG. The procedure is applicable when the BNG makes a decision to request a modification of QoS rules. The trigger to start the modification procedure by BNG can be a provisioned event-trigger by the PCRF or a BBF specific trigger.
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Figure X.4.4-1: BNG/PCEF IP-CAN Session Modification

1.
The BNG may receive a trigger to modify an access session due to partial network failure, failure to enforce a QoS rule or other BBF specific triggers per BBF specification that are out of scope of 3GPP.

2.
The BNG may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF are detected. The message includes the Event Report and affected QoS Rules.
3.
The PCRF makes policy decisions and derives new or modified QoS rules.
Editor's note:
Whether additional parameters are required for BBF access session is FFS.
4.
The PCRF provisions QoS rules at the BNG/PCEF.
5.
The BNG/PCEF enforces the QoS rules.
NOTE 1:
How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP.
NOTE 2:
The BNG performs the mapping between the QoS rules and the parameters specific in BBF network.
6.
The BNG/PCEF may respond to the session modification trigger per BBF specification.

X.4.5
BNG/PCEF initiated IP-CAN Termination

This clause is related to termination of the IP-CAN session for BBF access session initiated by BNG. The procedure is applicable when BBF access session is terminated, the trigger for start the termination by BNG is BBF specific (e.g. RG switch off, PPPoE session termination, etc) and out of the scope of 3GPP.
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Figure X.4.5-1: BNG/PCEF Initiated IP-CAN Session Termination

1.
The BNG/PCEF receives a request to terminate the session with the PCRF based on BBF triggers (both external and internal to the BNG) for example due to termination of session, power off of RG, etc.

NOTE 1:
How the BNG detects or is informed that BBF access session is terminated is BBF specific and is out of the scope of 3GPP.
2.
The BNG/PCEF initiates the IP-CAN Session termination procedure.

3.
The PCRF identifies the affected rules.
4.
The PCRF notifies the AF about loss of transmission.
5.
The BNG/PCEF removes the rules.
6.
The PCRF acknowledges the termination of the session.
7.
The BNG/PCEF responds to the session termination request per BBF specifications.

X.4.6
Update of the subscription information in the PCRF
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Figure X.4.6-1: Update of the subscription information in the PCRF
1)
The SPR detects that the subscriber's profile changed.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS

2)
The SPR notifies the C-PCRF of the profile change provided the C-PCRF subscribes to notification event(s).

3)
The PCRF responds to the SPR notification message.

4)
The PCRF stores the updated profile.

5)
The PCRF indentifies the rules affected and derives new/modified ones.

6)
The PCRF initiates the IP-CAN Session Modification procedure per clause towards the BNG PCEP if BBF access or 3GPP UEs are affected.

X.5
Procedures for fixed access

Editor's note:
This clause will identify the requirements and assumptions for convergent Policy and QoS for fixed line session.

Editor's note:
Yhe procedures are the same as in the corresponding section of TR. 23.839 
X.6
Procedures for WLAN access

Editor's note:
This clause will identify the requirements and assumptions for convergent Policy and QoS for WLAN UE session.

Editor's note:
The procedures are the same as in the corresponding section of TR. 23.839 

X.7
Procedures for H(e)NB access

Editor's note:
This clause will identify the requirements and assumptions for convergent Policy and QoS for H(e)NB UE session.

Editor's note:
The procedures are the same as in the corresponding section of TR. 23.839 
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