
3GPP TSG SA WG2 Meeting #89
(
S2-120725
6-10  February 2012, Vancouver, Canada
Source:
Applied Communication Sciences (Formerly Telcordia-ATS), NCS
Title:
Priority Treatment for Network Management Functions
Document for:
Discussion

Agenda Item:
9.10.1

Work Item / Release:
TEI11 / Rel-11
Abstract of the contribution: This contribution provides stage 2 changes to incorporate stage 1 requirements to exempt MPS from network management functions.
Discussion
Multimedia Priority Service (MPS) Stage 1 (TS 22.153) Release 11 added requirements to exempt MPS sessions from network management functions. Clause 5.11 of TS 22.153 states “Based on regional/national requirements and network operator policy, an MPS session shall be exempted from network management controls up to the point where further exemption would cause network instability. Congestion controls, overload controls, and load balancing shall not adversely impact MPS.” To comply with the above stage 1 requirements, stage 2 changes are required. 

TS 23.401 clause 4.3.7 addresses network management functions for EPC. TS 23.401 clause 4.3.7 gives some exemptions to network management functions for Service Users. However, these exemptions are not consistent with the MPS needs or Stage 1 requirements.  For example, 

· Many exemptions are based on if the user is a Service User (or high priority access as modified in S2-88e) or not, rather than the actual priority of the session

· Not all calls made by Service Users are priority calls

· Service Users get exemptions even if the call is not a priority call

· A normal user receiving a priority call does not get exemptions to congestion control

· Exemptions are given only when backoff  timer is running

· Timer starts only when an initial request is rejected

· Exemptions to session management congestion control and mobility management congestion control are treated similarly

In order to make the exemptions to network management functions for MPS compliant with Stage 1 requirements and MPS needs, we need to address what exemptions are appropriate for session management congestion control and mobility management congestion control for MPS.

For session management (e.g., bearer establishment, bearer update, etc.) congestion control, the following criteria should be used:

· Give exemptions to session management congestion control for MPS such that

· Only priority sessions are exempted

· Non-priority calls made by a Service User do not get any exemptions

· Priority calls received by a normal user get exemption

· Consisting with the mapping rules for ARP in the MME, the ARP can be used to identify if the session is priority or not

· Exemptions should be given for initial request as well as when the back-off timer is running

For session management (e.g., bearer establishment, bearer update, etc.) congestion control, the following criteria should be used:

· Give exemptions to session management congestion control for MPS such that

· Only priority sessions are exempted

· Non-priority calls made by a Service User do not get any exemptions

· Priority calls received by a normal user get exemption

· Consisting with the mapping rules for ARP in the MME, the ARP can be used to identify if the session is priority or not

· Exemptions should be given for initial request as well as when the back-off timer is running

For mobility management (e.g. Attach, Tracking Area Update, etc) congestion control, the following criteria should be used:

· Give exemptions to mobility management congestion control for all Service Users  (or high priority access as modified in SA2 88e)
· If a Service User cannot Attach during congestion, the user can not initiate a Priority call

· There is no Priority Attach procedures (unlike Emergency Attach)

· Preventing TAU by a Service User may affect its ability to initiate a Priority call if the user needs to perform TAU at the time of making a Priority call

· This exemption does not allow non-priority session establishment (based on proposed session management congestion control)

The changes proposed in the following make the exemptions clearer for MPS and are conistent with the new stage 1 requirement.  

------------------------------------------------- 1st change ---------------------------------------
4.3.7.4.1
General

The MME shall contain mechanisms for avoiding and handling overload situations. These can include the use of NAS signalling to reject NAS requests from UEs.

In addition, under unusual circumstances, the MME shall restrict the load that its eNodeBs are generating on it if it is configured to enable the overload restriction. This can be achieved by the MME invoking the S1 interface overload procedure (see TS 36.300 [5] and TS 36.413 [36]) to all or to a proportion of the eNodeB's with which the MME has S1 interface connections. To reflect the amount of load that the MME wishes to reduce, the MME can adjust the proportion of eNodeBs which are sent S1 interface OVERLOAD START message, and the content of the OVERLOAD START message.

The MME should select the eNodeBs at random (so that if two MMEs within a pool area are overloaded, they do not both send OVERLOAD START messages to exactly the same set of eNodeBs).

The MME may optionally include a Traffic Load Reduction Indication in the OVERLOAD START message. In this case the eNodeB shall, if supported, reduce the type of traffic indicated according the requested percentage (see TS 36.413 [36]).

NOTE 1:
The MME implementation may need to take into account the fact that eNodeBs compliant to Release 9 and earlier version of the specifications do not support the percentage overload indication.

Using the OVERLOAD START message, the MME can request the eNodeB to:

-
reject RRC connection requests that are for non-emergency and non-high priority mobile originated services; or

NOTE 2:
This blocks PS service and service provided by MSC following an EPS/IMSI attach procedure.

-
reject new RRC connection requests for EPS Mobility Management signalling (e.g. for TA Updates) for that MME; or

-
only permit RRC connection requests for emergency sessions and mobile terminated services for that MME. This blocks emergency session requests from UEs with USIMs provisioned with Access Classes 11 and 15 when they are in their HPLMN/EHPLMN and from UEs with USIMs provisioned with Access Classes 12, 13 and 14 when they are in their home country (defined as the MCC part of the IMSI, see TS 22.011 [67]); or.

NOTE 2:
The MME can restrict the number of responses to paging by not sending paging messages for a proportion of the events that initiate paging. As part of this process, the MME can provide preference for paging UEs with Emergency Bearer Services.

-
only permit RRC connection requests for high priority sessions and mobile terminated services for that MME.
When rejecting an RRC connection request for overload reasons the eNodeB indicates to the UE an appropriate timer value that limits further RRC connection requests for a while.

In addition, the MME can request the eNodeB to restrict the load from subcategories of UEs that its connected eNodeBs are generating on it. These subcategories include UEs that reselect from other PLMNs (PLMN type) and all UEs using low access priority for the radio access. PLMN type barring can for example be used to protect a VPLMN from an overload caused by the failure of one (or more) other networks in that country and accesses made from roaming subscribers.

An eNodeB supports rejecting of RRC connection establishments for certain subcategories of UEs as specified in TS 36.331 [37].

If an MME invokes the S1 interface overload procedure for a subcategory of UEs, the MME should select all eNodeBs with which the MME has S1 interface connections. Alternatively, the selected eNodeBs may be limited to a subset of the eNodeBs with which the MME has S1 interface connection (e.g. particular location area or where devices of the targeted type are registered).

During an overload situation the MME should attempt to maintain support for emergency bearer services and for MPS sessions.

When the MME is recovering, the MME can either:

-
send OVERLOAD START messages with new percentage value that permit more traffic to be carried, or

-
the MME sends OVERLOAD STOP messages.

to some, or all, of the eNodeB(s).

Hardware and/or software failures within an MME may reduce the MME's load handling capability. Typically such failures should result in alarms which alert the operator/O+M system. Only if the operator/O+M system is sure that there is spare capacity in the rest of the pool, the operator/O+M system might use the load re-balancing procedure to move some load off this MME. However, extreme care is needed to ensure that this load re-balancing does not overload other MMEs within the pool area (or neighbouring SGSNs) as this might lead to a much wider system failure.

In addition, to protect the network from overload the MME has the option of rejecting NAS request messages which include the low access priority indicator before rejecting NAS request messages without the low access priority indicator (see clause 4.3.7.4.2 for more information).

------------------------------------------------- Next change ------------------------------------

4.3.7.4.2
NAS level congestion control

4.3.7.4.2.1
General

NAS level congestion control contains the functions: "APN based congestion control" and "General NAS level Mobility Management control".

The use of the APN based congestion control is for avoiding and handling of EMM and ESM signalling congestion associated with UEs with a particular APN. Both UEs and network shall support the functions to provide APN based EMM and ESM congestion control.

The MME may detect the NAS signalling congestion associated with the APN and start and stop performing the APN based congestion control based on criteria such as:

-
Maximum number of active EPS bearers per APN;
-
Maximum rate of EPS Bearer activations per APN;
-
One or multiple PDN GWs of an APN are not reachable or indicated congestion to the MME;

-
Maximum rate of MM signalling requests associated with the devices with a particular subscribed APN; and/or

-
Setting in network management.

The MME should not apply NAS level congestion control for Service Users (according to TS 22.153 [68]) and/or emergency services.

With General NAS level Mobility Management control, the MME may also use the reject of NAS level Mobility Management signalling requests under general congestion conditions.

------------------------------------------------- Next change -------------------------------------

4.3.7.4.2.2
APN based Session Management congestion control

The MME may reject the EPS Session Management (ESM) requests from the UE (e.g. PDN Connectivity, Bearer Resource Allocation or Bearer Resource Modification Requests) with a Session Management back-off timer when ESM congestion associated with the APN is detected. If the UE provides no APN, then default APN from subscription data is used by the MME. Based on regional/national requirements and network operator policy, the MME shall exempt a UE with an active priority bearer from rejection of ESM requests, up to the point where such exemption would cause network instability.
The MME may store a Session Management back-off time per UE and APN when congestion control is active for an APN. The MME may immediately reject any subsequent request from the UE targeting to the APN before the stored Session Management back-off time is expired. If the MME stores the Session Management back-off time per UE and APN and the MME decides to send a Session Management Request message to a UE connected to the congested APN (e.g. due to decreased congestion situation), the MME shall clear the Session Management back-off time prior to sending any Session Management Request message to the UE.

NOTE:
The above functionality is to diminish the performance advantage for UEs that do not support the NAS level back-off timer (e.g. pre-Rel‑10 UEs) compared to UEs that do support it.

Upon reception of the Session Management back-off timer in the EPS Session Management reject message, the UE shall take the following actions until the timer expires:

-
If APN is provided in the rejected EPS Session Management Request message, the UE shall not initiate any Session Management procedures for the congested APN. The UE may inititate Session Management procedures for other APNs.

-
If APN is not provided in the rejected EPS Session Management Request message, the UE shall not initiate any Session Management requests without APN. The UE may initiate Session Management procedures for specific APN.

-
Cell/TA/PLMN/RAT change do not stop the Session Management back-off timer.

-
The UE is allowed to initiate the Session Management procedures for Service Users, emergency services and mobile terminated services even when the Session Management back-off timer is running.

-
If the UE receives a network initiated EPS Session Management Request message for the congested APN while the Session Management back-off timer is running, the UE shall stop the Session Management back-off timer associated with this APN and respond to the MME.

The UE is allowed to initiate PDN disconnection procedure (e.g. sending PDN Disconnection Request) when the EPS Session Management back off timer is running.

The UE shall support a separate Session Management back-off timer for every APN that the UE may activate.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the MME should select the Session Management back-off timer value so that deferred requests are not synchronized.

The APN based Session Management congestion control is applicable to the NAS ESM signalling initiated from the UE in the control plane. The Session Management congestion control does not prevent the UE to send and receive data or initiate Service Request procedures for activating user plane bearers towards the APN(s) that are under ESM congestion control.

------------------------------------------------- Next change -------------------------------------

4.3.7.4.2.3
APN based Mobility Management congestion control

The MME may perform the APN based congestion control for UEs with a particular subscribed APN by rejecting Attach procedures with a Mobility Management back-off timer. Based on regional/national requirements and network operator policy, the MME shall exempt Attach procedures initiated by UEs with high priority access from rejection, up to the point where such exemption would cause network instability.
When congestion control is active for UEs with a particular subscribed APN, a Mobility Management back-off timer may be sent by the MME to UE.

If MME maintains the UE context, the MME may store the back-off time per UE and reject any subsequent request from the UE before the stored back-off time is expired.

NOTE 1:
The above functionality is to diminish the performance advantage for UEs that do not support the NAS level back-off timer (e.g. pre-Rel‑10 UEs) compared to UEs that do support it.

After rejecting Attach Requests, the MME should keep the Subscriber Data for some time. This allows for rejection of subsequent requests without HSS signalling when the congestion situation resulting from UEs with a particular subscribed APN persists.

NOTE 2:
Prior to the reject of attach messages of a UE by the MME, Subscriber Data for a UE may be present at the MME because it was not deleted after the UE's detach. In this case when APN based congestion control is active for a particular APN in the MME, the first reject of an attach message by the MME for this UE, may be done without HSS signaling as well.

While the Mobility Management back-off timer is running, the UE shall not initiate any NAS request for Mobility Management procedures. However, the UE is allowed to initiate the Mobility Management procedures for Service Users and emergency services even when the Mobility Management back-off timer is running.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the MME should select the Mobility Management back-off timer value so that deferred requests are not synchronized.

NOTE 3:
When receiving the Mobility Management back-off timer the UE behaviour is not APN specific.

------------------------------------------------- Next change -------------------------------------

4.3.7.4.2.4
General NAS level Mobility Management congestion control

Under general overload conditions the MME may reject Mobility Management signalling requests from UEs. Based on regional/national requirements and network operator policy, the MME shall exempt Mobility Management signalling requests initiated by UEs with high priority access from rejection, up to the point where such exemption would cause network instability.  When a NAS request is rejected, a Mobility Management back-off timer may be sent by the MME and MME may store the back-off time per UE if MME maintains the UE context. While the Mobility Management back-off timer is running, the UE shall not initiate any NAS request for Mobility Management procedures except for Service Users, emergency services and mobile terminated services. If the UE receives a paging request from the MME while the Mobility Management back off timer is running, the UE shall stop the Mobility Management back-off timer and initiate the Service Request procedure.

The Mobility Management back-off timer shall not impact Cell/RAT and PLMN change. Cell/RAT and TA change do not stop the Mobility Management back-off timer. The Mobility Management back-off timer shall not be a trigger for PLMN reselection. The back-off timer is stopped as defined in TS 24.301 [46] when a new PLMN that is not an equivalent PLMN is accessed.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the MME should select the Mobility Management back-off timer value so that the deferred requests are not synchronized.

The MME should not reject Tracking Area Update procedures that are performed in connected mode, i.e. when performed as part of a handover.

For idle mode inter CN node mobility, the MME may reject Tracking Area Update procedures and include a Mobility Management back off timer value in the Tracking Area Reject message.

If the MME rejects Tracking Area Update request or Service request with a Mobility Management back-off timer which is larger than the sum of the UE's periodic TAU timer plus the Implicit Detach timer, the MME should adjust the mobile reachable timer and/or Implicit Detach timer such that the MME does not implicitly detach the UE while the Mobility Management back-off timer is running.

NOTE:
This is to minimize unneeded signalling after the Mobility Management back-off timer expires.

-------------------------------------------- End of changes ---------------------------------------
�PAGE \# "'Page: '#'�'"  �� �HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip"�Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the �HYPERLINK "http://www.3gpp.org/About/WP.htm"�3GPP Working Procedures�.





