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Abstract of the contribution: Analyses the interaction between device triggering and Extended Wait Timer (EWT) in RAN based on the priority levels.
1. Introduction
In rel.11 the feature of device triggering is going to be standardised. This feature is expected to “at least” be based on SMS format (T4 trigger) and use the existing mechanisms to deliver the SMS to the UE. It has been already concluded in the TR 23.888 that the UEs should be able to discriminate an MT-SMS carrying device triggering information from any other type of SMS.
We expect that operators would like depending on the charging and service delivery models that will prevail to differentiate the device trigger delivery from normal SMS, in order to either provide some added value for device trigger SMS message compared to other “plain SMS” messages or to de-prioritise device triggering compared to normal SMS. In certain use cases for example we may also then consider that the device could receive priority triggers. 
In this respect we believe that the following problem requires some consideration.
2. Problem statement

We investigated whether Extended Wait Timer (EWT) can be applied by RAN in the RRC connection that is the result of paging due to device triggering. It is already defined that the low priority indicator (delayTolerant RRC est. cause) is not applicable to RRC connection when responding to paging.
In the San Francisco Joint Meeting between RAN2, CT1 and SA2 regarding the applicability of EWT when the establishment cause is NOT delayTolerant, the following was agreed:
· NOT to restrict the network behaviour and NOT to modify the UE AS behaviour -> No changes to RAN specs
· to address this issue by clarifying the UE NAS behaviour, e.g. indicate that if EWT is received by NAS when the RRC establishment cause was not set to Delay tolerant, this is discarded/not applied -> change needed to CT1 specs
If this behaviour persists (i.e. no defined network behaviour) then we may have the problem described in Figure 1. This includes the T4 triggering flow, but the T5 flow presents very similar behaviour:
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Figure 1: T4 triggering, E-UTRAN/UTRAN applies EWT to the RRC connection responding to paging
The MTC Server sends device trigger that results in the SMSC sending SMS to trigger the device. As it is already defined in TS 24.301 the UE will set the RRC Est. Cause to “mt-access”, PS or CS depending on whether it is received over PS, CS and which RAT. Nevertheless the E-UTRAN/RAN (based on the Joint meeting decisions) may still reject the RRC connection with Extended Wait Timer (EWT). 
If EWT is greater than the paging retransmission timer and/or the MTC Server trigger retransmission timer this could result in retransmission of the paging request or in worst case retransmission of the whole device trigger procedure by the MTC Server. Depending on which comes first and the volume of MTC devices that will be triggered this behaviour can cause congestion in various levels in the network.

3. Solutions proposed

Solution 1
In this solution the SMSC may choose to include a priority indicator in the Forward SM and the MSC/MME/SGSN in the Paging request:
- MTC Server sends device trigger to the SMSC

- SMSC identifies the SMS as “device trigger” and includes priority indicator in the Forward SM e.g. ARP
- MSC/SGSN/MME may choose to include priority indicator in the paging request based on the indicator received and operator policy
- E-UTRAN/UTRAN may page the UE with priority

- UE to include RRC establishment cause highPriorityAccess instead of mt-access (for E-UTRAN) and "Originating High Priority Signalling" for UMTS
Solution 2
In this solution special indicators for device trigger can be added in paging request and RRC est. cause:
- MTC Server sends device trigger to the SMSC

- SMSC identifies the SMS as “device trigger” and includes paging indicator in the Forward SM 

- MSC/SGSN/MME includes special triggering indicator in the paging request based 

- E-UTRAN/UTRAN pages the UE indicating device triggering (new type)
- UE includes new establishment cause special for response to paging due to device triggering (new cause)
- E-UTRAN/UTRAN to be defined NOT to apply EWT to this new establishment cause 

3. Conclusions 

Given that solution 2 presents significant changes to RAN therefore it is proposed to move forward with solution 1.
It is proposed to include the following text in TS 23.682.

>>First change<<

4.4.5
SGSN/MME/MSC

SGSN and MME specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· SGSN terminates the T5a reference point;

· MME terminates the T5b reference point;

· MSC terminates the T5c reference point;

· receives device trigger from MTC-IWF;

· encapsulates device trigger information in NAS message sent to the UE used for MTC;
· if priority indication is contained in the device trigger received from MTC-IWF the MME/SGSN/MSC shall page the UE with priority
>>Next change<<

4.4.X
UE
UE specific functionality to support device triggering:

· should be able to discriminate an MT-SMS carrying device triggering information from any other type of SMS;
· if priority is contained in the paging the UE includes high priority RRC establishment cause to establish RRC connection to receive the trigger message;
>>Next change<<

A.2
Triggering with T5
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Figure A.2-1: T5 Device Trigger Delivery Flow

1.
The MTC server needs to trigger the device. If the MTC server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, validity period, priority, MTC Server ID, etc., and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC server is authorised to submit trigger requests and that the MTC server has not exceeded its quota or rate of trigger submission. If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF interrogates the HSS to retrieve the IMSI and the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also be cached, which of the CN nodes performed the last successful trigger message delivery.

4.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Forward Message (IMSI, Trigger-Message, priority, validity period, etc.) to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

5.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails. If priority indication was contained in step 4 the MME/SGSN/MSC shall page the UE with priority. If priority is contained in the paging the UE includes high priority RRC establishment cause to establish RRC connection to receive the trigger message.
6.
The serving CN node sends a Delivery Report (cause) to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 

7.
If the trigger was delivered or if all registered CN nodes are T5 capable and all the delivery attempts failed and the trigger request (Validity period) was requesting one delivery attempt only the MTC-IWF sends a Delivery Report (cause) to the MTC server. Cause indicates that the trigger request was accepted, and was delivered or delivery failed, respectively. When the Delivery Report is sent the MTC-IWF generates the necessary CDR information including the MTC Server identity.

8.
If further delivery attempts are possible the MTC-IWF selects a suitable SMS-SC and initiates the T4 delivery procedure by submitting a request to an SMS-SC to transfer the Trigger-SMS to the UE. With that request the MTC-IWF may inform the SMS-SC about unsuccessful delivery attempts so that the SMS-SC can either request CN node(s) that were not yet requested to deliver or directly requests the HSS to set the SMS Message Waiting Flag if all CN nodes were already requested to deliver the SMS.

9. If not already available, the UE  activates a PDP/PDN connection with the GGSN/P-GW. 

Editor’s Note: Further procedures to register the IP address and the related identifier in the network are FFS.

Editor’s note: Whether the UE always activates a PDP/PDN connection is FFS.
A.3
Triggering without T5

A.3.1
Successful immediate triggering

[image: image3.emf] 

1. Query DNS  

UE  

MSC   MME   SGSN   PGW   GGSN  

HSS  

MTC   Server  

DNS  

  12 . Forward Message  

  13 . Transfer M essage  

  14 . Delivery Report  

SMS - SC  

MTC   IWF  

2. MTC Trigger Submit Req  

  8 . Submit SMS  

  9 . Submit Confirm  

  4 . SRI for SM   (external ID )  

  15 .  Msg .   Delivery Report  

16 .  M TC   Trigger  Delivery  Report  

3. Auth. &  load ctrl.  

11 . CDR  generation  

7 . T5 delivery  attempt(s)  

17 . PDP/PDN connection activation and update of External ID and IMSI to IP address mapping  

10. MTC  Trigger  Submit  Confirm  

5. Auth.  

  6. RI for SM  


Figure A.3.1-1: Successful Immediate Device Trigger Delivery Flow

1.
The MTC Server needs to trigger the device. If the MTC Server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a MTC Device Trigger Request (External Identifier, Trigger Reference Number, validity period, priority, the IP address and port of MTC Server, and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: this step needs to be aligned with the equivalent step in the T5 procedure.

3.
The MTC-IWF checks that the MTC-Server is authorised to submit trigger requests and that the MTC-Server has not exceeded its quota or rate of trigger submission. 

4.
The MTC-IWF sends a [modified from Rel 10] SRI for SM (External ID, MTC Server ID) message to the HSS.

5.
The HSS checks that this MTC Server is permitted to send Trigger Requests to this UE.

Editor’s note: it is FFS if there are alternative solutions for this authorisation.

6.
The HSS returns the Routing Information (MSC address and/or SGSN address and/or MME address) and IMSI. HSS policy (possibly dependent on the VPLMN ID) may influence which address(es) are returned.

7.
The MTC-IWF may attempt direct delivery of the Device Trigger using the T5 procedures (see subclause A.2).

8.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF submits the Device Trigger Request (External Identifier; IMSI; MTC Server ID; Trigger Reference Number; information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed ) to the SMS-SC.

9, 10.
The SMS-SC confirms to the MTC Server that the Device Trigger Request has been stored in the SMS-SC. 

11, 12, 13, 14.
The SMS is delivered to the UE. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC generates the necessary CDR information including the MTC Server ID. If priority indication was contained the MME/SGSN/MSC shall page the UE with priority. If priority is contained in the paging the UE includes high priority RRC establishment cause to establish RRC connection to receive the trigger message.


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 8.

15.
The SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the ID of the MTC Server that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.

16.
The MTC-IWF sends the MTC Delivery Report to the MTC-Server. The MTC-Server records the success.

17a. If not already open for the triggered APN, the UE opens a PDP/PDN connection with the GGSN/P-GW for the triggered APN. 

17b.The GGSN/P-GW causes the HPLMN’s mapping tables of External Identifier and IMSI to IP address(es) to be updated.


Editor’s note: the details of this step need to be worked out, e.g. how does the PGW/GGSN obtain the address of the MTC-IWF?


Editor’s note: step17a/b needs to be aligned with the equivalent step in the T5 procedure.
>>End of changes<<
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