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Abstract of the contribution: This contribution provides some considerations regarding device trigger information to be sent over Tsp/T5/T4 interface and how to process this info in the relevant network nodes.
Discussion

In Berlin SA2 drafting meeting, the information elements consisting the trigger messages over the different reference points have been discussed and some initial agreements had been reached. This contribution discusses the proposed trigger content over Tsp/T4/T5 interface and provides suggestions how to process the trigger content in relevant network nodes.
There have been some proposals in SA2#88 that in certain cases MTC-IWF selects the trigger delivery mechanism, performs identifier mapping and protocol translation if necessary, e.g. to reformat the trigger request to match the selected trigger delivery method, and routes the request towards the relevant network entity. 

1. Trigger Content over Tsp:
External Identifier 
Processing in MTC-IWF: External Identifier indicates the UE used for MTC that is required to be triggered, and MTC –IWF will interrogate the appropriate HSS to:

-  map the external identifier to IMSI of the associated UE;
-  retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC address);
Trigger reference number 
This is to co-relate the trigger request with trigger response
Trigger Message Priority
Processing in MTC-IWF: During an overload situation, the MTC-IWF should use this indication attempting to maintain support for triggering UEs with high priority;

Validity period/Single deliver attempt flag
Processing in MTC-IWF: The validity period indicates how long the MTC-IWF should store the trigger request that cannot be delivered to the UE, e.g. when the UE is not reachable or when load control prevents immediate delivery; and indicates whether only a single delivery attempt is requested.
[TBD] Message waiting flag override 
Used to override message waiting flag in case of Tsp based trigger

Editor’s note: This is FFS if the above 2 parameters (Trigger Message Priority and Message waiting flag override) can be combined.

MTC Server ID (format TBD)
Processing in MTC-IWF: MTC-IWF will use this parameter to authenticate the MTC Server and authorize trigger requests from an MTC Server; MTC-IWF generates the necessary CDR information including the MTC Server ID;
[TBD] MTC Server/Application domain name (format TBD)

This is needed for MTC-IWF to deliver the trigger response/report back to MTC server. 

NOTE: Domain name should be resolvable through DNS
Editor’s note: This is FFS if the above 2 parameters (MTC Server ID and MTC server/application domain name) can be combined. MTC-IWF needs this identifier for authentication, charging and delivery of trigger response/report back to MTC Server.

Application-PDU (i.e. application information container of limited size)
Note: The Application-PDU is transparent for 3GPP network nodes and only can be read by target MTC device. The Application ID may be contained in the Application-PDU.
Processing in MTC-IWF: The MTC-IWF will transparently deliver this Application-PDU to next network node in trigger flow.
2. Trigger Content over T5

IMSI
Processing in MME/SGSN/MSC: IMSI is used to indicate the UE used for MTC that is required to be triggered.

Trigger reference number 
This is to co-relate the trigger request with trigger response
Trigger Message Priority
Processing in MME/SGSN/MSC: During an overload situation, the MME/SGSN/MSC should use this indication attempting to maintain support for triggering UEs with high priority;
Single delivery attempt flag
Tells MME/SGSN/MSC not to set message waiting flag in case trigger in not immediately delivered
Note: If the Validity Period received by MTC-IWF indicates it is a single delivery attempt, the MTC-IWF includes this IE into the trigger message to the SGSN/MME/MSC.

APN – (FFS – It depends on whether Model A vs. Model B triggering mechanism will be standardised)

APN may also be needed if APN based load control is performed for the MME/SGSN/MSC to decide if trigger to UE can be delivered during overload situation based on the “load information” that applies to the different APNs. 
Optionally Application-PDU (i.e. application information container of limited size)
Processing in MME/SGSN/MSC: The MME/SGSN/MSC will transparently deliver this Application-PDU to target MTC device(s).
3. Trigger Content over T4

External Identifier
Processing in SMS-SC: In case several External Identifiers mapping to one IMSI, SMS-SC will use them to identify the corresponding External Identifiers in the delivery report and retrieve the serving CN node address from HSS.
IMSI
Processing in SMS-SC: IMSI is used to indicate the UE used for MTC that is required to be triggered.

Trigger reference number
Processing in SMS-SC: The trigger reference number is used to detect duplicated requests, and SMS-SC will encapsulate it into SM as reference number.

Trigger Message Priority
Processing in SMS-SC: During an overload situation, the SMS-SC should use this indication attempting to maintain support for triggering Ues with high priority;

[TBD] Message waiting flag override 
Used to override message waiting flag in case of T4 based trigger

Editor’s note: This is FFS if the above 2 parameters (Trigger Message Priority and Message waiting flag override) can be combined.

Validity period
Processing in SMS-SC: The VP indicates the time period for which the short message is valid, i.e. for how long the SMS-SC shall guarantee its existence in the SC memory before delivery to the recipient has been carried out.
MTC Server ID (format TBD)
Processing in SMS-SC: SMS-SC generates the necessary CDR information including the MTC Server ID; 

[TBD] MTC Server/Application domain name (format TBD)

This is needed to deliver the trigger response back to MTC server 

NOTE: Domain name should be resolvable through DNS

Editor’s note: This is FFS if the above 2 parameters (MTC Server ID and MTC server/application domain name) can be combined.

Visited Node Address(es) 
Processing in SMS-SC: SMS-SC will use this parameter to build the reply path for SM.

List of visited nodes to which T5 procedures have failed
The MTC-IWF may inform the SMS-SC about unsuccessful delivery attempts so that the SMS-SC can either request CN node(s) that were not yet requested to deliver or directly requests the HSS to set the SMS Message Waiting Flag if all CN nodes were already requested to deliver the SMS.
Optionally Application-PDU (i.e. application information container of limited size)
Processing in SMS-SC: SMS-SC will transparently deliver this Application-PDU to target MTC device(s).
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Table1 – Trigger information over Tsp/T4/T5
Proposal

This P-CR proposes to make the following changes to TS23.682 v0.1.0.
* * * First Change * * * *
5.3
Information Storage
 This clause describes the context information that is stored in the different nodes for MTC device trigger procedure.

5.3.1  Trigger Information in MTC-IWF

Table 5.3.1-1: MTC-IWF trigger information

	Field
	Description

	External Identifier
	Identifies the UE used for MTC that is required to be triggered.

	Trigger reference number
	This is to co-relate the trigger request with trigger response.

	Trigger Message Priority
	Indicates the priority of the triggering

	Message Waiting Flag Override
	It is used to override message waiting flag in case of T4 triggering

	Validity period/Single deliver attempt flag
	Indicates for how long the MTC-IWF should store the trigger request that cannot be delivered to the UE.

	MTC Server ID
	It is used to authenticate the MTC Server and authorize trigger requests from an MTC Server.

	MTC Server Application Domain name
	This is needed to deliver the trigger response back to MTC server

	Application-PDU
	Contains information related to the application, the MTC-IWF will transparently deliver this PDU to next network node in trigger flow.


Note: The information of Application-PDU is transparent for 3GPP network nodes and only can be read by target MTC device.

Editor’s note: It is FFS if the “Trigger Message Priority” and “Message Waiting Flag Override” can be combined.

Editor’s note: It is FFS if the “MTC Server ID” and “MTC Server Application Domain name” can be combined.
5.3.2  Trigger Information in MME/SGSN/MSC (Triggering with T5 )

Table 5.3.2-1: MME/SGSN/MSC trigger information

	Field
	Description

	APN (FFS)
	Indicates the APN in which the UE would need to establish PDP Context/PDN Connection as the result of triggering.

	Trigger reference number
	This is to co-relate the trigger request with trigger response.

	Trigger Message Priority
	Indicates the priority of the triggering

	Single deliver attempt flag
	Tells MME/SGSN/MSC not to set message waiting flag in case trigger in not immediately delivered.

	IMSI
	IMSI is used to indicate the UE used for MTC that is required to be triggered.

	Application-PDU
	Contains information related to the application, the MTC-IWF will transparently deliver this PDU to next network node in trigger flow.


Note: The information of Application-PDU is transparent for 3GPP network nodes and only can be read by target MTC device.
Editor’s note: Depends on whether triggering model A or B will be standardised. APN may also be needed if APN based load control is performed for the MME/SGSN/MSC to decide if trigger to UE can be delivered during overload situation based on the “load information” that applies to the different APNs.
5.3.3  Trigger Information in SMS-SC (Triggering with T4)

Table 5.3.3-1: SMS-SC trigger information

	Field
	Description

	External Identifier
	In case several External Identifiers mapping to one IMSI, it is used to identify the corresponding External Identifiers in the delivery report.

	IMSI
	It is used to indicate the UE used for MTC that is required to be triggered.

	Trigger reference number
	This is to co-relate the trigger request with trigger response.

	Trigger Message Priority
	Indicates the priority of the triggering

	Message Waiting Flag Override
	It is used to override message waiting flag in case of T4 triggering

	Validity Period
	Indicates for how long the SMS-SC should store the trigger request that cannot be delivered to the UE.

	MTC Server ID
	It is used to authenticate the MTC Server and authorize trigger requests from an MTC Server.

	MTC Server Application Domain name
	This is needed to deliver the trigger response back to MTC server

	Visited Node Address(es)
	SMS-SC will use this parameter to build the reply path for SM.

	List of visited nodes to which T5 procedures have failed
	Indicates the CN nodes were already requested to unsuccessfully deliver trigger info.

	Application-PDU
	The MTC-IWF will transparently deliver this PDU to next network node in trigger flow.


Note: The information of Application-PDU is transparent for 3GPP network nodes and only can be read by target MTC device.

Editor’s note: It is FFS if the “Trigger Message Priority” and “Message Waiting Flag Override” can be combined.
Editor’s note: It is FFS if the “MTC Server ID” and “MTC Server Application Domain name” can be combined.
* * * End of changes * * * *
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