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Abstract of the contribution: This contribution defines the event triggers over the Gxd interface in BB3 TR 23.839.
Discussion

The Event Triggers to be listed in the contribution are based on the section 6.1.4 in TS 23.203. However, some event triggers defined in 23.203 are not suitable to the Gxd interface, hence, we need to decide on if some of them would be be applied or not.  The following explains the rationales the recommendations from ZTE on some of those event attributes: 
· PLMN change: it is applied to the PCEF/PDN GW. It’s not included in this contribution.

· QoS change: this is only applied to the GPRS. It’s not included in this contribution.

· QoS change exceeding authorization: this is only applied to the GPRS. It’s not included in this contribution.
· Traffic mapping information change: this is only applied to the GPRS. It’s not included in this contribution.

· Resource modification request: it’s used for the BNG to report resource modification to the PCRF. It’s included in this contribution.

· Routing information change: this is only applied when IFOM is used. It’s not included in this contribution.

· Change in type of IP‑CAN: it is applied to the PCEF/PDN GW. It’s not included in this contribution.

· Loss/recovery of transmission resources: it’s used for the BNG to report resource situation in traffic to the PCRF. It’s included in this contribution.

· Location change: it’s defined for using in E/UTRAN. It’s not included in this contribution.

· Out of credit: whether PCC-based charging is used in BNG is FFS. Therefore, this event trigger whether to be applied in Gxd is TBD.

· Enforced PCC/ADC rule request: charging at BNG is FFS, this event trigger is modified to Enforced QoS rule request and included in this contribution.

· UE IP address change: the UE local IP address may be changed, therefore, this event trigger is applied to the Gxd interface.
· Access Network Charging Correlation Information: this is applied for charging. It’s not included in this contribution.

· Usage report: whether usage monitoring control is used in BNG is FFS. Therefore, this event trigger whether to be applied in Gxd is TBD.

· Start/Stop of application traffic detection: this event trigger is applied to the TDF. It’s not included in this contribution.
Proposal
7
Building Block III
Editor's Note:
This clause will contain the material related to Building Block III.
7.x
Event Triggers

The Event Reporting Function (ERF) performs event trigger detection. When an event matching the event trigger occurs, the ERF shall report the occurred event to the PCRF. The Event Reporting Function is located at the BNG/BRAS.

The event triggers define the conditions when the ERF shall interact again with PCRF after an IP‑CAN session establishment. The event triggers that are required in procedures shall be unconditionally reported from the ERF, while the PCRF may subscribe to the remaining events. Whether an event trigger requires a subscription by the PCRF is indicated in column 4 in table7.x below.
The PCRF subscribes to new event triggers or remove armed event triggers unsolicited at any time or upon receiving event report or rule request from the ERF (BNG/BRAS) using the Provision of QoS Rules. If the provided event triggers are associated with certain parameter values then the ERF shall include those values in the response back to the PCRF. Event triggers are associated with all rules at the ERF of an IP‑CAN session (ERF is located at BNG/BRAS). Event triggers determine when the ERF shall signal to the PCRF. It shall be possible for the ERF to react on the event triggers listed in table 7.x.
Table 7.x: Event triggers

	Event trigger
	Description
	Reported from
	Condition for reporting

	Resource modification request
	A request for resource modification has been received by the PCEF (note 1).
	ERF
	Always set

	Loss/recovery of transmission resources
	The IP‑CAN transmission resources are no longer usable/again usable.
	ERF,
	PCRF

	Out of credit
(see note 2)
	Credit is no longer available.
	ERF
	PCRF

	Enforced QoS rule request
	ERF is performing a QoS rules request as instructed by the PCRF (note 2).
	ERF
	PCRF

	UE IP address change 
	A UE IP address has been allocated/released
	ERF
	Always set

	Usage report

(see note 3)

	The IP-CAN session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	ERF
	PCRF

	NOTE 1:  The ERF generates the request because an event occurred that may affect resources requirements and require re-authorization of QoS rules.

NOTE2:   Charging in BB3 is FFS, so corresponding event trigger is to be decision.
NOTE3:
Usage is defined as volume of user plane traffic, whether it is applied in BB3 is FFS.

.


The Resource modification request event trigger shall trigger the PCRF interaction for all resource modification requests received by ERF. The resource modification request received by ERF may include request for guaranteed bit rate changes for a traffic aggregate and/or the association/disassociation of the traffic aggregate with a QCI and/or a modification of the traffic aggregate.
The loss/recovery of transmission resources event trigger shall trigger an ERF interaction with the PCRF in case the transmission resource in ERF is loss or recovery.

The out of credit event trigger shall trigger an ERF interaction with the PCRF in case the PCC rules for which credit is no longer available.

The enforced QoS rule request event trigger shall trigger an ERF interaction to request QoS rules from the PCRF for an established IP‑CAN session. This ERF interaction shall take place within the Revalidation time limit set by the PCRF in the IP‑CAN session related policy information 

The UE IP address change event trigger applies to the ERF only and shall trigger an ERF interaction with the PCRF in case a UE IPv4 address is allocated or released during the lifetime of the IP‑CAN session.

If the Usage report event trigger is set, then the PCRF shall also provide applicable usage thresholds for the Monitoring key(s) that are subject to usage monitoring in the ERF. If the Usage report event trigger is set and the volume thresholds, earlier provided by the PCRF, are reached, the ERF shall report this event to the PCRF.
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