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Abstract of the contribution: The interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified. This contribution lists potential cases to clarify such relationship and based on this, it is proposed to delete the editor’s note in TR 23.839.
Discussion
According to TR23.839, the fixed access session includes sessions for RG (Router mode) and other fixed devices connected to the fixed broadband access network via the RG. Upon the RG or the fixed device activation, the RG or the fixed device will be authenticated by BBF AAA, and as part of the procedure, the BBF AAA may provide the Default QoS for the fixed access session to BNG (see clause 7.4.2 of TR23.839).
Considering the potential interactions between the Default QoS for fixed access session and the dynamic QoS for 3GPP UE, there are the two following cases:
Case 1: The Default QoS for fixed devices connecting to a RG is modified when the dynamic QoS is requested for the UE connected via the same RG. This applies to both router and bridge mode RG.
Case 2: The Default QoS for a RG is modified when the dynamic QoS is requested for the UE connecting to  the RG. This applies to router mode RG only.

Case 1: Interaction between 3GPP UE and Fixed device connecting to  the same RG
When a Fixed device accesses to the network and initiates authentication procedure, the BRAS/BNG participates in the authentication flow between the Fixed device and BBF AAA. After successful authentication, the fixed access session per Fixed device is setup. The BBF AAA may provide Default QoS for the fixed access session to the BNG. The BNG in turn initiates a policy session for the Fixed device (i.e. fixed access session) and forwards this Default QoS to the PCRF.

When a 3GPP UE accesses to the network and 3GPP based access authentication is supported, the BRAS/BNG receives the authentication request from the 3GPP UE and forwards it to the BBF AAA. The BBF AAA will proxy the request message from the BRAS/BNG to the 3GPP AAA which is responsible for authenticating the 3GPP UE. After successful authentication, Default QoS parameters (such as QCI, ARP) for the 3GPP UE will be provided to the BNG/BRAS. As specified in TS 29.273, if the BBF network acts as trusted access network, the UE-AMBR will also be provided by the 3GPP AAA to the BBF AAA and then passed on to the BNG/BRAS. 
However, if the BBF network acts as untrusted access network, UE-AMBR will not be provided to the BNG/BRAS. 
One should also be able to observe that, the authentication procedure for the 3GPP UE or the EPC tunnel establishment will trigger the establishment of a new policy session (IP-CAN Session) for the offloaded traffic which is different than the policy session for the Fixed devices.
In summary for Case 1 scenario, the fixed access session is per fixed device. If both Fixed devices and 3GPP UEs access to the network via the same RG, separate policy sessions would be established for these two types of devices, respectively. 
Since a fixed device has its own subscription from the fixed access network than the 3GPP UE which has a subscription form the 3GPP network, and there is no interaction between the two subscriptions in current BBAI working scope, it is reasonable to conclude that there is also no interaction between these two types of QoS policies for the 3GPP UE and for the fixed device connecting to the same RG. Thus, when a 3GPP UE requests dynamic QoS, the QoS (both default and dynamic) of existing session of the fixed device could not be affected, and vice versa. 

Conclusion 1: There is no support of policy interaction between the default QoS for fixed devices connecting to a RG which also supports the dynamic QoS for a connecting 3GPP UE.
Case 2: Interaction between 3GPP UE and RG
For a bridge mode RG, there will be no default QoS allocated for the RG. Hence, the bridge mode RG is excluded from this analysis. The following discussion is focusing on the router mode RG.

For a router mode RG, upon the RG activation, it is authenticated to the BBF AAA. As part of this, the BBF AAA may provide Default QoS for the RG to the BRAS/BNG. The BRAS/BNG in turn initiates a policy session and provides the default QoS to the PCRF. 

When a 3GPP UE attaches via the RG, for offloaded traffic, a separate IP-CAN session will be established for the UE, and for the EPC routed traffic, IP-CAN sessions will be established for each PDN connection. Different PCRFs may be selected for the IP-CAN session for the 3GPP UE and for the RG.
Upon receiving the trigger from AF or from TDF, a dynamic QoS may be requested for the 3GPP UE. Depending on fixed operator’s configuration, there are two possibilities for interaction between the Default QoS assigned to the RG and the dynamic QoS requested for the 3GPP UE:
1) The BNG/BRAS will assign new resources to the dynamic QoS request for the 3GPP UE. The new assignment will not interfere the default QoS assigned to the fixed access session of the RG. The Default QoS assigned to the RG (i.e. fixed access session) is only applied to the fixed devices under the RG.
In this case, the default QoS for the fixed access session doesn’t apply to the traffic of the 3GPP UE.  There is no QoS policy interaction between the Default QoS for fixed session and the dynamic QoS for a 3GPP UE.
2) The BNG/BRAS will not assign new resource to the dynamic QoS request for the 3GPP UE, instead, resources will be allocated from the RG’s default bandwidth. Thus, the traffic from both the 3GPP UE and other fixed devices connected via the same RG will be assigned with the default QoS of the RG.
In this case, the fixed access session is per RG, and the default QoS for the fixed access session is shared by 3GPP UEs and Fixed devices connecting to the same RG.
Conclusion 2: Depending on the converged operator’s policy and configuration, the Default QoS for the RG may be shared by both fixed devices and 3GPP UE, or the Default QoS for the RG is independent of the QoS policy of the 3GPP UE.
Conclusion

Through the above analysis, the interaction between default QoS for the fixed access session and dynamic QoS for the 3GPP UE depends on the converged network operator’s policy and configuration. Therefore, it’s proposed to delete the editor’s note in section 7.1 and add a new note into section 7.4.2 from TR23.839.
Proposal
It is proposed to update TS 23.139 as shown below:
******** 1st change ********

7.1
Scenarios

Within Rel-11, the following scenarios will be considered:

-
WLAN S2b: UE connects to WLAN/BBF with traffic routed to ePDG/PDN GW

-
WLAN S2c: UE connects to WLAN/BBF with traffic routed to PDN GW via s2c

-
WLAN S2c (untrusted): UE connects to WLAN/BBF with traffic routed to PDN GW via ePDG and S2c

-
NS-WLAN Offload: UE connects to WLAN/BBF with traffic routed directly from BNG

-
Femto 3GPP routed: H(e)NB connected to BBF with traffic routed to PDN GW
Rel-11 will cover QoS rule provisioning from the PCRF to the BNG for:

-
Default QoS for fixed access session

-
Dynamic QoS for 3GPP UE connected to a fixed access
-
Dynamic QoS for fixed access session
In this release dynamic QoS for fixed access session is considered only for session associated with an IP Address, layer 2 based sessions, i.e. session identified by layer 2 identity, e.g. VLAN Tag, are not considered in this 3GPP Release.
Editor’s note:  Support of 3GPP based charging for the fixed access session is FFS.

Editor’s Note: The target of the work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.

Editor’s Note: 3GPP will study and define the set of parameters sent by PCRF to the BNG for the provision of default QoS and dynamic QoS for the fixed access session. Such parameters will be anyway checked with BBF. 
******** Start of 2nd change ********

7.4.2
Provisioning Default QoS for fixed access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG. 

NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.
NOTE 2:
The IP address for the fixed access session to the RG or to fixed device is assigned in case of successful authentication. 

Editor’s note: Accounting procedure is not considered in above step and left FFS. 
2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3)
The PCRF sends Default QoS to the BNG.

NOTE 3:
The PCRF may override the QoS received from the BNG / BBF AAA.
NOTE 4:
Default QoS for the fixed access session may be independent from the QoS policy assigned to the 3GPP UE or may be shared by 3GPP UEs and fixed devices connecting to the same RG. The interaction between Default QoS for fixed access session and QoS assigned to the 3GPP UE is dependent on the fix operator’s configuration.
Editor’s note: The definition of parameters included in Default QoS for fixed access session is FFS. Such parameters will be checked with BBF 

******** End of changes ********
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