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Discussion
This document proposes to update the parts of Scope, definitions and reference architecture to TS 23.139 for BB2 as listed below:

A. Section 1: Align the scope in clause 1 with the WID
B. Section 3.2: Add definitions on EPC-routed and NS-WLAN offload from the TR

C. Section 4.2: 
C.1. Add new headings for the existing material in 4.2

C.2. New clause: “4.2.4 Architecture for traffic offloaded in the fixed broadband network”. Include the architectures from the TR. In this section, the text copied from the TR is marked as yellow-highlight, and some editorial modification is marked as “Track changes”.

C. Section 4.3: the “BBF home network” is changed into “Customer Premise Network” which is aligned with the WLAN architecture.

Proposal

This document is to update the TS 23.139 as below.
******** 1st change ********

1
Scope

This document specifies the Stage 2 system description for the interworking between a 3GPP system and a Fixed Broadband Access network defined by Broadband Forum to provide the IP connectivity to a 3GPP UE using a WLAN and a H(e)NB connected to a Fixed Broadband Access network.

The specification covers the system description mobility, Policy, QoS aspects between 3GPP and a Fixed Broadband Access network as well as the respective interactions with the PCC frameworks. This document specifies the detailed extension to EPC defined in TS 23.401 [2] and TS 23.402 [3] for supporting Fixed Broadband Access Network. The extension to PCC framework are specified in 3GPP TS 23.203 [4].
Editor's note: The specification considers three different Building blocks as described in the following:

The following aspects will be covered in Building Block I:

-
Aspects on basic connectivity, host-based mobility (S2c), and network-based mobility for untrusted accesses (S2b) on top of Release 10 baseline architecture including network discovery/selection functions and IP address allocation;

-
Interworking between 3GPP and BBF architectures for authentication, including identities, on top of Release 10 baseline architecture;

-
Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios:

-
When H(e)NB is being used for EPC-routed traffic
-
When WLAN is being used for EPC-routed traffic
-
Multi-access PDN Connectivity;

-
IP Flow Mobility and seamless WLAN offload;

The following aspects will be covered in Building Block II (building on interworking functionality of Building Block I):

-
Policy and QoS interworking between 3GPP and BBF architectures based on 
the WLAN is being used for offloading 3GPP over the local wireline network (i.e. NSWO)

The following aspects will be covered in Building Block III (building on overall results of Building Block I):

-
Converged policy management and charging for the scenarios with traffic routed to EPC and offloaded by the BBF access network for operators deploying both 3GPP and BBF accesses.

NOTE: Only the NSWO will be considered in this release.




Current version of TS covers the specification for BB1 and BB II . The support of Building Block III is for further study.
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3
Definitions, and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3GPP Femto: Refers to the HNB and HeNB NEs as defined by 3GPP. The HNB GW is always required for the HNB architecture while the HeNB GW is option for the HeNB.

UE local IP address is defined as: either the public IP address assigned to the UE connected to a BBF access network via a WLAN by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this UE.

H(e)NB local IP address is defined as: either the public IP address assigned to the H(e)NB by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this H(e)NB.
Non-seamless WLAN offload (NS WLAN-offload, or NSWO) is a capability of a UE supporting routing specific IP flows over the WLAN access without traversing the EPC as defined in section 4.1.5, TS 23.402 [3]. 

EPC-routed: User plane traffic that is routed via a PDN GW in EPC as part of a PDN Connection. EPC-routed applies to non-roaming, roaming with traffic home-routed and roaming with traffic local break-out cases.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ANDSF
Access Network Discovery and Selection Function
AF
Application Function
BBF
Broadband Forum

BRAS
Broadband Remote Access Server

BNG
Broadband Network Gateway

BPCF
Broadband Policy Control Function

DSCP
Differentiated Services (Diffserv) Code Point
DSMIPv6
Dual-Stack MIPv6

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

H‑ANDSF
Home-ANDSF

MME
Mobility Management Entity
PCRF
Policy and Charging Rules Function
P‑GW
PDN Gateway

PMIP/PMIPv6
Proxy Mobile IP version 6

RG
Residential Gateway
SeGW
Security Gateway
S‑GW
Serving GW
TDF
Traffic Detection Function
V‑ANDSF
Visited-ANDSF

4
Architecture model and requirements

4.1
Architectural requirements and assumptions

The interworking architecture is based on EPC reference architecture defined in TS 23.401 [2] and TS 23.402 [3] and on BBF access network defined by BBF TR-058 [7], BBF TR-101 [8], BBF WT-134 [11], and BBF WT-203 [6].

The interworking architecture supports trusted and untrusted model for the host-based mobility (S2c) and the untrusted model for the network based mobility (S2b). The trusted/untrusted Non-3GPP access network detection is performed as defined in clause 4.1.4 of TS 23.402 [3].

The architecture supports an UE simultaneously connected to the EPC via more than one access network for the same PDN connection as defined in TS 23.261 [9].

The architecture supports an UE that is capable of routing simultaneously active PDN connections to different APNs through different access networks as defined in TS 23.401 [2] and TS 23.402 [3].

The architecture supports the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network and the scenario of two network operators one deploying the 3GPP EPC network and one deploying only the Broadband Forum Access network. Furthermore the architecture supports the roaming scenario between two PLMN operators.

The architecture supports local breakout of traffic in the EPC network whether a roaming subscriber is accessing the EPC via a 3GPP or a non-3GPP access network according to the design principles described in clause 4.1 of TS 23.401 [2].

The support of HeNB is based on reference architecture defined in TS 23.401 [2] and TS 36.300 [13], for the support of HNB in TS 23.060 [22] and TS 25.467 [12].
4.2
Architecture for Fixed Broadband Access network interworking using WLAN access

4.2.1
General

The figure 4.2.2-1, 4.2.2-2 and 4.2.2-3 show the reference architecture for the non-roaming scenario and with the traffic routed to the mobile core network. The figure 4.2.3-1, 4.2.3-2 and 4.2.3-3 show the reference architecture for the roaming scenario with the traffic routed to the home network. The figure 4.2.3-4, 4.2.3-5 and 4.2.3-6 show the reference architecture for the roaming scenario with the local breakout in Visited PLMN.
The figure 4.2.4-1and 4.2.4-2 show the reference architecture for the NSWO with AF in 3GPP operator’s network; the figure 4.2.4-3 and 4.2.4-4 show the reference architecture for the NSWO with AF (“BBF AF”) in BBF domain; the figure 4.2.4-5 and 4.2.4-6 show the reference architecture for NSWO with TDF. The non-seamless traffic is routed to an external network directly from BBF network

The following considerations apply to interfaces and reference points where they occur in figures in this clause:

-
S5 and S8 can be GTP-based or PMIP-based.

-
Gxc is used only in the case of PMIP variant of S5 or S8.

-
S9 is used between the H-PCRF and V-PCRF in roaming scenario

-
the reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.

NOTE 1:
SWu shown in Figure 4.2.2-1 , 4.2.3-1, and 4.2.3-4 also applies to architectural reference for untrusted scenario in Figures 4.2.2-3, 4.2.3-3, and 4.2.3-6 for the untrusted scenario with S2c but is not shown for simplicity.

The ANDSF is not shown in any of the following figures, but it may be used in all architectural variants, according to the principles defined in TS 23.402 [3].
4.2.2
Non-roaming architecture for EPC-routed traffic
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Figure 4.2.2-1: Non-Roaming Architecture for untrusted Fixed Broadband access network based on S2b

NOTE 2:
The reference architecture is applicable when the 3GPP and Fixed Broadband access networks belongs to the same network operator or to different network operators.
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Figure 4.2.2-2: Non-Roaming Architecture for trusted Fixed Broadband access network based on S2c

NOTE 3:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same network operator or to different network operators.

NOTE 4:
The connection between the BRAS/BNG and PDN Gateway is IP transport connection.
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Figure 4.2.2-3: Non-Roaming Architecture for untrusted Fixed Broadband access network based on S2c

NOTE 5:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same network operator or to different network operators.
4.2.3
Roaming architecture for EPC-routed traffic
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Figure 4.2.3-1: Roaming Architecture for untrusted Fixed Broadband access network based on S2b – Home routed traffic

NOTE 6:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same VPLMN network operator or to different network operators.
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Figure 4.2.3-2: Roaming Architecture for trusted Fixed Broadband access network using S2c - Home Routed
 NOTE 7:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same VPLMN network operator or to different network operators.

NOTE 8:
The connection between the BRAS/BNG and PDN Gateway is an IP transport connection.
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Figure 4.2.3-3: Roaming Architecture for untrusted Fixed Broadband access network using S2c - Home Routed
NOTE 9:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same VPLMN network operator or to different network operators.
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Figure 4.2.3-4: Roaming Architecture for untrusted Fixed Broadband access network using S2b – Local breakout in V-PLMN
NOTE 10:
The two Rx instances in Figure 4.2.3-7 apply to different application functions in the HPLMN and VPLMN.

NOTE 11:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same VPLMN network operator or to different network operators.
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Figure 4.2.3-5: Roaming Architecture for trusted Fixed Broadband access network using S2c – Local breakout in V-PLMN
NOTE 12:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same VPLMN network operator or to different network operators.

NOTE 13:
The two Rx instances in Figure 4.2.3-5 apply to different application functions in the HPLMN and VPLMN.

NOTE 14:
The connection between the BRAS/BNG and PDN Gateway is a IP transport connection.
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Figure 4.2.3-6: Roaming Architecture for untrusted Fixed Broadband access network using S2c – Local breakout in V-PLMN
NOTE 15:
The reference architecture is applicable when both 3GPP and Fixed Broadband network belongs to the same VPLMN network operator or to different network operators.

NOTE 16:
The two Rx instances in Figure 4.2.3-6 apply to different application functions in the HPLMN and VPLMN.

6.1.1 4.2.4 
Architecture for NSWO by the fixed broadband network
Figure 4.2.4-1, 4.2.4-2, 4.2.4-3,4.2.4-4, 4.2.4-5, and 4.2.4-6 shows the reference architecture for NSWO. The non-seamless traffic is routed to an external network directly from BBF network
Although this section is mainly focused for NSWO architecture scenarios, however, both the NSWOed and EPC-routed can be co-exist during the network operation.  
Architecture scenario A: AF in 3GPP operator’s network 
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Figure 4.2.4-1: NSWO for 3GPP domain supporting the AF – non-roaming scenario.
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Figure 4.2.4-2: NSWO  for 3GPP domain supporting the AF – roaming scenario.

In this architecture scenario the AF is located in the 3GPP domain. 

Architecture scenario B: AF (“BBF AF”) in BBF domain
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Figure 4.2.4-3: NSWO for 3GPP over BBF domain supporting the AF – non-roaming scenario.
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Figure 4.2.4-4: NSWO for 3GPP over BBF domain supporting the AF – roaming scenario.

In this architecture scenario the AF (“BBF AF”) is located in the BBF domain.

NOTE: 
The “BBF AF” and E/G reference point are out of 3GPP scope. 

In this architecture Rx signalling is supported over the S9a reference point.

The following assumptions are made about functionality in the BBF Access Network:

· The BPCF needs to map the request received over E/G (with UE local IP address) to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.

· The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.


Architecture scenario C: TDF 
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Figure 4.2.4-5: NSWO with TDF – non-roaming scenario.
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Figure 4.2.4-6: NSWO with TDF – roaming scenario

In this architecture alternative:

· Multiple TDFs may be deployed 

· Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator. 

· For roaming scenarios the TDF belongs to and is controlled by the VPLMN.

· In the solicited model, the PCRF shall initiate the Sd interface triggered by S9a establishment, taking into account subscription data (verified by using e.g. IMSI, received from the BPCF). 

· Home routed traffic (tunnelled using SWu, S2c) will not be subjected for packet inspection by the TDF. 

· Policies for roaming users may be locally configured in the V-PCRF and/or TDF.

The following assumptions are made regarding functionality in the BBF Access Network: 

· The BBF network routes the offloaded traffic subjected for packet inspection and the offloaded traffic not subjected for packet inspection via the same TDF, or 

· The BBF network may be configured in such a way that the traffic determined to be subjected for packet inspection is routed via the TDF.  Traffic that is not subjected for packet inspection may physically bypass the TDF. 

Editor’s note: The support of differentiating routing handling for the traffic is subjected for packet inspection and the traffic not subjected for packet inspection by BBF access network requires further study in Broadband Forum. 


4.3
Architecture for Fixed Broadband Access network interworking using H(e)NB

4.3.1
General

The architecture diagrams highlight the S9a interface between the PCRF and the BBF PCF (BPCF) for Femto access to support use cases and requirements per BBF WT-203 [6], TS 22.220 [14] and TS 22.278 [5].

The function of the S9a interface is to convey sufficient information to the BPCF to enable it to identify the BBF network elements the 3GPP Femto connects to, and perform admission control based on the bandwidth requirements and QoS attributes of a new or modified UE service data flow(s) (via the 3GPP Femto).

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking.
NOTE 1:
The assumption is that the BBF BNG may be enhanced to support new functionality such as provisioning of policies from the BPCF.

NOTE 2:
The connection between the BRAS/BNG and the SeGW is IP transport connection.

NOTE 3:
When the 3GPP and Fixed Broadband access networks belong to different Service Providers security arrangement are analogous to those between the H-PCRF and the V-PCRF, and can be based on TS 33.210 [16] or TS 33.310 [17].

Editor's Note: Depending on the response from RAN3 regarding sending of the local IP@ of the HNB and the FQDN of the fixed BroadBand access network from the RAN to the CN architecture diagrams from TS 23.401 [2], Annex D, will be included in this TS.

4.3.2
Non Roaming Architecture



[image: image17.emf] 

Serving    Gateway   

S10  

S1 - U  

S1 - MME  

  SeGW  

  HeNB GW  

  HNB GW  

S9 a  

BPCF  

BBF defined access and network   

       PDN  Gateway   

Operator's IP   

(e.g. IMS, PSS   

Services   

SGi  

   

S 5  

Gx  

Rx  

Gxc (Only for PMIP  based S 5 )   

 

PCRF  

HSS  

S6a  

Evolved Packet System  

MSC  

Iu - CS  

Iu - PS  

S15  

  UTRAN  

  GERAN  

  E - UTRAN  

MME   

BBF Device  

3GPP  Femto  

RG  

Broadband Home network   

BRAS/BNG  

AN (e.g  DSLAM/ONT)  

SGSN    

S 4  


Figure 4.3.2-1: Non-Roaming Architecture

NOTE 1
The reference architecture is applicable when both 3GPP and Fixed Broadband network belong to the same network operator or to different network operators.
NOTE 2:
There is only one S15 session for all UEs connected to a HNB.

4.3.3
Roaming Architecture – Home Routed

The GTP version of the architecture for the macro network does not require V-PCRF in the connection because the HPLMN does not provision QoS rules in the VPLMN. Since there is no V-PCRF in VPLMN the solution relies on the H-PCRF to initiate the S9 session to a selected V-PCRF that, in turn, initiates the S9a session with the BPCF. The HPLMN may provision policies in the VPLMN that take into account the fact that the UE connects to a 3GPP Femto.
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Figure 4.3.3-1: Roaming Architecture – Home Routed Traffic

NOTE 6:
The reference architecture is applicable when both 3GPP VPLMN and Fixed Broadband network belong to the same network operator or to different network operators.

NOTE 7:
There is only one S15 session for all UEs connected to a HNB.

4.3.4
Roaming Architecture – Visited Access/Local Breakout
The H-PCRF does need to be aware if the UE is connected via the 3GPP Femto in the VPLMN unless Home operators require provisioning of HPLMN policies in the VPLMN.
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Figure 4.3.4-1: Roaming Architecture – Visited Access/ Local Breakout

NOTE 1:
The reference architecture is applicable when both 3GPP VPLMN and Fixed Broadband network belong to the same network operator or to different network operators.

NOTE 2:
There is only one S15 session for all UEs connected to a HNB.

******** End of 1st change ********
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