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Abstract of the contribution: This paper discusses some minor changes in External Identifier definition.
1
Discussion
External identifier must be flexible to work in different business models and future proof. 
External Identifier’s structure should not preclude any business model. So, Domain identifier could be, for example, a network operator, SP provider, an application, an MTC Server… combination of all of them. These are only examples of potential business roles that may require specific identifiers (for example for branding or simple business independency) other roles may be needed considering the complexity of the M2M ecosystem. Then, classification in domain part + local part is enough from 3GPP point of view and no further parts should be standardized.
Also to allow different business models, it should not be stated that the Local identifier is assigned by the network operator (although it will be the most common approach). More accurate description may be to say that the local identifier should be under the control of network operator as far as has to be register on their systems (i.e. HSS). Of course the operator may manage directly these local identifiers, indirectly by delegation of the domain owner or even allow access to external parties to manage these identifiers in the 3GPP systems.
In the future, the External Identifier could be used in other entry points apart from the IWF, so it is not only defined to find the appropriate IWF but any appropriate entry point to operator’s network depending on the service being used.
2
Proposal
It is proposed to discuss and agree that 
a) Further classification of the domain Identifier or of the local Identifier is not convenient.
b) IWF is not the only possible entry point to operator’s network where the External identifier can be used.
c) Local identifier is not necessarily assigned by network operator

The following changes to TS 23.682 are proposed:

4.6
Identifiers 

Identifiers relevant for the 3GPP network are specified in TS 23.003[4].

A UE used for MTC has one IMSI and may have one or several External Identifier(s) that are stored in the HSS. 
NOTE 1: Use of External Identifiers is not restricted to MTC only.
External Identifier shall be globally unique. It shall have the following components:
a. Domain Identifier that identifies a domain that is under the control of a Mobile Network Operator (MNO). The Domain Identifier is used to uniquely identify the operator's network entry point (e.g. MTC-IWF). 
b. Local Identifier that is  managed by the Mobile Network Operator. This identifier is used to derive or obtain the IMSI. The Local Identifier shall be unique within the applicable domain. 
Editor's note: Use of External Identifier for RADIUS and Diameter over Gi/SGi reference points is FFS.
NOTE 2: Further classification of Domain Identifier may be performed, but it is outside the scope of 3GPP specification.

NOTE 3: Use of IMSI outside the 3GPP operator domain is dependent on the operator policy.
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