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* * * First change * * * *
6.1.3
Credit management

The credit management applies for online charging only and shall operate on a per charging key basis. The PCEF should initiate one credit management session with the OCS for each IP‑CAN Session subject to online charging, unless specified otherwise in an IP‑CAN specific annex. Alternatively, the PCEF may initiate one credit management session for each IP‑CAN bearer as defined in the applicable annex.

NOTE 1:
Independent credit control for an individual service data flow may be achieved by assigning a unique charging key value for the service data flow in the PCC rule.

The PCEF shall request a credit for each charging key occurring in a PCC rule. It shall be up to operator configuration whether the PCEF shall request credit in conjunction with the PCC rule being activated or when the first packet corresponding to the service data flow is detected. The OCS may either grant or deny the request for credit. The OCS shall strictly control the rating decisions.

NOTE 2:
The term 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the OCS.

During IP‑CAN session establishment and modification, the PCEF shall request credit using the information after policy enforcement (e.g. upgraded or downgraded QoS information), if applicable, even though the PCEF has not signalled it yet in the IP‑CAN.

It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the PCEF, e.g. with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per IP‑CAN bearer. The OCS shall control the credit pooling decisions. The OCS shall, when credit authorization is sought, either grant a new pool of credit, together with a new credit limit, or give a reference to a pool of credit that is already granted for that IP‑CAN bearer. The grouping of charging keys into pools shall not restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging key of the pool. It shall be possible for the OCS to group service data flows charged at different rates or in different units (e.g. time/volume/event) into the same pool.

For each charging key, the PCEF may receive credit re-authorisation trigger information from the OCS, which shall cause the PCEF to perform a credit re-authorisation when the event occurs. If there are events which can not be monitored in the PCEF, the PCEF shall provide the information about the required event triggers to the PCRF. If information about required event triggers is provided to the PCRF, it is an implementation option whether a successful confirmation is required from the PCRF in order for the PCEF to consider the credit (re-)authorization procedure to be successful. The credit re-authorisation trigger detection shall cause the PCEF to request re-authorisation of the credit in the OCS. It shall be possible for the OCS to instruct the PCEF to seek re-authorisation of credit in case of the events listed in table 6.1.

Table 6.1: Credit re-authorization triggers
	Credit re-authorization trigger
	Description

	Credit authorisation lifetime expiry
	The OCS has limited the validity of the credit to expire at a certain time.

	Idle timeout
	The service data flow has been empty for a certain time.

	PLMN change
	The UE has moved to another operators' domain.

	QoS changes
	The QoS of the IP‑CAN bearer has changed.

	Change in type of IP‑CAN
	The type of the IP‑CAN has changed.

	Location change (serving cell)
	The serving cell of the UE has changed. (see note 5)

	Location change (policy area) (see note 5 and 6)
	The UE has entered or left a policy area

	Location change (serving area) (see note 2) (see note 5)
	The serving area of the UE has changed.

	Location change (serving CN node) (see note 3)
	The serving core network node of the UE has changed.

	NOTE 1:
This list is not exhaustive. Events specific for each IP‑CAN are specified in Annex A, and the protocol description may support additional events.

NOTE 2:
A change in the serving area may also result in a change in the serving cell, and possibly a change in the serving CN node.

NOTE 3:
A change in the serving CN node may also result in a change in the serving cell, and possibly a change in the serving area.
NOTE 4:   Service areas are defined in RAT dependant annexes. As an example, for EPS, a service corresponds to a TA.
NOTE 5:  The Node serving the UE may be requested to defer such Location change notifications for UEs without active radio user plane bearers until such user plane bearers are activated. 

NOTE 6: 
A change in the policy area may be associated with a change in the serving cell, possibly a change in the serving area and possibly a change in the serving CN node. Policy areas are defined in clause  6.1.3a.


If the Location change trigger is armed, the relevant IP‑CAN specific procedure shall be implemented to report any changes in location to the level indicated by the trigger. If credit-authorization triggers and event triggers require different levels of reporting of location change for a single UE, the location to be reported should be changed to the highest level of detail required. However, there should be no request being triggered for credit re-authorization to the OCS if the report received is more detailed than requested by the OCS.

Some of the re-authorization triggers are related to IP‑CAN bearer modifications. IP‑CAN bearer modifications, which do not match any credit re-authorization trigger (received from the OCS for the bearer) shall not cause any credit re-authorization interaction with the OCS.

If the PCRF set the Out of credit event trigger (see clause 6.1.4), the PCEF shall inform the PCRF about the PCC rules for which credit is no longer available together with the applied termination action.
6.1.3a
Policy areas

In some use cases the PCRF and/or the OCS is only interested in knowing whether the UE is in a specific set of cells and/or serving areas associated with the user subscription. 

· NOTE 1: This is to define suitable QoS and charging policies to apply to the data service of the user in that set of cells and/or serving areas.
· NOTE 2: For the PCRF, the determination of the policy area may to take into account the subscription of the user retrieved from the SPR 

The PCRF and/or the OCS may send via the PCEF towards the CN node serving the UE a Location change reporting request at “policy area” level, telling it wants to be notified only when the UE enters or leaves a policy area together with the definition of the policy area(s), providing for each policy area: 

· - An identifier of the policy area

· - The list of cells and/or serving areas making up this policy area, or

· - A pointer to a policy area that is predefined in the Node serving the UE.

· NOTE: It is up to Stage 3 to define whether the pointer to a policy area may be the identifier of the policy area.
At IP-CAN session activation and upon change of serving EPC node (MME, SGSN, SGW), the PCRF is notified whether Location change at policy area level is supported by the network. If Location change at policy area level is not supported, then the PCRF should fallback to Location change reporting at cell and/or serving area and/or CSG levels.
6.1.4
Event Triggers

The Event Reporting Function (ERF) performs event trigger detection. When an event matching the event trigger occurs, the ERF shall report the occurred event to the PCRF. The Event Reporting Function is located either at the PCEF or, at the BBERF (if applicable) or, at the TDF for solicited application reporting (if applicable).

The event triggers define the conditions when the ERF shall interact again with PCRF after an IP‑CAN session establishment. The event triggers that are required in procedures shall be unconditionally reported from the ERF, while the PCRF may subscribe to the remaining events. Whether an event trigger requires a subscription by the PCRF is indicated in column 4 in table 6.2 below.

The PCRF subscribes to new event triggers or remove armed event triggers unsolicited at any time or upon receiving event report or rule request from the ERF (PCEF or BBERF or TDF) using the Provision of PCC Rules procedure or the Provision of QoS Rules procedure (if applicable) or the Provision of ADC Rules procedure (if applicable). If the provided event triggers are associated with certain parameter values then the ERF shall include those values in the response back to the PCRF. Event triggers are associated with all rules at the ERF of an IP‑CAN session (ERF is located at PCEF) or Gateway Control session (ERF is located at BBERF) or with Traffic Detection session (ERF is located in TDF). Event triggers determine when the ERF shall signal to the PCRF that an IP‑CAN bearer has been modified. It shall be possible for the ERF to react on the event triggers listed in table 6.2.

Table 6.2: Event triggers
	Event trigger
	Description
	Reported from
	Condition for reporting

	PLMN change
	The UE has moved to another operators' domain.
	PCEF
	PCRF

	QoS change
	The QoS of the IP‑CAN bearer has changed (note 3).
	PCEF, BBERF
	PCRF

	QoS change exceeding authorization
	The QoS of the IP‑CAN bearer has changed and exceeds the authorized QoS (note 3).
	PCEF
	PCRF

	Traffic mapping information change
	The traffic mapping information of the IP‑CAN bearer has changed (note 3).
	PCEF
	Always set

	Resource modification request
	A request for resource modification has been received by the BBERF/PCEF (note 6).
	PCEF, BBERF
	Always set

	Routing information change
	The IP flow mobility routing information has changed
	PCEF
	Always set if IP flow mobility is supported

	Change in type of IP‑CAN (see note 1)
	The access type of the IP‑CAN bearer has changed.
	PCEF
	PCRF

	Loss/recovery of transmission resources
	The IP‑CAN transmission resources are no longer usable/again usable.
	PCEF, BBERF
	PCRF

	Location change (serving cell) (see note 10 and 12)
	The serving cell of the UE has changed.
	PCEF, BBERF
	PCRF

	Location change (serving area)
(see notes 4 , 10, 11 and 12)
	The serving area of the UE has changed.
	PCEF, BBERF
	PCRF

	Location change (serving CN node)
(see notes 5 and 10)
	The serving core network node of the UE has changed.
	PCEF, BBERF
	PCRF

	Location change (policy area) (see note 12 and13)
	The UE has entered or left a policy area
	PCEF, BBERF
	PCRF

	Out of credit
	Credit is no longer available.
	PCEF
	PCRF

	Enforced PCC rule request
	PCEF is performing a PCC rules request as instructed by the PCRF.
	PCEF
	PCRF

	Enforced ADC rule request
	PCEF/TDF is performing an ADC rules request as instructed by the PCRF.
	PCEF, TDF
	PCRF

	UE IP address change (see note 9)
	A UE IP address has been allocated/released
	PCEF
	Always set

	Access Network Charging Correlation Information
	Access Network Charging Correlation Information has been assigned.
	PCEF
	PCRF

	Usage report

(see note 7)


	The IP-CAN session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	PCEF, TDF
	PCRF

	Start of application traffic detection and

Stop of application traffic detection (see note 8)
	The start or the stop of application traffic has been detected.
	PCEF, TDF
	PCRF

	NOTE 1:
This list is not exhaustive. Events specific for each IP‑CAN are specified in clause A.

NOTE 2:
A change in the type of IP‑CAN may also result in a change in the PLMN.

NOTE 3:
Available only when the bearer binding mechanism is allocated to the PCRF.

NOTE 4:
A change in the serving area may also result in a change in the serving cell, and a change in the serving CN node.

NOTE 5:
A change in the serving CN node may also result in a change in the serving cell, and possibly a change in the serving area.

NOTE 6:
Available only when the IP‑CAN supports corresponding procedures for bearer independent resource requests.

NOTE 7:
Usage is defined as volume of user plane traffic.

NOTE 8:
The start and stop of application traffic detection are separate event triggers, but received under the same subscription from PCRF.

NOTE 9:
If TDF for solicited application reporting is applicable, upon receiving this event report from PCEF, PCRF always updates the TDF.

NOTE 10:
Due to the potential increase in signalling load, it is recommended that such event trigger subscription is only applied for a limited number of subscribers.
NOTE 11:   Service areas are defined in RAT dependant annexes. As an example, for EPS, a service corresponds to a TA.
NOTE 12:  The Node serving the UE may be requested to defer such Location change notifications for UEs without active radio user plane bearers until such user plane bearers are activated
NOTE 13: 
A change in the policy area may be associated with a change in the serving cell, possibly a change in the serving area and possibly a change in the serving CN node. Policy areas are defined in clause  6.1.3a.


If the Location change trigger is armed, the relevant IP‑CAN specific procedure shall be implemented to report any changes in location to the level indicated by the trigger. If credit-authorization triggers and event triggers require different levels of reporting of location change for a single UE, the location to be reported should be changed to the highest level of detail required. However, there should be no request being triggered for PCC rules or QoS rules (if applicable) update to the PCRF if the report received is more detailed than requested by the PCRF.

IP‑CAN bearer modifications, which do not match any event trigger, shall cause no interaction with the PCRF.

The QoS change event trigger shall trigger the PCRF interaction for all changes of the IP‑CAN bearer QoS. The QoS change exceeding authorization event trigger shall only trigger the PCRF interaction for those changes that exceed the QoS of the IP‑CAN bearer that has been authorized by the PCRF previously. The ERF shall check the QoS class identifier and the bandwidth.

The Resource modification request event trigger shall trigger the PCRF interaction for all resource modification requests not tied to a specific IP‑CAN bearer received by PCEF/BBERF. The resource modification request received by PCEF/BBERF may include request for guaranteed bit rate changes for a traffic aggregate and/or the association/disassociation of the traffic aggregate with a QCI and/or a modification of the traffic aggregate.

The routing information change event trigger shall trigger the PCRF interaction for any change in how the IP flow is routed (i.e. IP flow mobility routing rules). The routing information change received by the PCEF is specified in TS 23.261 [23].

The enforced PCC rule request event trigger shall trigger a PCEF interaction to request PCC rules from the PCRF for an established IP‑CAN session. This PCEF interaction shall take place within the Revalidation time limit set by the PCRF in the IP‑CAN session related policy information (clause 6.4).

The enforced ADC rule request event trigger shall trigger a PCEF/TDF interaction to request ADC rules from the PCRF for an established IP-CAN/TDF session. This PCEF/TDF interaction shall take place within the ADC Revalidation time limit set by the PCRF in the IP-CAN/TDF session related policy information (clause 6.4).

NOTE 1:
The enforced PCC rule request and the enforced ADC rule request mechanisms can be used to avoid signalling overload situations e.g. due to time of day based PCC/ADC rule changes.

The UE IP address change event trigger applies to the PCEF only and shall trigger a PCEF interaction with the PCRF in case a UE IPv4 address is allocated or released during the lifetime of the IP‑CAN session.

The Access Network Charging Correlation Information event shall trigger the PCEF to report the assigned access network charging identifier for the PCC rules that are accompanied with a request for this event at activation.

If the Usage report event trigger is set, then the PCRF shall also provide applicable usage thresholds for the Monitoring key(s) that are subject to usage monitoring in the requested node (PCEF or TDF).

If the Usage report event trigger is set and the volume thresholds, earlier provided by the PCRF, are reached, the PCEF or TDF (whichever received the event trigger) shall report this event to the PCRF.

The Start of application traffic detection and Stop of application traffic detection events shall trigger a PCEF or a TDF interaction with PCRF once the requested application traffic is detected (i.e. Start of application traffic detection) or the end of the requested application traffic is detected (i.e. Stop of application traffic detection) for the solicited application reporting. The Application Identifier and service flow descriptions, if deducible, shall also be included in the report. An application instance identifier should be included in the report both for Start and for Stop of application traffic detection when the service data flow description is included. This is to unambiguously match the Start and the Stop events.

NOTE 2:
It is up to stage 3 to determine whether the first Start indication should include application instance identifiers.

* * * Next Change * * * *
A.1.3.1.3
Credit management

For GPRS the PCEF shall initiate one credit management session for each PDP context.

For GPRS the credit re-authorisation triggers in table A.1 shall apply in addition to the ones in table 6.1.

Table A.1: GPRS specific credit re-authorization triggers
	Credit re-authorization trigger
	Description

	SGSN change
	The UE has moved to a new SGSN.

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, has changed.

	Location change (routeing area)
	The routeing area of the UE has changed. (see Note 2)

	Location change (CGI/SAI)
	The CGI/SAI of the UE has changed. . (see Note 2)

	Location change (policy area) 
	The UE has entered or left a policy area. The policy area is defined as a collection of cells (CGI and/or SAI and or CSG) and/or as a collection of Routeing areas. (see Note 2 and Note 3)

	User CSG Information change in CSG cell
	User CSG Information has changed when the UE enters/leaves/accesses via a CSG cell

	User CSG Information change in subscribed hybrid cell
	User CSG Information has changed when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is a CSG member

	User CSG Information change in un-subscribed hybrid cell (see note)
	User CSG Information has changed when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is not a CSG member

	NOTE 1:
Due to the increased signalling load, such reporting should be applied for a limited number of subscribers only.
NOTE 2:   The SGSN may be requested to defer such Location change notifications for UEs without active radio user plane bearers until such user plane bearers are activated
NOTE 3: 
A change in the policy area may be associated with a change in the serving cell, possibly a change in CSG related information , possibly a change in the serving area and possibly a change in the SGSN node. Policy areas are defined in clause  6.1.3a.



If a Location change trigger is armed, the GGSN should request the SGSN to report any changes in location to the level indicated by the trigger according to the procedures described in TS 23.060 [12]. If credit-authorization triggers and event triggers require different levels of reporting of location change for different PDP contexts for a single UE, the SGSN reports location changes to the highest level of detail required. However, the GGSN should not trigger a credit re-authorization if the report received is more detailed than requested by the OCS.

If the User CSG Information change in CSG cell trigger is armed, the GGSN should request the SGSN to report any changes in user CSG information when the UE enters/leaves/accesses via a CSG cell.

If the User CSG Information change in subscribed hybrid cell trigger is armed, the GGSN should request the SGSN to report any changes in user CSG information when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is a CSG member.

If the User CSG Information change in un-subscribed hybrid cell trigger is armed, the GGSN should request the SGSN to report any changes in user CSG information when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is not a CSG member.

If credit-authorization triggers and event triggers require different levels of reporting of User CSG information for a single UE, the User CSG information to be reported should be changed to the highest level of detail required.

A.1.3.1.4
Event Triggers

For GPRS the event triggers in table A.2 shall apply in addition to the ones in table 6.2.

Table A.2: GPRS specific event triggers
	Event trigger
	Description

	SGSN change
	The UE has moved to a new SGSN.

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, has changed.

	PDP Context Activity
	The GGSN has received a request for a PDP context activation, modification or deactivation. Note 1.

	Location change (routeing area)
	The routeing area of the UE has changed. . (see Note 2).

	Location change (CGI/SAI)
	The CGI/SAI of the UE has changed. . (see Note 2)

	Location change (policy area) 
	The UE has entered or left a policy area. The policy area is defined as a collection of cells (CGI and/or SAI) and/or as a collection of Routeing areas. . (see Note 2)

	Subscribed APN-AMBR change
	The subscribed APN-AMBR has changed.

	Maximum MBR/APN-AMBR change
	The value of MBR/APN-AMBR has changed

	NOTE 1:
Available only when the bearer binding mechanism is allocated to the PCRF.
NOTE 2:   The SGSN may be requested to defer such Location change notifications for UEs without active radio user plane bearers until such user plane bearers are activated


If the Location change trigger is armed, the GGSN should request the SGSN to report any changes in location to the level indicated by the trigger according to the procedures described in TS 23.060 [12]. If credit-authorization triggers and event triggers require different levels of reporting of location change for different PDP contexts for a single UE, the SGSN reports location changes to the highest level of detail required. However, the GGSN should not trigger a request for PCC rules if the report received is more detailed than requested by the PCRF.

For GPRS the traffic mapping information is represented by the TFT information.

For GPRS the loss/recovery of transmission resources is indicated by a PDP context modification changing the 'Maximum bitrate' UMTS QoS parameter to/from 0 kbit/s (as described in the PDP context preservation procedures in TS 23.060 [12]).

* * * Next Change * * * *
A.1.3.2.1.1
Input for PCC decisions

The PCRF shall accept any of the following input which the PCEF may provide, specific for GPRS, as a basis for decisions on PCC rule operations.

The following information represents GPRS specific values of the ones listed in clause 6.2.1.1:

-
Subscriber Identifier in the form of IMSI, MSISDN;

-
A PDN identifier in the form of APN;

-
A PLMN identifier in the form of SGSN Mobile Country Code and Mobile Network Code;

-
Type of IP‑CAN set to GPRS;

-
IP‑CAN bearer attributes in the form of:

-
Requested QoS, for a PDP context;

-
TFT, to enable the identification of the corresponding PDP Context;

-
Location of the subscriber.
The following information is in addition to the ones listed in clause 6.2.1.1:

-
RAT type.

-
Subscribed APN-AMBR.

-
Maximum MBR/APN-AMBR.

The SPR may provide the following information for a subscriber (in addition to the information in clause 6.2.1.1) connecting to a specific PDN:

-
Authorized APN-AMBR.

The Authorized APN-AMBR is derived by the PCRF from SPR interaction, according to operator policy.

* * * Next Change * * * *
A.1.4.4.1
IP‑CAN Session Modification; GW(PCEF) initiated

The GW(PCEF) initiated IP‑CAN Session modification procedure (described in clause 7.4.1) is triggered at the GGSN by receiving one of the following messages:

-
Create PDP Context Request message;

-
Update PDP Context Request message;

-
Delete PDP Context Request message;

-
a Change Notification message (indicating the new location of the user) – see TS 23.060 [12].

In case of a Create PDP Context Request message, the modification of the IP‑CAN Session is the addition of a new PDP Context to the IP‑CAN Session. The new PDP Context is added with specific QoS requirements and traffic mapping information (TFT). A Create PDP Context Response message, indicating that a new PDP context is created, is sent to the SGSN. The response may include any changes in QoS according to bearer binding and policy enforcement.

In case of an Update PDP Context Request, a PDP Context in the IP‑CAN Session is modified. The modification may include modifying the QoS and/or the traffic mapping information. The Update PDP Context Response message, indicating that a PDP context is modified, is sent to the SGSN. The response may include any changes in QoS according to bearer binding and policy enforcement.

In case of a Delete PDP Context Request message, a PDP Context in the IP‑CAN Session is deleted. The Delete PDP Context Response message, indicating that a PDP context is deleted, is sent to the SGSN. .If the PS to CS handover indicator is set in a Delete PDP context request message , the PCEF reports termination of transmission resources for associated PCC Rules due to PS to CS handover.

A Change Notification message indicating a change location information is received when there are only changes regarding the current location of the UE. A change in location may also be notified within other session management messages.
The PCRF may provide the Authorized APN-AMBR in the Acknowledgement of the IP‑CAN Session Modification to the GW (in addition to the parameters in clause 7.4.1).

Based on operator policy and Maximum MBR/APN-AMBR the PCRF may re-authorize MBR/APN-AMBR.

* * * Next Change * * * *
A.4.3.1.1
Credit management

For EPS the credit re-authorisation triggers in table A.4.3-1 shall apply in addition to the ones in table 6.1.

Table A.4.3-1: EPS specific credit re-authorization triggers
	Credit re-authorization trigger
	Description

	SGSN change
	The UE has moved to a new SGSN. (Note 2)

	Serving GW change
	The UE has moved to a new Serving GW. (Note 1)

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, has changed.

	Location change (routeing area)
	The routeing area of the UE has changed. (Note 2). (See Note 4)

	Location change (tracking area)
	The tracking area of the UE has changed. (Note 1). (See Note 4

	Location change (ECGI)
	The ECGI of the UE has changed.(Note 1) (See Note 4

	Location change (CGI/SAI)
	The CGI/SAI of the UE has changed.(Note 2) (See Note 4

	Location change (policy area)
	The UE has entered or left a policy area. The policy area is defined as a collection of cells (CSG and or CGI/SAI for GERAN/UTRAN accesses and/or ECGI for E‑UTRAN access) and/or as a collection of serving areas (Routeing areas and/or Tracking Areas).

	User CSG Information change in CSG cell
	User CSG Information has changed when the UE enters/leaves/accesses via a CSG cell

	User CSG Information change in subscribed hybrid cell
	User CSG Information has changed when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is a CSG member

	User CSG Information change in un-subscribed hybrid cell (see NOTE 3 )
	User CSG Information has changed when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is not a CSG member

	NOTE 1:
These triggers are used for E‑UTRAN access.

NOTE 2:
These triggers are used for GERAN/UTRAN accesses.

NOTE 3:
Due to the increased signalling load, such reporting should be applied for a limited number of subscribers only.
NOTE 4:    The Node serving the UE (SGSN, MME) may be requested to defer such Location change notifications for UEs without active radio and/or S1/Iu user plane bearers until such user plane bearers are activated.


If the Location change trigger for GERAN/UTRAN or E‑UTRAN is armed, the PDN GW should request the Serving GW (then SGSN or MME specifically) to report any changes in location to the level indicated by the trigger according to the procedures described in TS 23.060 [12] or TS 23.401 [17].

If the User CSG Information change in CSG cell trigger is armed, the PDN GW should request the Serving GW (then SGSN or MME specifically) to report any changes in user CSG information when the UE enters/leaves/accesses via a CSG cell.

If the User CSG Information change in subscribed hybrid cell trigger is armed, the PDN GW should request the Serving GW (then SGSN or MME specifically) to report any changes in user CSG information when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is a CSG member.

If the User CSG Information change in un-subscribed hybrid cell trigger is armed, the PDN GW should request the Serving GW (then SGSN or MME specifically) to report any changes in user CSG information when the UE enters/leaves/accesses via a hybrid cell in which the subscriber is not a CSG member.

If credit-authorization triggers and event triggers require different levels of reporting of User CSG information for a single UE, the User CSG information to be reported should be changed to the highest level of detail required.

A.4.3.1.2
Event Triggers

For EPS the event triggers in table A.4.3-2 shall apply in addition to the ones in table 6.2.

Table A.4.3-2: EPS specific event triggers
	Event trigger
	Description
	Reported from
	Condition for reporting

	SGSN change
	The UE has moved to a new SGSN. (Note 2)
	PCEF, BBERF
	PCRF

	Serving GW change
	The UE has moved to a new Serving GW. (Note 1)
	PCEF
	PCRF

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, has changed.
	PCEF, BBERF
	PCRF

	Location change (routeing area)
	The routeing area of the UE has changed. (Note 2) (See Note 4)
	PCEF, BBERF
	PCRF

	Location change (tracking area)
	The tracking area of the UE has changed. (Note 1) (See Note 4)
	PCEF, BBERF
	PCRF

	Location change (ECGI)
	The ECGI of the UE has changed.(Note 1) (Note 3) (See Note 4)
	PCEF, BBERF
	PCRF

	Location change (CGI/SAI)
	The CGI/SAI of the UE has changed.(Note 2) (See Note 4)
	PCEF, BBERF
	PCRF

	Location change (policy area)
	The UE has entered or left a policy area. The policy area is defined as a collection of cells (CGI/SAI for GERAN/UTRAN accesses and/or ECGI for E‑UTRAN access) and/or as a collection of serving areas (Routeing areas and/or Tracking Areas). (See Note 4)
	PCEF, BBERF
	PCRF

	Subscribed APN-AMBR change
	The subscribed APN-AMBR has changed
	PCEF, BBERF
	Always set

	EPS Subscribed QoS change
	The QoS of the default EPS bearer has changed.
	PCEF, BBERF
	Always set

	Maximum MBR/APN-AMBR change
	The value of MBR/APN-AMBR has changed
	PCEF, BBERF
	Always set

	NOTE 1:
These triggers are used for E‑UTRAN access.

NOTE 2:
These triggers are used for GERAN/UTRAN accesses.

NOTE 3:   A Request for notifications of Location change at ECGI level may be associated with an indication that Location change notifications need only to be sent when the UE changes of ENB 
NOTE 4:    The Node serving the UE (SGSN, MME) may be requested to defer such Location change notifications for UEs without active radio and/or S1/Iu user plane bearers until such user plane bearers are activated.


If the Location change trigger is armed, the PDN GW should request the Serving GW (then SGSN or MME specifically) to report any changes in location to the level indicated by the trigger according to the procedures described in TS 23.060 [12] or TS 23.401 [17].
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