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Abstract of the contribution: This document proposes information flows for initial attach for both EPC routed and NS-WLAN offloaded traffic in 23.139 Allowing access to HTTP services of the HPLMN to an UE connected over a BBF access providing NSWO”.
This is the inter-company CR discussed so far with

· A new discussion part

· Extra modifications required by the feature are highlighted in blue.

Discussion

BBAI2 “use case A” provides support of NSWO (Non Seamless WLAN Offload) over a BBF access allowing a 3gpp UE to access to the services of its HPLMN without involving a PGW/GGSN. Refer to figure 1.
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Figure 1: [BBAI-2] Reference Architecture Variant A

[view 6 presented in Document 3BF-11010 discussed between 3gpp and BBF in the 

3GPP – BBF Workshop, 9 – 10 November, 2011 San Francisco, USA]
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Examples of HPLMN services the UE may want to access via NSWO over a BBF access are
· access to the MMS (Multimedia Messaging Service) or 
· access to video streaming services 

These HPLMN services require the service platform to receive information on the relationship between the User identity (e.g. IMSI, MSISDN) and the IP address of the UE used by this user. This kind of information is e.g. used by an intermediate service (e.g. HTTP / WAP) proxy deployed in the path between the UE and the HPLMN server (e.g. MMS Service Center, video streaming server,…) serving the UE in order to tag the HTTP requests of an UE with an identifier (MSISDN) of the User. The way it works when services are accessed over 3gpp is as follows (refer also to figure 2)
When the UE accesses to its operator services over a 3gpp access, following sequence of events takes place: 

1. When it allocates an IP address / IPv6 Prefix to an UE upon PDP context / PDN connection activation, 

2. the PGW/GGSN notifies the service  Proxy (e.g. WAP GW) with the association between the user identity (such as the IMSI, MSISDN, ..of the user) with the (APN, IP address / IPv6 Prefix allocated to the UE) information via a Radius/Diameter Accounting (Start) message defined in 3gpp 29.061 §16.

3. The service proxy stores this association in a mapping table

4. When it receives service traffic from an UE the service (e.g. HTTP) Proxy gets the IP @ of the UE (in the IP packet received from the UE), looks up its mapping table and adds a new (e.g. HTTP) header that contains the identity (MSISDN) of the user

5. The recipient of the service (e.g. HTTP) request (e.g. the MMS or streaming server serving the UE) knows which user is associated with the request.

6. A Radius/Diameter Accounting (Stop) message defined in 3gpp 29.061 §16 is sent by the PGW/GGSN at the release of the PDN connection / IP address allocated to the UE
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Figure 2: Network layout when an UE accesses to PLMN services over a 
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Similar mechanism needs to be provided for NSWO over BBF access. As there is no PGW/GGSN involved in this case and as the IP Edge of the UE is the BNG, the BBF access has to provide the same capability
· the BBF access issues  Radius accounting (per 3gpp 29.061) containing the HPLMN identity of the UE (such as the IMSI and/or MSISDN of the UE) towards the service (HTTP) proxy of the HPLMN when this non 3gpp access has allocated an IP address / IPv6 prefix to an UE authenticated as belonging to a 3gpp user of this HPLMN. 

· In order for the trusted non 3gpp access to be able to generate proper information in Radius accounting signaling towards the service (HTTP) proxy of the HPLMN, the necessary information is provided to the non 3gpp access as part of the authorization data sent once a 3gpp UE has been successfully authenticated over this non 3gpp access. The information is provided to the non 3gpp access corresponds at least to the UE identifiers (such as the IMSI and the MSISDN) but may also contain information allowing the non 3gpp access to properly forward the IP traffic of the UE targeting the service platforms of the HPLMN.
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Figure 3: call flow for thje case of NSWO over BBAI-2
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Figure  3:

The procedures  /  Messages  /  information and in dark red correspond to the modifications for the support of the procedure
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Modifications induced by the proposal are described as a complement to the joint P-CR on the initial Attach

 Proposal

******** 1st change ********

7.2
Initial Attach

******** text of the joint contribution: Initial Attach information flows ********
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Figure 7.2-1: Initial attachment
******** text of the joint contribution: Initial Attach information flows ********

1.
The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network as specified in TS 23.402 [3] clause 7.2.1 step 1. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network. The 3GPP AAA Server may also provide the Fixed Broadband Access network with 
· the External Identifier of the user (e.g. MSISDN) 
· information about where to send the Radius accounting based notification of IP-CAN Session start/Stop at the IP-CAN session establishment / release 
· information allowing the non 3gpp access to properly forward the IP traffic of the UE targeting the service platforms of the HPLMN 
2.
The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG. Based on information received from the AAA server in step1, the BNG may send a Radius accounting based notification of IP-CAN Session start to the address requested by the AAA server. This shall contain information on the user identifier (IMSI, External identifier of the user) as well as information on the IPv4 address / IPv6 prefix allocated by the Fixed Broadband Access Network to the UE
******** text of the joint contribution: Initial Attach information flows ********

******** Start of 2nd change ********

******** text of the joint contribution: Initial Attach information flows ********
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5. PCRF-initiated Gateway Control Session Establishment Procedure 
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1. 3GPP-based access authentication (EAP-AKA) as specified in TS 23.402 
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4. ePDG-initiated Gateway Control Session Establishment Procedure
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3. PDN connection setup as specified in TS 23.402, subclause 7.2.1 or 7.2.4












