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Discussion
LS from RAN3 on RAN sharing for H(e)NB (S2-120415 / R3-113148) requests SA2 to clarify the deployment scenario and architecture for network sharing for H(e)NB. 
TS 36.300 states that in case of a HeNB connection to the HeNB GW, 

· A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB. 

· The HeNB will not simultaneously connect to another HeNB GW, or another MME.
Moreover, RAN3 says in their LS: ”RAN3 considers the H(e)NB-GW is a RAN node.”

This paper is intended to clarify the RAN/CN split, as well as the benefits and impacts of alternative architecture scenarios. 

HNB-GW and SeGW as RAN nodes
HNB-GW always been considered by RAN3 as RAN nodes since rel-8. The main reasons are:

· the HNB interface towards HNB-GW is Iuh (HNBAP procedures are internal to RAN), whereas Iu (RAN-CN) is between HNB-GW and MSC/SGSN. The HNB-GW appears to the CN as an RNC according to TS 25.467; 
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Figure 4.1-1. HNB access network reference model.

· The HMS also belongs to RAN, again according to TS 25.467 and has knowledge of HNBs and HNB-GW:
4.1.1
HNB Management System (HMS)

The HMS:

-
is based on the TR-069 family of standards [7].

-
facilitates HNB-GW discovery.

-
provides configuration data to the HNB.

-
performs location verification of HNB and assigns appropriate serving elements (HMS, Security Gateway and HNB-GW). 

Therefore, the following principles can be derived for HNB:
· The CN sees a trusted RAN system in all the cases (RNC is trusted, HNB-GW is trusted). This is also valid for GWCN and MOCN scenarios where the RAN is shared by several operators. 
· HMS is in the RAN. It contains among other data the knowledge of the CSG-id owned by the HNB. 
These principles should be similar for H(e)NB. In particular, the HeNB being not trusted, the SeGW shall be in the RAN to make it trustable by the CN. 
Assumption 1: For HeNB, the SeGW is in the RAN to make it trustable by the CN
Assumption 2: The HeMS is in the RAN
HeNB-GW as RAN node
HeNB-GW is also considered as a RAN node as specified in TS 36.300 clause 4.6.1: 
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Figure 4.6.1-1: E-UTRAN HeNB Logical Architecture

 “The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same, regardless whether the HeNB is connected to the EPC via a HeNB GW or not.”
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Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW.

Assumption 3: For HeNB, the HeNB-GW is in the RAN in the same manner as the HNB-GW for HNB. 
Simultaneous HeNB connectivity to HeNB GW and MME
In existing specification TS 36.300, the HeNB-GW holds the S1-Flex function. With a configuration where an HeNB could be connected to a HeNB-GW and a MME, the HeNB should also support S1-Flex, and this would mean two S1-Flex in a raw. An example of such a configuration is shown for MOCN in the figure 1 below. 
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Figure 1. MOCN Network sharing for H(e)NB Subsystem with H(e)NB-GW and without HeNB-GW

Within Operator B, it is very difficult to see how load-sharing among the MME nodes can be achieved because NNSF in HeNB is competing with NNSF in HeNB-GW. Then, shall we restrict one Type of Access (with HeNB-GW, w/o HeNB-GW) within one operator? But in this case, as HeNB-GW is a RAN node, why would the presence of HeNB-GW depend on the CN operator deployment?
Assumption 4: an HeNB shall be connected to either HeNB-GWs or to MMEs.
Simultaneous HeNB connectivity to several HeNB GWs

In such a configuration, S1-Flex is performed in the HeNB-GW per TS 36.300. The HeNB would also have to implement S1-Flex, which would result in two S1-Flex in a raw. Whether different HeNB-GWs controlling the same HeNB can access the same MME is questionable, but even if they are restricted to use several MMEs, how could loadsharing between MMEs be achieved when several HeNB-GWs controlling the same HeNB? 
Node redundancy aspects for the cases of HeNB-GW failure are already supported in the specifications via the HeNB-GW selection capability of an HeNB, but this redundancy is supported without the need for simultaneous connectivity to several HeNB-GWs (on a per UE basis). 

Assumption 5: A HeNB shall be connected to only one HeNB-GW.

Proposal
It is proposed to answer RAN3 LS with the following network sharing architectures and principles:
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Figure 1. GWCN Network sharing for H(e)NB Subsystem with H(e)NB-GW and without HeNB-GW. 
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Figure 3. MOCN Network sharing for H(e)NB Subsystem with H(e)NB-GW and without HeNB-GW
· A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB; 

· The HeNB will not simultaneously connect to another HeNB GW, or another MME;

· A HeNB-GW belongs to RAN.
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