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CPWP have discussed the GSMA endorsed architecture on IMS based Voice and SMS with IREG RiLTE and a number of requirements have been identified for which we seek your clarification and assessment.

1. Other Party identity
For correct charging of outgoing calls it is critical that the other (called) party identity is available for charging purposes in the serving network (i.e. the VPLMN in case of Roaming).

Whilst the charging data as standardised by 3GPP cater for the identity of the correspondent in principle, CPWP sees two issues:

· Transparency regarding changes of the other party identity in mobile originated calls

In the VoLTE architecture the service logic is controlled by the S-CSCF and the AS in the Home network comparable to the case of CAMEL invocation in the case of circuit switched. This implies in particular that due to HPLMN processing the address / number dialled by the calling subscriber could change. In case such a change occurs it is important that both, the address dialled by the subscriber and the address after HPLMN processing (which would be the relevant address for call routing) will be available within the charging information in the serving network (i.e. the VPLMN in case of roaming).

· Support for E.164 representation of the other party identity

In IMS related discussions it is often implicitly suggested that only ‘IMS identities’ (Public User Identities) would be used for subscriber identification. VoLTE however aims at providing a seamless user experience to the customer so that ideally the user will not even note that he employs a different technology than circuit switched. As a consequence we expect that addressing within voice calls and Short Messages will predominantly use E.164 addresses and accordingly these should be available in the charging data wherever applicable / available. 

This applies also to incoming calls i.e. where applicable / available the calling party address should also be output in E.164 format.

For both points it is not clear to us whether the charging data provided by the IMS core would cover the information (specifically in case of Roaming where the Serving network/VPLMN does not have access to the S-CSCF and the AS).

For incoming calls there is an additional, specific requirement which relates to data privacy, namely that in case the calling party has invoked Originating Identification Presentation/Restriction" (as specified in 3GPP TS 24.607) an indication is required on the charging data created for the called subscriber so that it is prevented that the calling party is presented in call detail information made available to the called subscriber.  

2. Emergency call identification
According to our understanding the identification of emergency calls for charging purposes in VoLTE would primarily need to rely upon analysis of the called party identity / number. We understand however that either the terminal or the network may identify emergency calls and we are wondering whether in these cases a corresponding indication could be made available on the charging data (this would be comparable to the TS12 in circuit switched).

3. Specific questions / requirements regarding SMS

For SMS over IP there are two key requirements: 

· Key SMS charging parameters

It is not clear to us to which extent the SMSC address and the other party subscriber address would be available on the charging data created for SMS.

We are aware that in SMS over IP, the SMS is transferred "encapsulated" in a SIP MESSAGE request, so that the SMSC address and the SMS other party address in principle would be available in principle in the VPLMN. It is not clear to us however whether it is possible to derive this information from the IMS charging data. 

· SMS an other messaging services

The question is how to distinguish SMS over IP from other messaging services (e.g. Instant Messaging) by means of the charging information created in the serving network. 
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