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Proposal
7
Building Block III
Editor's Note:
This clause will contain the material related to Building Block III.
7.6 Combined Gxd procedures for 3GPP WLAN UE and H(e)NB connected to BBF access
Editor's Note: This subclause will identify the procedures for traffic when the UE attaches via 3GPP H(e)NB.

7.6.1  WLAN UE/Femto  Initial Attach Procedure   
The fixed devices attaches to the network and is authenticated per  BBF specifications.
The BNG triggers the IP CAN session with the PCRF per BBF specifications when the WLAN UE or the H(e)NB is allocated an IP address.
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Figure 7.6.1 -1 BBF Device Initial Attach ( 
            1.a, The WLAN UE is authenticated and allocated an IP address
            1.b. The H(e)NB  is allocated an IP address
NOTE: The  above steps are  BBF specific and as such out of scope of this specification.

2.  The BNG/PCEF triggers the establishment of the fixed IP CAN session with the PCRF. The message includes the device-ID, physical and logical circuit ID, default QoS and subscribe priority per WT-134 and WT-146 requirements
Editor’s note: The complete list of parameters is FFS
3. The PCRF obtains the subscriber’s profile

Editor’s  Note: Enhancements to the subscriber profile for BBF access is FFS
4. The PCRF makes policy decision and derives QoSrules. The PCRF may change the default QoS of the subscriber it received from the PCEF

5. The PCRF provisions the QoS rules at the PCEF
6.  The BNG enforces the policies. This step is BBF specific. The BNG communicates with other NEs in the BBF access network per BBF specifications. It sends the IP@ allocated to the device or the RG


7.6.2  PCRF Initiated IP CAN Session Modification
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1.a   HeNB : s teps 1 to 14   in  9.1.1of 23.139   -     UE attach   Initial Attach via HeNB ; Steps 1 - 4    in 9.1.2  -     UE PDN Connection  via HeNB ;  9.1.3  steps 1 - 8 UE  initiated  detach;  9.1.4  steps 1 - 8, MME initiated detach;9.1.5 steps 1 - 6 -  HSS initiated Detach; 9.1.6 steps before 1  –  Dedicated  bearer  activation; figur e 9.1.7 steps before 1, bearer mod. with QoS; 9.1.8, steps before 1, PDN GW bearer deact; 9.1.9 Steps 1 - 4, UE requested bearer mod;  9.1.10; steps 1 - 1, Service request and HO procedure.      

WLAN UE :    1.b    S2b :   s teps before 4 B2 or B3, in  figure 7.2.1  –  Initial attachment;7.3. - 1 step A or B before 4 -  UE/eP DG - init Detach;7.4. - 1, per     7.2.1, HSS/AAA init detach;7.5.1, per 7.2.1, UE init connect to add’l PDN; 7.6, before step 3, Network init policy control, 7.7, after A  or B, PDN GW init bearer deactivation; 7.8.1 part of step 3 per 7.2.1   1.c .  S2c Trusted : C orresponding procedures, where applicable,  and steps in  section 8.1     1.d.   S2c  Un - Trusted : Corresponding procedures, where applicable,  and steps in  section 8.2              

2. .PCRF - Initiated Session Modification  

HeNB : 3.a : remaining steps  per procedures identified in 1.a   WLAN UE : 3.b.  S2b :remaining steps per procedures identified in 1.b                        3.c: . S 2c Trusted :  remaining st eps per procedures identified in 1.c                         3.d : . S2c Un - Trusted:   remaining steps per procedures identified in 1.d      


Figure 7.6.2.-1  PCRF initiated  IP CAN Session Modification






1a .  This step is applicable to H(e)NB and it is the same  defined in the following procedures:

· steps 1 to 14 in  clause 9.1.1  UE attach  Initial Attach via HeNB; 

· Steps 1-4   in clase 9.1.2   UE PDN Connection via HeNB; 

· steps 1-8 in clause  9.1.3  UE  initiated  detach; 

· steps 1-8  in clause  9.1.4   MME initiated detach;

· steps 1-6 in clause 9.1.5- HSS initiated Detach; 

· steps before 1 in clause 9.1.6  – Dedicated  bearer activation; 

· steps before 1 in clause 9.1.7 , bearer mod. with QoS; 

· steps before 1 in clause 9.1.8, PDN GW bearer deactivation ;

· Steps 1-4 in clause  9.1.9, UE requested bearer mod;

· steps 1-1 in clause  9.1.10;, Service request and HO procedure.

.1b.  This step is applicable to unstrusted S2b  and it is the same defined in the following procedures: 

·  steps before 4 B2 or B3, in  clause 7.2.1– Initial attachment;

· step A or B before 4 in clause 7.3 - UE/ePDG-init Detach;

·  clause 7.4,HSS/AAA init detach;

· Clause 7.5.1, UE init connect to additional PDN connection; 

· before step 3 in clause 7.6, Network init policy control, 

· after A or B in clause 7.7, PDN GW init bearer deactivation; 

· step 3 in clause 7.8.1 

1c.  This step is applicable to s2c trusted scenario and based on procedure in clause 8.1 in step2 before the  Gx UE session establishment/modification/termination procedure

1d.  This step is applicable to s2c untrusted scenario and based on procedure in clause 8.2 in steps before the Gx UE session establishment/modification/termination procedure

2: The PCRF initiates the IP CAN session modification to the BNG/PCEF. 
3a-3d: Remaining steps per procedures identified in steps 1a-1d
7.6.3  BNG/PCEF Initiated IP CAN Session Modification
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Figure 7.6.3-1 BNG/PCEF   IP CAN Session Modification
1 The BNG may receive a trigger due to partial network failure, overload or other BBF specific triggers per BBF specification that are out of scope of 3GPP.
2. The BNG may initiate the session modification procedure based on internal triggers or when an event-trigger/s provisioned by the PCRF   is detected. The message includes the rules impacted.

3.  The PCRF makes policy decisions 

4.  If Gx sessions are impacted by (3) the PCRF initiates the IP CAN session modification request to the PDN GEWPCEF per 23.203
5.   The PCRF provisions QoS  rules at the BNG/PCEF
6. The BNG/PCEF responds to the session modification request per BBF specifications

7.6.4  BNG/PCEF initiated IP CAN Termination 
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Figure 7.6.4-1  BNG/PCEF Initiated IP CAN Session Termination
1. The BNG/PCEF receives a request to terminate the session with the PCRF based on BBF triggers (e.g.  when IP address lease expires
2. The BNG/PCEF initiates the (fixed) IP CAN Session termination procedure. 

3    The PCRF identifies the affected rules

4. The PCRF notifies the AF about loss of transmission

5. The BNG/PCEF removes the rules

6.   The PCRF acknowledges the termination of the session 

7. The BNG/PCEF responds to the session termination request per BBF specifications

8/9. The PCRF initiates the IP CAN session termination procedure for all affected Gx session

7.4.6  PCRF initiated Gxd IP CAN Session Termination 

This clause describes the Gxd IP-CAN session termination procedure initiated by the PCRF. The procedure is applicable when the last WLAN UE Gx session is terminated or the network initiates the detach procedure.
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Figure 7.4.5-1  BNG/PCEF Initiated IP CAN Session Termination
1. The PCRF receives a request to terminate the Gxd session when the last WLAN UE Gx session is terminated.
2. The PCRF identifies the PCC rules affected
3. The PCRF notifies the AF about loss of transmission

4.  The PCRF initiates the IP CAN Session termination procedure. 
5.   The BNG/PCEF acknowledges the termination request 

6. The BNG/PCEF acknowledges the  Session termination request
7. The BNG/PCEF removes the rules affected.

(2) IP CAN Session establishment for WLAN UE with 3GPP authentication (identical to BB-! assumptions
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(3) The PCRF binds Femto UE Gx  session to the RG Gxd Session  and WLAN UE session  (with 3GPP authentication) to the WLAN Gxd session
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(3) The PCRF binds Femto UE Gx  session  and WLAN UE session with tunnel  authentication to the RG Gxd Session





(1) IP CAN Session establishment/ modification for WLAN UE and “Femto  UE”
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(2) QoS authorization request for WLAN UE and “Femto  UE”





(3) Profile change notification for WLAN UE and “Femto  UE”





(5) Spending limits- WLAN UE and “Femto  UE” 
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(6) PCRF  internal logic





(4) Application detection reporting  - WLAN UE and “Femto  UE” flows





(7) IP CAN Session  modification for WLAN UE and “Femto  UE”
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1. RG BBF session establishment (there may be multiple PPPoE or IP Sessions per RG)  => one Gxd session establishment per RG 


2. WLAN Device with 3GPP Authentication ( one Gxd session establishment per WLAN UE  (identical to BB-I where the BNG initiates the R-session to the BPCF)  


3. Femto UL flows are mapped by the RG to one (or more?) PPPoE or IP sessions;


4. DL flows are mapped by the  BNG to one  (or more?) PPPoE or IP sessions


5. (3) and (4) are transparent  to the PCRF








(2) IP CAN Session termination   for WLAN UE with 3GPP authentication
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(1) IP CAN Session termination for RG 











Gx





(3) PCRF  initiated session termination for WLAN UE and (all) “Femto UEs”
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HeNB: 3.a : remaining steps  per procedures identified in 1.a



WLAN UE: 3.b. S2b:remaining steps per procedures identified in 1.b



                     3.c: . S2c Trusted:  remaining steps per procedures identified in 1.c



                     3.d : . S2c Un-Trusted:  remaining steps per procedures identified in 1.d































WLAN UE: 



1.b  S2b: steps before 4 B2 or B3, in  figure 7.2.1 – Initial attachment;7.3.-1 step A or B before 4- UE/ePDG-init Detach;7.4.-1, per    7.2.1, HSS/AAA init detach;7.5.1, per 7.2.1, UE init connect to add’l PDN; 7.6, before step 3, Network init policy control, 7.7, after A or B, PDN GW init bearer deactivation; 7.8.1 part of step 3 per 7.2.1



1.c. S2c Trusted: Corresponding procedures, where applicable,  and steps in  section 8.1  



1.d. S2c Un-Trusted: Corresponding procedures, where applicable,  and steps in  section 8.2  
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1.a HeNB:steps 1 to 14 in  9.1.1of 23.139  -  UE attach  Initial Attach via HeNB; Steps 1-4   in 9.1.2 -  UE PDN Connection via HeNB;  9.1.3 steps 1-8 UE  initiated  detach;  9.1.4  steps 1-8, MME initiated detach;9.1.5 steps 1-6- HSS initiated Detach; 9.1.6 steps before 1 – Dedicated  bearer activation; figure 9.1.7 steps before 1, bearer mod. with QoS; 9.1.8, steps before 1, PDN GW bearer deact; 9.1.9 Steps 1-4, UE requested bearer mod; 9.1.10; steps 1-1, Service request and HO procedure.
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2. .PCRF-Initiated Session Modification
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1b. H(e)NB IP@ Allocation







        1a. WLAN UE authentication, IP@ Allocation, default QoS 
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3. Notify – transmission loss 
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4. IP CAN Session  Termination 
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4. Notify – transmission loss 
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