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This P-CR proposes to make the following changes to TS 23.abc v0.0.0.

* * * First Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[XX]
3GPP TS 23.002: "Network architecture".

[YY]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[ZZ]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[AA]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting Packet Based services and Packet Data Networks (PDN)".

[BB]
3GPP TS 29.303: “Domain Name System Procedures; Stage 3”.

* * * Next Change * * * *
4
Architecture Model and Concepts
4.1
General Concept 

The end-to-end communications, between the MTC Application in the UE used for Machine Type Communication (MTC) and the MTC Application in the external network, uses services provided by the 3GPP system, and optionally services provided by an MTC Server. The MTC Application in the external network makes use of an MTC Server for additional value added services.  These additional services are provided by a third party Service Provider and are outside the scope of 3GPP. The 3GPP system provides transport and communication services including various architectural enhancements motivated by, but not restricted to, MTC (e.g. control plane device triggering).
Different models are foreseen for machine type of traffic in what relates to the communication between the MTC Server/MTC Application in the external network and the 3GPP network. The different architectural models that are supported by the Architectural Reference Model in clause 4.2 include the following:

-
Direct Model - Direct Communication provided by the 3GPP network operator: The MTC Application in the external network connects directly to the operator network without the use of any MTC Server;

-
Indirect Model – MTC Service Provider controlled communication: The MTC Server is an entity outside of the operator domain. The MTCsp and MTCsms are external interfaces (i.e. to a third party MTC service provider);

-
Indirect Model – 3GPP network operator controlled communication: The MTC Server is an entity inside the operator domain. The MTCsp and MTCsms are internal to the PLMN; and

-
Hybrid Model: The direct and indirect models are used simultaneously in the hybrid model e.g. connecting the MTC Application in the external network over user plane using the direct model and doing control plane signalling to/from the MTC Server using the indirect model.

Since the different models are not mutually exclusive, but just complementary, it is possible for a 3GPP operator to combine them for different applications.

4.2
Architectural Reference Model 

Figures 4.2-1 shows the architecture for a UE used for MTC connecting to the 3GPP network (UTRAN, E-UTRAN, GERAN, etc) via the Um/Uu/LTE-Uu interface. The architecture covers the various architectural models described in clause 4.1. 
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 Figure 4.2-1: 3GPP Architecture for Machine-Type Communication
NOTE 1:
Refer to TS 23.002 [XX], TS 23.060 [YY] and 23.401 [ZZ] for the 3GPP network internal reference points not shown in figure 4.2-1,
NOTE 2:
The MTC Server is controlled by the operator of the HPLMN or by a MTC Service Provider. 
NOTE 3:
In the non-roaming case, all 3GPP network entities providing functionality for MTC are in the same PLMN. In the roaming case, 3GPP architecture for MTC supports both the home routed (illustrated in Figure 4.2-1) and the local-breakout roaming (not illustrated) scenarios. For the home routed scenario, the MTC Server/Application User Plane communication is routed through the HPLMN.  In the local breakout scenario, the User Plane communication is routed directly through the serving PLMN.
The MTC Server is an entity which connects to the 3GPP network to communicate with UEs used for MTC and the MTC-IWF in the HPLMN or a SMS-SC for device triggering.
The API between the MTC Server and the MTC Application in the external network is outside the scope of 3GPP network. It is solely used as abstracts to show an example of an end-to-end view for MTC and simplify mapping to MTC specifications of other standardization organizations. The MTC Application in the external network can be collocated with the MTC Server.

For the roaming scenario, the MTC-IWF shall have the connection with HSS and SMS-SC within the home network only and with serving SGSN/MME/MSC in the visited network. 
Editor’s Note: The final set of entities and interfaces in the MTC architecture figures of this clause are FFS and are subject to the final set of trigger delivery mechanism solutions selected as part of the conclusions reached for SIMTC.


4.3 
Reference points

4.3.1
General

The following 3GPP reference points support the Indirect and Hybrid models of MTC.

NOTE:
As further development of the MTC architecture takes place as well as when additional MTC common functionality and features are addressed, further reference points may be added.

4.3.2
List of Reference Points

The description of the MTC related reference points:
MTCsms:
It is the reference point an entity outside the 3GPP network uses to communicate with UEs used for MTC via SMS.

MTCsp:
It is the reference point an entity outside the 3GPP network uses to communicate with the MTC-IWF related control plane signalling.

T4:
Reference point used by MTC-IWF to route device trigger to the SMS-SC in the HPLMN.

T5a:
Reference point used between MTC-IWF and serving SGSN.

T5b:
Reference point used between MTC-IWF and serving MME.

T5c:
Reference point used between MTC-IWF and serving MSC.

S6m:
Reference point used by MTC-IWF to interrrogate HSS/HLR
Editor’s Note: Protocol assumption: User plane communication with MTC Server, for Indirect models, and MTC Application in the external network, for Direct and Hybrid models, is achieved using existing protocols over Gi and SGi reference points. Existing control plane protocols over those reference points such as RADIUS/Diameter as specified in TS 29.061 [AA] can also be supported towards the MTC Server.

4.3.3
Reference Point Requirements

4.3.3.1
MTCsp Reference Point Requirements

The MTCsp reference point shall fulfil the following requirements:

-
connect a MTC-IWF to one or more MTC Servers;

-
supports the following device trigger functionality:
-
reception of a device trigger request from MTC Server;
-
report to the MTC Server the acceptance or non-acceptance of the device trigger request;
-
report to the MTC Server the success or failure of a device trigger delivery; and
-
provides congestion/load control information to MTC Server as part of the response to trigger requests.
-
provides consistent services to the MTC Server irrespective of the mechanism used internally by 3GPP network for trigger delivery to UE.
Editor’s Note: How to provide congestion/load control in response to trigger requests is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.
Editor’s Note: Additional message exchange support is FFS and dependent on the device triggering solutions selected as part of the conclusions reached for SIMTC.
-
optional security and privacy protection for communication between the MTC-IWF and MTC Server; and

Editor’s Note: Solutions for the security related functionality described in the above bullet are in the scope of SA WG3.

-
Domain Name System procedures similar to what is specified in TS 29.303 [BB] may be used by the MTC Server for lookup and selection of which specific MTC-IWF to be used.
Editor’s Note: Additional MTC reference point requirements are FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.3.3.2
T4 Reference Point Requirements

The T4 reference point shall fulfil the following requirements:

-
connects the MTC-IWF, taking the role of the SME, to SMS-SC inside HPLMN domain;

-
supports the following device trigger functionality:

-
transfer of device trigger, addressed by either an MSISDN or IMSI, from MTC-IWF to SMS-SC inside HPLMN domain;
-
transfer of serving SGSN/MME/MSC infromation along with  device trigger when addressed by IMSI; and
-
report to MTC-IWF the success or failure of delivering a device trigger to UE.
-
Editor’s Note: Additional message exchange support is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.3.3.3
T5a/T5b/T5c Reference Point Requirements

The T5a/T5b/T5c reference point shall fulfil the following requirements:

-
T5a connects the MTC-IWF to the serving SGSN;

-
T5b connects the MTC-IWF to the serving MME;

-
T5c connects the MTC-IWF to the serving MSC;

-
supports the following device trigger functionality:

-
transfer of device trigger request to the SGSN/MME/MSC;
-
report to MTC-IWF the success or failure of delivering a device trigger to UE; and
-
providing SGSN/MME congestion/load information to MTC-IWF.
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: The specific requirements of these reference points are FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.3.3.4
S6m Reference Point Requirements

The S6m reference point shall fulfil the following requirements:

-
connect the MTC-IWF to HSS/HLR containing subscription and UE related information; and
-
support interrogation of HSS/HLR to:
-
map E.164 MSISDN or external identifier to IMSI of the associated UE;
-
retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC address);
Editor’s Note: The final set of subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and dependent on the final conclusions reached for SIMTC.

Editor’s Note: Additional message exchange support is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.


4.4
Network Elements

4.4.1
General

The following 3GPP network elements provide functionality to support the Indirect and Hybrid models of MTC. Additionally, IMS network elements may provide functionality to support the Indirect and Hybrid models of MTC.

NOTE:
As further development of the MTC architecture takes place as well as when additional MTC common functionality and features are addressed, further network elements may be defined.

Editor’s Note: The final naming of any new entities added as part of the SIMTC work is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.2
MTC-IWF

To support the Indirect and Hybrid models of MTC, one or more instances of an MTC InterWorking Function (MTC-IWF) reside in the HPLMN. An MTC-IWF could be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates signaling protocols used over MTCsp to invoke specific functionality in the PLMN.

The functionality of the MTC-IWF includes the following:
-
terminates the MTCsp, S6m, T5a, T5b, T5c, T4 and Rf/Ga reference points;

-
may authenticate the MTC Server before communication establishment with the 3GPP network;

-
may authorize control plane requests from an MTC Server;

-
supports the following device trigger functionality:

-
reception of a device trigger request from MTC Server;
-
report to the MTC Server the acceptance or non-acceptance of the device trigger request;
-
report to the MTC Server the success or failure of a device trigger delivery; and
-
may apply MTC-IWF and/or SGSN/MME induced congestion/load control as part of the response to trigger requests.
Editor’s Note: How to provide congestion/load control in response to trigger requests is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

Editor’s Note: Additional messaging between the MTC Server and the MTC-IWF are FFS and are dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
an HSS resolution mechanism for use when multiple and separately addressable HSSs have been deployed by the network operator (see e.g. the SLF / Diameter Proxy agent specified in clause 5.8 TS 23.228 [14]);
-
interrogation of the appropriate HSS, when needed for device triggering, to:
-
map E.164 MSISDN or external identifier to IMSI of the associated UE;
-
retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC address);
Editor’s Note: The final set of subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and is dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
selection of the most efficient and effective device trigger delivery mechanism and shielding this detail from MTC Server based on;

-
current UE serving node information from HSS/HLR (e.g. serving MME/SGSN/MSC address);
- 
the device trigger delivery mechanisms supported by the UE;

Editor’s Note: How the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE if FFS.

-
the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN;

-
any MNO device trigger delivery policies; and/or

-
any information received from the MTC Server.

-
perform protocol translation, if necessary, and forwarding towards the relevant network entity (i.e. serving SGSN/MME/MSC or SMS-SC inside HPLMN domain) of a device trigger request to match the selected trigger delivery mechanism;

-
generation of device trigger CDRs and forwarding to CDF/CGF over new instance of Rf/Ga; 

-
may support secure communications between the 3GPP network and the MTC server;
Editor’s Note: Solutions for the security related functionality described in the three bullets above are in the scope of SA WG3.

The characteristics of the MTC-IWF includes the following:

-
multiple MTC-IWFs can be used with a HPLMN;

-
system shall be robust to single MTC-IWF failure;

Editor’s Note: Additional MTC functionality in the MTC-IWF is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.3
HSS

HSS specific functionality to support the Indirect and Hybrid models of MTC.

Functionality for triggering includes the following:

-
termination of the S6m reference point where MTC-IWFs connect to the HLR/HSS;

-
stores and provides to MTC-IWF the mapping/lookup of E.164 MSISDN or external identifier(s) to IMSI and subscription information used by MTC-IWF for device triggering (e.g. serving MME/SGSN/MSC address);

-
mapping of E.164 MSISDN or external identifiers to IMSI of the associated UE;
-
serving node information for the UE (i.e. serving SGSN/MME/MSC address).
Editor’s Note: The subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and dependent on the final conclusions reached for SIMTC.

Editor’s Note: Additional MTC functionality in the HLR/HSS is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.4
GGSN/PGW

GGSN and PGW specific functionality to support the Indirect and Hybrid models of MTC:

Editor’s Note: Specific MTC functionality for the GGSN/PGW is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.5
SGSN/MME/MSC
SGSN and MME specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· SGSN terminates the T5a reference point;

· MME terminates the T5b reference point;

· MSC terminates the T5c reference point;

· receives device trigger from MTC-IWF;

· encapsulates device trigger information in NAS message sent to the UE used for MTC;
· receives device trigger acknowledgement from the triggering UE;

· reports device trigger delivery success/failure status to MTC-IWF; and
· may provide SGSN/MME congestion/load information to MTC-IWF.
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: Additional MTC functionality for the SGSN/MME/MSC is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.6
SMS-SC

SMS-SC specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· terminates the T4 reference point where MTC-IWFs connect to the SMS-SC; and
· supports PS-only MT-SMS that can be delivered with IMSI in lieu of E.164 MSISDN.
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