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Introduction
This document attempts to identify where there are common positions and where there are differences between companies providing conclusions proposals into this meeting.
Discussion
ALU conclusions (S2-114885)

Origination scenario conclusions: -

P-CSCF functionality
· For emergency sessions the P-CSCF only needs to retrieve the NPLI if the network doesn’t support an LRF.
· The P-CSCF is responsible, as defined in 23.167, for identifying that the session is an emergency session.
· For other sessions, the P-CSCF should retrieve the NPLI, if there is an (H)PLMN policy to do so. The policy can depend on a number of factors. 

· HPLMN identity

· Service-related information in the INVITE

· Whether it is necessary that the NPLI should be obtained before sending on the INVITE. (For example, it could be left to the AS to retrieve the NPLI, or the UPLI could be sufficient for processing the INVITE.) 
· Note that if it is left to the AS, in a roaming scenario there would need to be agreements in place that the HSS can obtain the location information from the serving network
· Note also that one issue with P-CSCF and AS policies for obtaining the NPLI. If the P-CSCF policy was to obtain the NPLI in time for the response the AS policies would need to be aligned with this

AS

· Depending on operator policy, and if the NPLI isn’t already present, the AS can query the HSS for the NPLI.
MSC Server

· Adds NPLI for ICS scenarios. 

IBCF decision required

· Remove the NPLI and/or UPLI if required.
Termination scenario conclusions: -

P-CSCF functionality
· The P-CSCF should retrieve the NPLI if there is an (H)PLMN) policy to do so. The policy can depend on a number of factors. 

· HPLMN identity

· Service-related information in the INVITE

· Whether there is a policy, per (H)PLMN, that the NPLI should be obtained to be inserted in the response message (since it might be considered sufficient to use the UPLI). It could be operator policy for the AS to retrieve the NPLI before sending on the INVITE for some services, as described below.
AS

· Depending on operator policy (for example that the NPLI is needed before invoking service logic) an AS may query the HSS for the NPLI.  However in a roaming scenario there would need to be agreements in place that the HSS can obtain the location information from the serving network.
MSC Server

· Adds NPLI for ICS scenarios. 

IBCF decision required

· Remove the NPLI and/or UPLI (from the SIP response message) if required.
For the reasons argued in an ALU contribution to the last SA2 meeting, we believe it is preferable to use an on-demand solution such as that described in clause 6.4.4 of the TR.

The UE provides the UPLI in SIP messages sent towards the network. This is contained in the P-Access-Network-Info, and is marked as not being network-provided. There is no reason to remove the UPLI, and if the NPLI is obtained, both should be carried in the SIP message and both can be used for charging and data retention purposes. It is an operator option whether to require the NPLI for other functionality, or whether the UPLI can be used.
Huawei/ZTE conclusions (S2-114903)
For location needed by P/S-CSCF, e.g. for CDRs for charging/billing or data retention, the NPLI fetch by the P-CSCF based on PCC is recommended. The P-CSCF populates the NPLI to S-CSCF by adding the NPLI to SIP messages of the unmodified SIP-level signalling flows. Via this SIP signalling the NPLI may reach also other IMS entities, e.g. an AS. It should be noted that before sending the message outside the operator’s domain the NPLI may be removed or modified, e.g. the location granularity may change to just indicate the serving PLMN.

The different solutions with NPLI retrieval and distribution by P-CSCF in this TR require largely similar functionality. The P-CSCF needs to know trigger conditions for retrieving NPLI. And also the restrictions for delivering of NPLI to other IMS nodes are the same for the different proposals. Operator policies in the P-CSCF define which of the following SIP trigger events require NPLI fetch and providing NPLI it with the related SIP message to the S-CSCF: INVITE, INVITE for an emergency service, MESSAGE, BYE, CANCEL. Operator policy also determines whether session establishment initiates continuous NPLI updates for the duration of the session. The P-CSCF records NPLI as received from PCRF in its CDRs. The S-CSCF records NPLI as received from P-CSCF in its CDRs.

The P-CSCF fetches NPLI or initiates continuous NPLI updates during a session via PCC as described in clause 6.4. The PS domain procedures, specifically the bearer modification procedure is enhanced for providing a single NPLI report to the PCRF, which provides it to the P-CSCF when receiving the NPLI report. For continuous NPLI reporting the same procedures indicate the request to start or stop the NPLI reporting.

The P-CSCF is enhanced to trigger NPLI fetch and/or continuous NPLI reporting based on the P-CSCF configured events. The P-CSCF holds the SIP messages that carries the NPLI to the S-CSCF until the NPLI is received. If the triggering SIP message is in uplink direction the P-CSCF has to retrieve NPLI and add it to the SIP message before forwarding to the S-CSCF. If the triggering SIP message is in downlink direction the P-CSCF retrieves NPLI and provides it with the response SIP message to the S-CSCF.
An AS may receive NPLI with SIP messages from S-CSCF. When an AS needs NPLI information it may use already existing HSS based procedures via Sh or LCS to fetch NPLI, especially when the related SIP procedures include no SIP signalling or messages that could provide the NPLI at the point in time when needed by the AS.

Depending on operator policy for emergency services the P-CSCF fetches the NPLI via PCC in the same way as described above for other SIP trigger events. In this case every INVITE that is for an emergency service triggers the P-CSCF to fetch the NPLI and adding it to the INVITE message. The E-CSCF may use the P-CSCF provided NPLI for PSAP routing as described in TS 23.167. Alternatively, also as described in TS 23.176, the E-CSCF may query the LRF for NPLI.
Ericsson conclusions (S2-114939)

The following aspects are proposed to be specified:

- 
PCC based solution as defined in Clause 6.4.1 to 6.4.3.
-
MSC Server solution as defined in Clause 6A.2.4, with additional procedures to handle call termination.
-
Enhancement of the Network Provided P-Access-Network-info header to include NPLI (including the optional local time) and to be distributed according to the guidance in Clause 6A.
-
A general recommendation of when a specific solution can be used. The following guidance could be used as a base: 

-
PCC based solution for general call cases, where the NPLI can be requested in combination with QoS authorization procedures.
-
Use of HSS based retrieval according to TS 29.328 [5] when NPLI is required but not already available (e.g., when required in an INVITE request, or when call is broken out to a MGCF).  Use of HSS is not applicable for emergency service.
-
For emergency service:

-
For non-authenticated case (i.e. UICC card with insufficient credential or UICCless), existing mechanism in TS 23.167 [3] is recommended.
-
For authenticated case, NPLI fetching is based on operator policy, e.g., based on existing mechanisms in TS 23.167 [3], and/or based on PCC.  When both mechanisms are enabled if PCC method failed, the E-CSCF has to retrieve the location information via LRF as specified in TS 23.167 [3].
NSN conclusions (S2-115136)

- PCC based solution as defined in Clause 6.4 for bearer dependent (i.e. for session establishment/modification/release) and bearer independent (i.e. for messaging services) NPLI fetching.

- Enhancement of the Network Provided P-Access-Network-info header to add NPLI (including the optional local time). The UE provided location information is not removed from the PANI header.

- Distribution of location information and NPLI retrieval for ICS scenarios as defined in Clause 6A.

- HSS based retrieval according to TS 29.328 [5] when NPLI is required but not yet available (e.g. for call termination when location needs to be available prior to call delivery) or the network requests for an additional location query.

- NPLI for emergency is based on operator policy, i.e. either based on existing TS 23.167 procedures or based on PCC based solution.
Commonalities and differences
The following conclusions appear to be common to all the papers: -

· IMS signalling shall be able to carry NPLI and UPLI simultaneously
· Distribution of the NPLI from the retrieving entity to other IMS entities is via existing signalling

· Support a PCC-based solution as defined in clause 6.4 (procedure invoked by the P-CSCF) to obtain the NPLI. Policies in the P-CSCF determine whether the NPLI needs to be retrieved for a particular message/scenario.
· HSS based retrieval according to TS 29.328 [5] can be used when NPLI is required but not already available (e.g., when required in an INVITE request, when it is needed prior to session delivery, or when call is broken out to a MGCF).  

· For ICS scenarios, use the signalling as defined in clause 6A (MSC Server provides NPLI)

· For emergency sessions, either existing LRF-based procedures are used, or the PCC-based solution as defined in clause 6.4 is used. Local policies in the P-CSCF will determine whether it should use the PCC-based procedures for emergency sessions. The LRF-based procedures are followed if they are supported in the network and if there is no NPLI present.
The following appear to be differences, or require clarification of positions: -

· Continuous NPLI reporting might be required (Huawei/ZTE)
· For non-authenticated emergency calls the LRF-based procedure is recommended (NSN).
· The NPLI may be removed at network/trust boundaries (ALU/Huawei/ZTE)

· The P-CSCF policy for retrieving the NPLI can take into account roaming agreements and HPLMN policy (ALU)

· The P-CSCF policy for retrieving the NPLI can depend on service-related information (ALU)

· In the originating case, P-CSCF policy is needed for whether to provide the NPLI in a subsequent message rather than the INVITE (since session establishment may be delayed if the INVITE is delayed) (ALU)
· Retrieval of the NPLI by the AS using HSS-based procedures in roaming scenarios depends on inter-operator agreement, and needs to be aligned with policies in the P-CSCF (ALU)
It appears all companies agree that a PCC-based approach is needed, but we need to ensure that we are all definitely talking about the same procedures (clarify what we think we are agreeing to).
In addition there might be a difference in positions amongst these, and other companies, regarding GI. It appears that some companies want the GI to be provided by the access network entities, eg it is in the NPLI retrieved by the P-CSCF, whereas others want the GI to be mapped from the NPLI.
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