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First change

4.2.3
IUT Requirements

-
It shall be possible for the Controller UE to apply IUT when a remote end adds media to an existing session.

-
IUT shall be able to coexist with Access Transfer as specified in this specification and TS 23.292 [5].

-
If the Collaborative Session Control is lost for an active Collaborative Session, the SCC AS shall release all the Access Legs participating in that Collaborative Session.

-
It shall be possible for the Controller UE to determine all other UEs that are currently available and authorised for IUT procedures.

-
It shall be possible for the Controller UE to determine the media and service capabilities of each available UE.

-
The network shall reject IUT between UEs that are not authorised.

-
The Hosting SCC AS shall maintain the end-to-end session service state of a UE engaged in IUT.

-
It shall be possible to execute IUT Media Control Related Procedures in any order, and any number of times, for a given session.

-
The Controller UE shall maintain the Collaborative Session Control for the session until the Collaborative Session is released or until the Collaborative Session Control is transferred to another Controller capable UE.

-
It shall be possible for a Controller UE to initiate transfer of Collaborative Session Control to another Controller capable UE that has registered a Public User identity that shares the service profile with the Public User identity used in the Collaborative Session.

-
It shall be possible for a Controller capable UE to request and, when authorized, to pull Collaborative Session Control from a source UE.

-
The media flow(s) on the target UE shall be established using IMS session setup procedures as specified in TS 23.228 [4].

-
The Controller UE may transfer one or more media flow(s) to one or more target UEs (including itself).

-
The selection of the media flows to be transferred may be based on the target UE(s) capabilities.

-
The Controller UE shall have information about a Collaborative Session, which describes all media components currently existing in this session and the UEs associated with these media components.

-
The Collaborative Session procedures for a Controllee UE without IUT capabilities shall not have any impact to the UE. Therefore any IMS UE shall be able to act a Controllee UE within a Collaborative Session.

-
UEs using CS access interworked with IMS by an interworking node shall be provided with limited Controllee UE functionality based on the constraints of the interworking node.

-
After the local end changes due to an IUT procedure without establishing a Collaborative Session, the SCC AS shall update the remote end that the session is continuing with a new local end.

-
It shall be possible to apply IUT Media Control Related Procedures between UEs belonging to different IMS subscriptions.

-
When UEs from different subscriptions are involved in a Collaborative Session, the SCC ASs shall assure that UEs do not create subsequent Collaborative Sessions for media belonging to Access Legs of the original Collaborative Session, and thus only a single Collaborative Session with a single hosting SCC AS shall be allowed.

-
When an SCC AS creates an access leg towards a UE that is not part of the same subscription that is currently associated with the Collaborative Session, it shall include sufficient information indicating that there already exists a hosting SCC AS.

-
It shall be possible for a UE to indicate that it is capable to become a Controller UE.

-
It shall be possible for the Controller UE to apply IUT Media Control Related Procedures when setting up either an originating or terminating session.

-
It shall be possible, based on the terminating user's preferences, to route incoming IMS session requests to a UE that is capable of becoming a Controller UE.

-
It shall be possible for a UE to request to replicate one or more media flow(s) from the remote end.

-
It shall be possible for the network to replicate media in order to support the media replication scenarios described in this document.

-
It shall be possible for a UE to determine the information of ongoing multimedia session(s) in other UEs before or during IUT Media Control Related Procedures.

-
It shall be possible for the network to mask information on some or all of the sessions or media flows composing the session from session discovery based on user service configuration or operator policy.

-
The selection of the media flows to be transferred may be based on the ongoing multimedia session(s) on the source UE(s) discovered by the target UE(s) in pull mode.

-
It shall be possible for a UE to request and, when authorized, to pull one or more media flow(s) from a source UE.

-
It shall be possible for the Controller UE to authorize requests for IUT Media Control Related Procedures.

-
It shall be possible for the network to authorize requests for IUT Media Control Related Procedures on behalf of the Controller UE.

-
The network shall resolve conflicting IUT Media Control Related Procedures within a Collaborative Session.

-
When the Collaborative Session Control on the Controller UE is lost, the SCC AS may transfer the Collaborative Session Control to another Controller capable UE (with a Public User Identity belonging to the same service profile) involved in the Collaborative Session based on the user preferences associated with the Controller UE.

-
It shall be possible for the SCC AS to initiate Inter-UE Transfer on behalf of the UE/user as a result of a UE requesting IUT, or due to other stimulus such as, but not restricted to, IMS signalling received by the SCC AS from other IMS entities, user preferences, or other service layer triggers.
-
Replication / transfer of some or all media components to target IMS UE(s), belonging to the same or to different user(s) that are subscribed to the same operator, shall not be performed when the remote end (e.g. the source of the media) of the session restricts such operation.
Next change

5.3.1
SCC AS
The SCC AS provides IMS-based mechanisms for enabling service continuity of multimedia sessions.

For IMS Service Continuity, the SCC AS implements the following functionalities:

-
Access Transfer: The SCC AS uses the ISC reference point towards the S-CSCF for execution of the Access Transfer. The SCC AS performs the following for enablement and execution of Access Transfers:

-
analyzes the information required for Access Transfer as described in the procedure section and decides which Access Transfer scenario should be executed; it rejects the Access Transfer request if it is not aligned with the operator policy;

-
retrieves from the HSS after third party registration the C‑MSISDN bound to the IMS Private User Identity stored in the user profile in the HSS;

-
correlates the Access Transfer request with the anchored session, using information provided in the incoming SIP INVITE;

-
correlates the Access Leg created by Access Transfer Update message from the ATCF with the Remote Leg;

-
clears any existing STN-SR that has been set and provides to the HSS:

-
home-network configured STN-SR if a third-party register without a STN-SR is received; or

-
STN-SR received in a third-party register different from the existing STN-SR that has been set into HSS;

-
when an ATCF is used, provides after successful IMS registration procedure the C-MSISDN and a routable Access Transfer Update - Session Transfer Identifier (ATU-STI) to the ATCF;

-
executes the transfer of the IMS session between different access networks;

-
implements 3rd party call control (3pcc) upon session establishment;

-
provides Access Transfer specific charging data;

-
decides based on analysis of the various service continuity related input factors, whether to update provisioned operator policy for Access Transfer;

-
generates and updates operator policy by sending operator policy to the UE via OMA DM [7] including the priority between the operator policy and user preferences that could be used also to initiate Access Transfer procedure for ongoing sessions.

-
in case it supports vSRVCC it provides information to the MSC related whether the most recently active bi-directional sessions is voice or voice + video to determine if it is should perform vSRVCC or SRVCC procedure.

-
Inter-UE Transfer: The SCC AS performs the functions for enablement and execution of Inter-UE Transfer procedures:

-
executes the IMS Inter-UE Transfer related procedures between different UEs having IMS subscriptions under the same operator connected via the same or different access networks;

-
authorizes requests for IUT procedures;

-
when UEs from different subscriptions are involved in a Collaborative Session, assures that UEs do not create subsequent Collaborative Sessions for media belonging to Access Legs of the original Collaborative Session, by adding an indication to the IUT request;

-
when aware that a Hosting SCC AS already exists for a Collaborative Session, forwards received IUT requests to that SCC AS;

-
provides Inter-UE Transfer specific charging data.

-
Terminating Access Domain Selection (T-ADS): In addition to T‑ADS specified in TS 23.292 [5].


For a terminating session, the SCC AS may select more than one contact amongst multiple registered contacts for each selected UE of the SC User and may split the session into sessions directed to the selected contacts.


For multiple contacts in the PS domain, the SCC AS shall be able to select one or more types of access networks through which the session shall be terminated. In this case, the SCC AS includes additional information within the session request(s) to ensure that the corresponding session is terminated via the selected access network type(s).


For Inter-UE Transfer procedures to a target UE, the SCC AS shall execute T-ADS to select one or more contacts to establish one or more access legs or to reuse one or more access legs belonging to the same Collaborative Session towards the target UE for the transferred media flow(s).


T-ADS in SCC AS may be used in order to enforce user preferences between 3GPP and non-3GPP access networks.


UE assisted T-ADS (UE T-ADS) may be used in order to enforce user preferences for CS bearer or PS bearer for voice/video on 3GPP accesses.

-
Handling of multiple media flows: The SCC AS provides functionality to combine and/or split media flows over one or more Access Networks as needed for Session Transfers, session termination, or upon request by the UE to add media flows over an additional Access Network during the setup of a session, or upon request by the UE to add and/or delete media flows over one or more Access Networks to existing sessions.


When handling media flows of an IMS session, the SCC AS takes into account the services associated with the session.

Next change

6a.12
User authorisation and preferences

There are two different kinds of authorization in the IUT architecture:

Authorization by the SCC AS. The SCC AS responsibilities includes:

-
checking that the subscription allows the requested operation

-
enforcing network based user preferences, e.g. check whether other UEs shall be allowed to retrieve session information related to the UE.
-
enforcing restrictions provided by the remote party. The SCC AS shall  reject requests for Inter-UE Transfer operations on sessions where the remote party is served by a network  that has expressed preferences to restrict Inter-UE transfer actions on on-going sessions between the remote party and an IUT user served by the SCC AS.
NOTE:
The remote party network, through service agreements with the network operator serving the IUT user, can restrict IUT actions to be performed on sessions that users served by the remote party network are involved in. Such restrictions are expected to be applied on all sessions the remote party users are involved in. In the absence of privacy preferences indicated by the remote party network, the default behaviour of the SCC AS serving the IUT user is to carry out any requested IUT actions subject to other successful authorization checks. 
Authorization of incoming request by the UE. The UE based authorization includes:

-
authorization through end-user interaction, e.g. the end user authorizes requests for IUT Media Control Related Procedures by pressing a button on the device.

-
automatic authorization by UE configuration, e.g. the UE automatically authorizes requests for IUT Media Control Related Procedures from a specific device.

The UE based authorization is considered to be a local implementation of the UE.

If the user requires configuring IUT authorisation and preference settings to the SCC AS, this shall be possible via the Ut interface. The information that can be configured includes:

-
UEs authorised by the user to perform the IUT Media Control Related Procedures; and

-
authorisation for the SCC AS to preferentially route incoming session invitations from the remote party towards Controller capable UE(s). The user may additionally define criteria to determine whether to preferentially route incoming session invitations from the remote party towards Controller capable UE(s). It shall be possible to apply, for example, the following criteria and combinations of the following criteria to the incoming request:

-
Calling party identity (Public User Identity);

-
Called party identity used;

-
Identification of the Service (Service Identifier); and

-
Media types being offered in the incoming request.

The SCC AS shall take in account operator policy and the above user preferences when determining:

-
whether the UE is authorised to perform the Controller UE functions, and

-
whether to preferentially route incoming session requests from a remote party towards Controller capable UE(s).
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