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Abstract of the contribution: This paper proposes a MTC device trigger mechanism over NAS signalling, in which the MTC application in UE side is not involved. 
1. Discussion
An IP-based MTC application may be expected to have a common implementation over all IP network. Involving in the network-specific transport layer functionality causes the application providers to develop different versions of application programs in different networks, which costs extra implementation and maintenance efforts. Therefore, we suggest that the MTC application in device side should be device trigger procedure agnostic and it is the responsibility of the 3GPP transport layer protocol to set up the IP connection between MTC server and MTC device.
2. Proposed Changes
The following text is proposed to be added in 23.888.
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6.x
Solution – Application-unaware MTC online device trigger over MTCsp.

6.x.1
Problem Solved / Gains Provided

Clause 5.8 
"Key Issue – MTC Device Trigger".

6.x.2
General
In this solution, an application-unaware MTC online device trigger procedure via MTCsp reference point is presented. After receiving the device trigger request from MTC server, the 3GPP core network takes the responsibility to establish the PDP/PDN connection between MTC server and MTC device. The MTC application in device side is not involved in the device trigger mechanism. It is notified to send data by an IP-based application message from MTC server after the IP connection is established.

Two main concepts are used in the proposed solution.

(1) In MTC device, the trigger of PDP/PDN connection establishment shall be handled in transport layer.

After receiving the device trigger request from MTC server via MTCsp reference point, MTC-IWF interrogates HSS/HLR to obtain the MTC device’s subscription and reachability information. Then, it selects the APN which the new PDP/PDN connection shall connect to and delivers this information to the MTC device through MME via NAS signalling connection. In MTC device, NAS MM/EMM sub-layer will receive the trigger information. Then it requests the NAS SM/ESM sub-layer to establish the PDP/PDN connection by re-using the existing NAS procedures.

(2) After PDP/PDN connection is established, MTC-IWF acquires the IP address from the core network and replies it to the MTC server. Then, MTC server can communicate with MTC device via IP connection directly.

Several mechanisms of IP address management and assignment are defined in 3GPP specification. Those mechanisms can be classified in following three cases.

a. IP address is a static IP address recorded in the subscription data in HLR/HSS. SGSN/MME would retrieve the subscription data from HLR/HSS and forward the IP address to GGSN/PDN-GW. In this case, both SGSN/MME and GGSN/PDN-GW are aware of the IP address. MME can reply it to MTC-IWF along with the device trigger acknowledgement.

b. IP address is dynamically assigned by GGNS/PDN-GW or the DHCP server in external PDN. During the establishment procedure of PDP/PDN connection, the IP address is acquired by GGSN/PDN-GW and forwarded to MME. Then MME delivers the IP address to MTC device via NAS message. In this case, both SGSN/MME and GGSN/PDN-GW are aware of the IP address. MME can reply it to MTC-IWF along with the device trigger acknowledgement.

c. IP address is dynamically assigned by GGNS/PDN-GW or the DHCP server in the external PDN. After a PDP/PDN connection is established, MTC device uses DHCP protocol to requests for an IP address. In this case, only the MTC device and GGSN/PDN-GW are aware of the IP address. Therefore, MME provides the identity of the serving GGSN/PDN-GW to MTC-IWF, and MTC-IWF then queries the IP address from the serving GGSN/PDN-GW.

The message flow is illustrated in Figure 6.x.2-1, and the detailed description is presented as follows.
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Figure 6.x.2-1. Workflow of application-unaware MTC online device trigger.

Steps 0-1. MTC server fails in communicating with MTC device via IP connection and activates the device trigger procedure by sending a request to MTC-IWF via MTCsp. 

Steps 2-3. MTC-IWF interrogates HSS/HLR to obtain the MTC device’s subscription and reachability information.

Step 4. MTC-IWF requests the serving MME to trigger the MTC device. According to the subscription information from HSS/HLR and the PDN where the MTC server is located, MTC-IWF designates the APN which the new PDP/PDN connection shall connect to.

Step 5. MME generates the NAS message to carry the APN information to the MTC device indicated by IMSI. 

Step 6. The NAS MM/EMM sub-layer receives the triggering message. It retrieves the APN value, and then requests the NAS SM/ESM sub-layer to establish the PDP/PDN connection.

Step 7. UE-initiated PDP context activation / PDN connectivity procedure is reused to establish PDP/PDN connection.

Step 8. SM/ESM sub-layer notifies MM/EMM sub-layer of the successful establishment of PDP/PDN connection.

Step 9. MTC device notifies MME of the device trigger result.

Step 10. MME reports the success of device trigger to MTC-IWF. The IP address information of the new PDP/PDN connection shall also be included. If the MME knows the MTC device’s IP address, it can reply it to MTC-IWF in Step 10. Otherwise, MME replies the serving GGSN/PDN-GW ID of the new PDN connection to MTC-IWF.

Steps 11-12. If MME replies GGSN/PDN-GW ID in Step 10, MTC-IWF queries the MTC device’s IP address from the serving GGSN/PDN-GW. 

Step 13. MTC-IWF replies the MTC device’s IP address to MTC server.

Steps 14-15. MTC server polls data from MTC device via IP connection.

6.x.3
Impacts on existing nodes or functionality
1. New NAS messages  for carrying the MTC device trigger information and acknowledgement between MME and MTC device.

2. Modification to the NAS protocol to support PDP context activation/PDN connectivity establishment procedure initiated by the NAS message carrying the MTC device trigger information.

3. Modification to MME to provide the IP address or the serving GGSN/PDN-GW ID to MTC-IWF.

4. Modification to GGSN/PDN-GW to support IP address inquiry by MTC-IWF.

6.x.4
Evaluation
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