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Abstract of the contribution:
This contribution discusses the use of the store and forward functionality for the delivery of triggers.

Discussion
At SA2#87 further agreements have been made with regard to the MTC architecture and interfaces. The functionality for logical entities such as e.g. the MTC-IWF has been refined (see [1])
The MTC-IWF entity is responsible for “selection of the most efficient and effective device trigger delivery mechanism and shielding this detail from MTC Server”.
The legacy SMS traditionally supports the store and forward functionality which is implemented by the SMS‑SC entity. The MTCsp interface allows the MTC server to submit the trigger request which amongst other parameters may include validity time (see [3]) The MTC-IWF is responsible for mapping this parameter to the SMS validity period in order to facilitate the use of the store and forward function at the SMC-SC.

Other mechanisms delivering the trigger over the C-Plane have also been proposed. They use the optimised NAS delivery using the MME/SGSN or HSS-MME/SGSN trigger delivery paths.

A load and overload control mechanism via the MTC-IWF has been proposed in [4] where it has been defined that “If the MME/SGSN stores the trigger request for a target UE, the MME/SGSN stops forwarding the trigger request to the UE and restart forwarding the trigger request when the network congestion is resolved and the validity time of the trigger is not expired”.
It is evident from the description above that the store and forward functionality has been proposed to be implemented at the MME/SGSN. It is known that the MME/SGSN may undergo occasional restart procedure which would require special arrangement to restore the triggers if only stored at the MME/SGSN.

In addition “The MTC-IWF reports the success or failure of the trigger (e.g. due to network congestion) to the MTC server” which does not indicate whether the MTC-IWF is stateless or statefull entity trying to re-attempt the delivery or not when the network has failed or is experiencing difficulties e.g. congestion occurs in the network.

Also the HSS based device trigger solution has been updated in [2]. It has been proposed that when the UE in IDLE states moves to a new RA/TA with the change of SGSN/MME, the trigger is sent from the HSS and not transferred between the affected nodes when the context is being transferred.
It is evident from the description above that the store and forward functionality has been proposed to be implemented at the HLR (the prime location) and also in the MME/SGSN. 
As it has been already mentioned, the MTC-IWF entity is responsible for the selection of a trigger delivery method. One could imagine a scenario when the legacy SMS cannot deliver a trigger (e.g. the system is overloaded or reserved for premium users or simply not deployed) and /or the MME/SGSN might be overloaded or even not reachable due to the ongoing restart procedure. As an alternative the CBS (if available) may be chosen as a last resort to deliver the trigger (see [5]). In this case the store and forward functionality is implemented in the BSC/RNC entity, although the CBS messages are managed by the CBC entity i.e. while scheduled for transmission/broadcasting, the CBS message is stored in the BSC/RNC but transmission parameters and the message itself is provided by the CBC.
It is clear that the store and forward functionality is proposed in various network elements such as:
· HSS based trigger solution (the HLR ( primary location), the MME/SGSN)

· Direct MME/SGSN delivery (the MME/SGSN)

· Legacy SMS (the SM-SC)

· The CBS system (BSC/RNC( primary location), the CBC)

Due to the fact that one of the functions of the MTC-IWF is to hide the internal PLMN’s topology, the MTC server should not be aware of the delivery method selected by the MTC-IWF. The MTC-IWF may also implement recovery techniques if the selected delivery method has failed and/or the network is experiencing difficulties i.e. congestion or overload. The MTC-IWF by mapping the validity time parameter as received over the MTCsp to the internal validity times allow it implementing effective selection of the delivery methods.

Therefore it is proposed that the functionality supported by the MTC-IWF is extended to support the ability to store and forward trigger requests to facilitate implementing recovery when the selected method could not yield the successful delivery. The MTC-IWF is well positioned to support this feature because its trigger delivery selection function already takes into account reachability information, network capability and policies, the mechanisms supported by the UE as well as some supporting information received over the MTCsp interface.
Proposal

This P-CR proposes to amend section 4.4.2 in TR 23.888 adding support for the store and forward functionality at the MTC-IWF. The changes are incorporated in Appendix A.
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Appendix A – Proposed change to TR23.888
First Change
4.4.2
MTC-IWF

To support the Indirect and Hybrid models of MTC, one or more instances of an MTC InterWorking Function (MTC-IWF) reside in the HPLMN. An MTC-IWF could be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates signaling protocols used over MTCsp to invoke specific functionality in the PLMN.

The functionality of the MTC-IWF includes the following:
-
terminates the MTCsp, S6m, T5a, T5b  T4 and Rf/Ga reference points;

-
may authenticate the MTC Server before communication establishment with the 3GPP network;

-
may authorize control plane requests from an MTC Server;

-
support the following control plane messaging from an MTC Server:

-
receive device trigger request.

-
support the following control plane messaging to an MTC Server:

-
may report device trigger request acknowledgement;

-
device trigger success/failure delivery report;

Editor’s Note: Additional request messages between the MTC Server and the MTC-IWF are FFS and are dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
an HSS resolution mechanism for use when multiple and separately addressable HSSs have been deployed by the network operator (see e.g. the SLF / Diameter Proxy agent specified in clause 5.8 TS 23.228 [yy]);
-
interrogation of the appropriate HLR/HSS, when needed, to map E.164 MSISDN or external identifier to the IMSI of the associated UE subscription and gather UE reachability information;

Editor’s Note: The set of UE reachability information utilized for MTC-IWF for device triggering is FFS and is dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
selection of the most efficient and effective device trigger delivery mechanism and shielding this detail from MTC Server based on;

-
current reachability information of the UE;
-
the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN;

- 
the device trigger delivery mechanisms supported by the UE;

-
any MNO device trigger delivery policies; and/or

-
any information received from the MTC Server.

-
storing and forwarding capability which facilitates implementing delivery schemes taking into account the parameters used by the selection function defined above and current network condition such as e.g. failures, congestion or overload;

perform protocol translation, if necessary, and forwarding towards the relevant network entity (i.e. serving SGSN/MME or SMS-SC inside HPLMN domain) of a device trigger request to match the selected trigger delivery mechanism;

-
generation of device trigger CDRs and forwarding to CDF/CGF over new instance of Rf/Ga; 

-
may support secure communications between the 3GPP network and the MTC server;
Editor’s Note: Solutions for the security related functionality described in the three bullets above are in the scope of SA WG3.

The characteristics of the MTC-IWF includes the following:

-
multiple MTC-IWFs can be used with a HPLMN;-
system shall be robust to single MTC-IWF failure;

Editor’s Note: Additional MTC functionality in the MTC-IWF is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.
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