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Abstract of the contribution:This contribution proposes to add a flow diagram over MTCsp for device triggering.
Introduction

Solution 6.40 (Information sent to trigger a UE used for MTC) describes the information to be provided by a MTC server that needs to trigger a UE used for MTC. This contribution adds a flow diagram without the specifics of the different solutions for trigger delivery, only concentrated to illustrate device trigger information exchanges between MTC-IWF and MTC server.
For those UEs used for MTC that are used for only one application, i.e. the water meter machines, “the identity of the application” is known by the UEs. Therefore, there is no need to always send “the identity of the application” in the trigger information over MTCsp.

Proposal

This contribution proposes to add the following changes toTR23.888. 

Beginning of changes

6.40
Solution – Information sent to trigger a UE used for MTC and flow diagram over MTCsp
6.40.1
Problem solved

This solution describes the information to be provided by a network application server (e.g. Device Management Server) that needs to trigger a connection request from a UE. See clause 5.8, "Key Issue – MTC Device Trigger"

6.40.2

Required Functionality

A network application server (e.g. Device Management Server) that needs to trigger a connection request from a UE provides "UE application trigger request" information containing e.g.: 

-
the identity of the target UE;.
-
Optionally the identity of the application;

-
a request counter associated to this request allowing to detect duplicated requests, to correlate requests with their acknowledgement and to allow the application to cancel a request;

-
optionally the IP@ (or FQDN) and/or TCP (or UDP) port of the server/application that the UE has to contact;

-
optionally an urgency request indication;

 -
optionally a validity timer (allowing to remove storage of the UE application is triggered when it is no more needed)

-
optionally application specific information (of limited size).

Editor's Note: It is FFS whether other parameters such as provided within a SMS based trigger are needed. 
The diagram below illustrates information exchanges for device trigger between MTC-IWF and MTC server without the specifics of the different solutions for trigger delivery.
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Figure 6.40.1: Illustration of information exchanges for device trigger over MTCsp

1. If the authorized MTC server wants to trigger a UE used for MTC, it sends trigger request information over MTCsp to MTC-IWF to request MTC-IWF to trigger UE. The trigger request information contains the information described above.

2. If MTC-IWF supports trigger overload control mechanisms:

1) Based on the detection of criteria for overload or received information sending from the other nodes in 3GPP network (MME/SGSN), MTC-IWF could decide to start the overload control mechanism.
2) The MTC-IWF sends trigger response to inform the MTC server that the trigger request can not be delivered due to trigger overload for now. Optionally, MTC-IWF could provide MTC server information to perform trigger overload control.
3. Otherwise, MTC-IWF interrogates with other nodes (HSS/HLR) in 3GPP network, if needed, and chooses an appropriate trigger mechanism to deliver trigger message to UE.
1) MTC-IWF forwards towards the relevant network entity (i.e. serving SGSN/MME or SMS-SC inside HPLMN domain) of a device trigger request to match the selected trigger delivery mechanism;
2) The relevant network entity forwards the device trigger request to the target UE.
4. If the trigger delivery procedure fails, or if the trigger deliver feedback is mandatory according to the configuration in MTC-IWF, MTC-IWF sends trigger result (success or failure) to MTC server. MTC-IWF could also send the detailed cause, i.e., UE is detached, or, the network is in congestion, to MTC server together with trigger result if the trigger procedure fails. The detailed cause feedback could avoid the situation that MTC server send trigger request in vain when UE can not be triggered.

5. If needed, UE initiates communication with MTC server.
End of changes
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