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Introduction
There are following Editor's notes related to the Architecture variant C.

Editor’s note: It is FFS if and how the BNG can route offloaded traffic from 3GPP WLAN UEs only to a given destination via the TDF given that fixed devices can also send/receive traffic to/from the same destinations. 

Editor's note: Possible impacts to the existing TDF architecture due to variant Care FFS.

Editor’s note: Impact on BBF entities (e.g. BPCF) and S9a are FFS. 
This document described the architecture variant C further and, following the description, proposes to remove the Editors' notes related to this Architecture variant. Policy control is covered in this contribution.
Discussion
Possible impacts to the existing TDF architecture, solicited application reporting, due to variant C and impact on BBF entities are covered by the table below:
	
	Existing SAPP architecture
	NS WLAN Architecture variant C
	Additional/different requirements applied to variant C

	TDF session establishment
	PCRF decides, triggered by Gx session establishment (not necessarily at the start of IP-CAN session, after checking user profile configuration); ADC rules are provided to TDF
	PCRF decides, triggered by S9a session establishment, after checking user profile configuration; ADC rules are provided to TDF
	Different trigger for TDF session establishment

	Parameters, provided at session establishment from PCRF to TDF
	IP address, and optionally, user/UE identity and location/access network information parameters, as per operator's configuration
	IP address and optionally User Identity
	Nothing additional/different

	Detection and enforcement actions
	Detection, gating, bandwidth limitation, redirection and usage monitoring actions may be implemented
	Nothing different/additional

	Event triggers subscription from TDF
	Optional per operator's configuration
	Will not be done
	Nothing additional; optional procedure is not followed

	PCRF provision of ADC rules during the active TDF session
	Can be done
	Can be done
	Nothing different/additional

	Actions following TDF report about detected application
	Optional enforcement actions done by TDF following AC rule; optional new ADC rules provided from PCRF to TDF; optional new/modified PCC/QoS rules provisioning 
	Optional enforcement actions done by TDF following AC rule; optional new ADC rules provided from PCRF to TDF; optional new/modified QoS rules provisioning
	Nothing additional; one optional procedure is not followed

	Time of date procedures (rule revalidation timeout and rule activation/deactivation)
	Optionally may be implemented
	Optionally may be implemented
	Nothing different/additional

	TDF session termination
	Initiated by PCRF; usage monitoring optionally reported by TDF, if defined as part of ADC rules
	Initiated by PCRF; usage monitoring optionally reported by TDF, if defined as part of ADC rules
	Nothing different/additional


We can see that the only difference in the procedures applies to the TDF session establishment, when TDF session for Architecture variant C is triggered by S9a session establishment. The requirement (for user profile configuration check) is that user identity is provided by BPCF to PCRF. However, this is already covered by S9a specification for BB I (TR 23.839, clause 5.2.2.1.2), in case of 3GPP based access authentication:

"Scenario A: BPCF-initiated Gateway Control Session Establishment network:

-
This scenario is valid for WLAN UEs. S9a session establishment is triggered by the BBF access network

-
The BPCF can trigger the S9a session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and also learns the IMSI of the subscriber.  
….

-
The information contained in the request message includes e.g. IMSI, IP-CAN type and local UE IP address. The reply message contains the result code and may also include QoS Rules as described in TS 23.203 [4]."
For the unsolicited application reporting, there is also no impact on BBF entities and on the existing TDF architecture. Upon application start/stop detection, following predefined ADC rules, the TDF informs the PCRF. PCRF then may provide QoS rules to BPCF. 3GPP based access authentication is also required. 
Therefore, also there is no impact on the BBF entities as a result of this procedure and it is proposed to remove the corresponding Editor's note and also the Editor's note on the impact on the existing TDF architecture. 

This regard to the issue if and how the BNG can route offloaded traffic from 3GPP WLAN UEs only to a given destination via the TDF given that fixed devices can also send/receive traffic to/from the same destinations, the following solutions are proposed:
1. When RG is not NAT'ed, there may be IP routing configurations in the network configurations, known to BNG and to routers (e.g. based on IP ranges) to route the traffic for 3GPP WLAN UE through TDF, while routing additional traffic from fixed device in such a way that it physically bypass the TDF

2. When RG is NATed, it may or may not be possible. One of the proposed techniques is also to use appropriate IP routing configuration the same way (taking into account the fact that 3GPP based access authentication is in place); ADC rules will be provided by the PCRF only for the 3GPP WLAN UEs; therefore, if the "physical" TDF bypass is not possible, the fixed devices traffic will "logically" bypass TDF without being detected and controlled. It is out of 3GPP scope how TDF identifies traffic coming from fixed devices versus traffic coming from 3GPP WLAN UEs.
It is proposed to introduce a relevant clarification to the specification and remove the Editor's note.
Proposal
It is proposed to update TR 23.839 as follows.
**** 1st change ****

6.1
Architecture

Editor's Note: This subclause will identify the architectural requirements and assumptions as well as architecture common for building block II. The architecture reference model is already defined in building block I. This subclause only captures additions to building block I.

Editor's Note: Agreements so far: 

· QoS is a requirement for non-seamless WLAN offload. In some scenarios providing QoS may not be possible; see FFS list below.

· The UE needs to authenticate to EPC such that UE policies can be sent to BBF (see section 6.2 and 6.3 step 1)

Editor's Note: FFS: 

· 
· Upstream QoS by means of reflective QoS (6.2)

· Charging and accounting requirements (6.1.1.2)

6.1.1 Architecture for WLAN

6.1.1.1
Reference model

Figure 6.1.1.1-1 shows the reference architecture for non-seamless WLAN offload. The non-seamless traffic is routed to an external network directly from BBF network

Architecture scenario A: AF in 3GPP operator’s network 
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Figure 6.1.1.1-1: WLAN offload with the network to offload to being 3GPP domain with AF.

In this architecture scenario the AF interface the PCRF directly. 

Architecture scenario B: AF (“BBF AF”) in BBF domain
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Figure 6.1.1.1-2: WLAN offload with the network to offload to being BBF domain with AF.

The “BBF AF” and E/G reference point are out of 3GPP scope. 

In this architecture Rx signalling is supported on the S9a reference point.

The following assumptions are made about functionality in the BBF Access Network:
· The BPCF needs to map the request received on E/G (with UE local IP address) to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.
· The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.
Editor’s note: the above assumption needs to be checked with BBF.

Architecture scenario C: TDF 
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Figure 6.1.1.1-3: WLAN offload with TDF

In this architecture alternative:

- 
It is assumed that multiple TDFs may be deployed 

- 
It is assumed that Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator. 

- 
In the solicited model, it is assumed that the PCRF can initiate the Sd interface triggered by S9a establishment, taking into account subscription data (verified by using e.g. IMSI, received from the BPCF). 

- 
Home routed traffic (tunnelled using SWu, S2c) will not be subject to packet inspection by the TDF. 
The following assumptions are made about functionality in the BBF Access Network: 
- 
The BBF network is configured in such a way that traffic subject to packet inspection is routed via the TDF.  Traffic that is not subject to packet inspection may bypass the TDF. The appropriate configuration (e.g. different IP addresses and IP TCP/UDP port range configurations for 3GPP WLAN UEs and fixed devices) may be provided in order to allow this.
-
3GPP-based access authentication is supported by the BBF access network.
-
It is out of 3GPP scope how TDF identifies traffic coming from fixed devices versus traffic coming from 3GPP WLAN UEs.


 
Architecture variants out of scope

The architecture variant with TDF in the BBF domain with an interface between the TDF and other entities in the BBF domain (e.g. BPCF) is out of scope for BB2.

**** End of changes ****
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