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Discussion
After the deployment of SaMOG-capable WLANs, an SSID may be configured to provide EPC connectivity over S2a. Such connectivity may be completely transparent to legacy UEs, which may erroneously consider that this SSID provides direct IP connectivity (aka non-seamless WLAN offload) since this is the only case currently deployed. If a SSID is configured to provide EPC access over S2a but the UE erroneously considers that the SSID provides direct IP connectivity, the following issues could arise:

1. The user will be frustrated from being unable to contact local resources. This is not a big issue for public hotspots because the user does not expect access to local resources over public hotspots. However, in enterprise and residential hotspots the user is accustomed to accessing local resources (such as file servers, print servers, DLNA media servers, etc.) and therefore in such hotspots a negative user experience will be experienced.
· Issue: Bad user experience.

2. The user is under the impression that data traffic goes through a WLAN that provides flat billing or even free connectivity but in reality data traffic goes through EPC and may be charged with a high rate based on data volume.

· Issue: Bad user experience.

3. Internet connectivity is not provided unless the default APN for SaMOG provides Internet access.

· Issue: If the default APN for SaMOG does not provide Internet connectivity, many applications in the UE will not work leading again to bad user experience.

4. If the user experiences e.g. connectivity issues he might want to call customer service. However, since he does not know if traffic is entirely handled by the WLAN or goes through EPC, he cannot tell which customer service to call.
· Issue: Bad user experience.

5. There are UEs today that support simultaneously WLAN and 3GPP data connectivity. These UEs can be configured with routing rules to address some specific routing requirements. For example, a UE may be configured to route traffic of certain applications over 3GPP access, under the understanding that these applications cannot work over WLAN access.
· Issue: The UE routes some traffic on 3GPP access although it could be offloaded to the WLAN access and benefit from WLAN offload. This will unnecessarily increase the traffic load on 3GPP radio access and EPC. In addition, it will lead to increased battery consumption in the UE from simultaneously using two radio interfaces.
6. There are UEs today which today that cannot support simultaneous WLAN and 3GPP data connectivity, and have e.g. operator-branded applications that can work only over 3GPP access. When the user attempts to launch such an application when WLAN only is enabled, either the application itself or the mobile platform suspends further operation and presents an error message to the user (“Sorry. This application cannot work over WiFi”). This is because a WLAN is always deemed to provide non-seamless offload. Modifying the applications and/or the mobile platform to check if IP connectivity can be established before presenting the error message would require non-trivial changes to an “unmodified” (legacy) UE. 
· Issue: Some applications will be blocked from working over WLAN when in reality they could work fine. This does not make the present situation worse but does not bring any benefit either (thus questions the benefits of SaMOG for unmodified UEs). 
7. The UE may be configured with routing policies for non-seamless WLAN offload. 

· Issue: When the UE applies these policies it does not offload EPC from unnecessary traffic as expected. So, the routing policies for non-seamless WLAN offload cannot satisfy their purpose. It is not clear how the operator can provision ANDSF with non-conflicting policies for non-seamless WLAN offload and SaMOG WLANs if the two types of connectivity provided by the same SSID cannot be distinguished.
From the above discussion it is concluded that, if a WLAN is configured to provide EPC access over S2a but the UE considers that this WLAN provides non-seamless offload, then two primary issues can arise: (i) the user experience can be bad and (ii) traffic on EPC can be heavy due to lack of WLAN offload. 
The following techniques could be used to alleviate the above issues:
1. Configure the UE to know which SSIDs do not provide non-seamless WLAN offload. This will enable the UE to (at least) notify the user or take specific actions based on whether or not direct IP connectivity can be expected from a given WLAN. Note that if a single SSID provides some times direct IP connectivity and some other times EPC connectivity over S2a, the UE cannot tell which type of connectivity is provided. 
Note 1: 
An unmodified UE can be configured to know which SSIDs do not provide non-seamless WLAN offload by means which are outside the scope of this document. For example, the UE can be configured over-the-air, by means of a downloable application, or by means of manual configuration.
Note 2:
Configuring the UE to know which SSIDs do not provide non-seamless WLAN offload does not mean that SaMOG should be deployed on separate SSIDs. It means that for a single UE an SSID is configured either to use SaMOG or not. So, if desired by the operator, the same SSID can be configured to provide SaMOG connectivity for some UEs and to provide non-seamless WLAN offload for some other UEs.
Note 3:
Even when the UE cannot be configured to know which SSIDs do not provide non-seamless WLAN offload, an SSID should be used for SaMOG only after prior user’s consent (e.g. during service activation). This is similar to the SIPTO requirement in TS 22.220: “Based on mobile operator SIPTO policies and configured user consent per APN, the network shall be able to offload traffic.”
2. Configure the default APN for SaMOG to provide Internet connectivity.
Proposed Changes
7.1
Solutions without UE Impact

7.1.0
General 
1) Multiple PDN connections in the WLAN access

Since the support of multiple PDN connections in the WLAN access would require the UE to signal the APN, a solution without UE impact only considers a single PDN connection in WLAN. This does not preclude multiple PDN connections through 3GPP and WLAN as long as there is only one PDN connection using WLAN access.

2) Mobility aspects 

A solution without any impact to the UE only considers mobility without IP address preservation: the preservation on WLAN of the IP address the UE used on the 3GPP access would require changes in existing UEs as it is not specified in current 3GPP specifications. 
Editor’s note: How a WLAN is considered as secured is FFS.
7.1.0a
Considerations for Deployments without UE Impact
If a WLAN SSID is configured to provide EPC access over S2a but the UE erroneously considers that this SSID provides non-seamless offload, then two primary issues can arise: (i) the user experience can be bad and (ii) traffic on EPC can be heavy due to lack of WLAN offload. 

To alleviate these issues:

1. The default APN for SaMOG is configured to provide Internet connectivity.

2. The UE is configured to know which SSIDs do not provide non-seamless WLAN offload. This will enable the UE to notify the user or take specific actions based on whether or not direct IP connectivity can be expected from a given WLAN. 

Note 1: 
An unmodified UE can be configured to know which SSIDs do not provide non-seamless WLAN offload by means which are outside the scope of this document. For example, the UE can be configured over-the-air, by means of a downloable application, or by means of manual configuration.

Note 2:
If desired by the operator, the same SSID can be configured to provide SaMOG connectivity for some UEs and to provide non-seamless WLAN offload for some other UEs.
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