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Abstract of the contribution: This contribution addresses the issue of changing of AP in the process of a UE’s access to the SaMOG WLAN.
Introduction

Even though it has been claimed that “No specific mechanisms are defined to support AP-to-AP handover.” in the WLAN specific solution 1, the scenario of UE changing attached AP still exist in the SaMOG WLAN deployment. Therefore, it should be investigated whether such scenario will cause any issue to the procedures defined. 
When the UE changes the AP it attaches, there could be two cases: the new AP is connected to the same TNSP; or the new AP is connected to a different TNSP. 
In the case that the new AP is connected to the same TNSP, the TNSP needs to perform the following actions:
· Re-establish the point-to-point link to the UE;

· Update or re-initiate the GTP session over the S2a towards the PDN GW, and rebind it to the point-to-point link.

Both actions in solution 1 rely on the UE sending the L3 Attach Trigger in step 3. Therefore, it is necessary to ensure that the UE will always send a L3 Trigger whenever it changes the AP. It should be noted that the UE may still have valid address/prefix configuration at IP layer.
As in the current implementation of UE, there is no such tightly integration of L2 and IP layer configuration, unless IEEE802.21 is implemented. Based on the procedure, the potential method of triggering the L3 Trigger is based on the EAP Authentication procedure in step 2, i.e. whenever the UE successfully runs an EAP authentication; it sends a L3 Attach Trigger.  
In case the new AP is connected to a different TNSP, there are following actions to carried out:

· Remove the GTP session over the old TNSP;

· Establishing new GTP session via the new TNSP;

· Establishing a point-to-point link to the UE.

The first action could be a consequence of the second action, i.e. removing the old GTP session to the old TNSP via PDN GW when the new GTP session is established. 

Similar to above, the second and third actions also rely on the L3 Attach Trigger from the UE. In this case, similar requirement is necessary, i.e. UE should send the L3 Attach once it sees an EAP authentication procedure. 
It is noted that Solution 2 (sub-clause 7.1.2) does not have above requirement, because the trigger is on L2, i.e. the EAP authentication procedure itself.

Proposal

******************** Start of First Change ***************************
7.1.1.2
Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW
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Figure 7.1.1.2-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
A per-UE point-to-point link between UE and TNSP is assumed. In particular, it is assumed that the trusted non-3GPP access does not do any routing of UE traffic between TWAP and TNSP. It is assumed that the TWAP applies upstream and downstream forced-forwarding between the UE’s WiFi air link and the TWAP-TNSP link. The aspects of point-to-point link described in [17] and [18] also applies to the point-to-point link between UE and TNSP. The implementation of the point-to-point link is out-of-scope for 3GPP.
In this specific solution, it is assumed that TNSP is the first hop router and the DHCP server.

NOTE 1: 
The link model is different from GTP based S5/S8 and GTP based S2b.
No specific mechanisms are defined to support AP-to-AP handover.
Refer to section 6.1.3.1. Based on assumptions for solutions with no impact to UE, UE cannot provide APN and PCO to TNSP. So, there are following differences than section 6.1.3.1:
· At step 2, the following additions apply:

· The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides a default APN for WLAN. PDN type is indicated from HSS in this step. Based on the HPLMN operator configuration the HSS may provide the 3GPP AAA server with a default APN for Trusted WLAN Access Network.
NOTE 2: 
If the APN used in 3GPP side is the same as the default APN for Trusted WLAN the network may select the same or different PDN GWs for the PDN connections when PDN connections to this APN are activated via 3GPP access network and Trusted WLAN in the same time. If the same PDN GW is selected then the APN-AMBR is enforced for the PDN connections. If different PDN GWs are selected then the APN-AMBR is enforced separately in the PDN GWs for the PDN connections, i.e. the UE will receive double amount of bandwidth for the APN. Therefore it is recommended that the default APN for Trusted WLAN access be different from any APN that the UE may use on the 3GPP side.
· The UE and the EPC are mutually authenticated through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· IEEE 802.1X as defined by IEEE 802.11 [5] is used over the WLAN air link to carry EAP.

· After EAP authentication, UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].
· The TNAN may indicate to the AAA server via STa whether it supports S2a, non-seamless offload or both. The HSS/AAA may indicate via STa whether access to EPC via S2a is or is not allowed for this subscriber. The HSS/AAA decision to allow EPC access or not could be based on information elements such as subscriber profile, access network, SSID selected.
· At step3, For IPv4 address configuration, the use of DHCPv4 as in [18] is the L3 attach trigger. The L3 attach trigger is sent upon a successful EAP authentication, regardless if a valid IP configuration exist on the UE.
· At step 3, For IPv6 address configuration, the use of RS as in [17] or LL-DAD NS is the L3 attach trigger. The L3 attach trigger is sent upon a successful EAP authentication, regardless if a valid IP configuration exist on the UE. The TNSP does not send RAs until an L3 attach trigger is received.
NOTE 3:
It is assumed that, to identify the UE, the L3 triggers are transported in an L2 frame that contains the UE L2 address (MAC address).

· The TNAN determines based on HSS/AAA indication or pre-configured information whether or not to establish S2a. 

· If the TNAN determined that S2a shall not be used steps 5-9 are skipped. Instead, the TNAN assigns an IPv4 address and/or IPv6 prefix to the UE (depending on the trigger received in step 3) and offloads the traffic.
· At step 5, when TNSP receives L3 attach trigger message, the TNSP selects default APN according the subscription data received in step 2. If the L3 attach trigger is of an IP version not supported by the subscription PDN Type, the TNSP does not send Create Session Request. Otherwise, the TNSP sends a Create Session Request with the PDN Type of the subscription data: 
· If the L3 attach trigger is IPv4 and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv6 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv4 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv4, and step 2 indicates that PDN type is IPv4-only, then PDN type in the Create Session Request is set to IPv4.

· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type is IPv6-only, then PDN type in the Create Session Request is set to IPv6.

· At step 8, PDN GW sends Create Session Response to the TNSP.
· At step 11, for IPv4, a DHCPv4 message with allocated IPv4 address is sent. For IPv6, the TNSP starts sending RAs with the allocated prefix and sets “autonomous address configuration” flag and “O” flag [RFC 4861].
NOTE 4: 
A UE might request to get some IP configuration parameters (e.g. DNS server) by means of DHCP. These parameters sent by TNSP(acting as a DHCP server) to the UE in a DHCP reply. These parameters are retrieved by the TNSP(acting as a DHCP client) from the PGW by means of DHCP.
******************** End of First Change ***************************
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