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Abstract of the contribution: Introduces to the new TS the procedures for Device Triggering over MTCsp that have been agreed thus far in the Rel-11 conclusions for SIMTC.
Proposal

This P-CR proposes to make the following changes to TS.mtc v0.0.0.
* * * First Change * * * *
5.2  
Triggering procedure 

5.2.1
Triggering procedure over MTCsp

5.2.1.x
General

The MTC Server requested Device Trigger procedure over MTCsp is depicted in figure 5.2.1.x-1. The procedure allows an MTC Server to request the HPLMN to send a Device Trigger message to a subscribed UE for which the MTC Server is authorized, by the HPLMN, to trigger. The MTC-IWF terminates the MTCsp reference point which is used for submission of the device trigger request by the MTC Server to the HPLMN. MTCsp shall always be provided by the HPLMN. The MTC-IWF will only accept a device trigger request for a UE whose HPLMN is the operator of the MTC-IWF. The MTC-IWF may execute security functions with the MTC Server before handling the Device Trigger Request. The MTC-IWF selects the most efficient and effective trigger delivery mechanism for delivering the trigger to the UE and thus is largely transparent to the MTC Server how the triggering information is delivered by the 3GPP system to the UE.
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Figure 5.2.1.x-1: Device Trigger procedure over MTCsp

1.
The MTC Server initiates the Device Trigger procedure when it determines it needs to send a device trigger to a UE.

2.
At any given point of time, there is at least one reachable MTC-IWF assigned for a subscribed UE that can be triggered over MTCsp. The MTC Server may determine the IP address(es)/port(s) of the MTCsp for submitting a Device Trigger Request by performing DNS resolution of the Domain-Identifier component (formatted as a FQDN) of the External Identifier of the UE to be triggered. The operator of that domain shall provision the authoritative DNS server(s) responsible for the Domain-Identifier FQDN.

3.
The MTC Server transmits a Device Trigger Request (External Identifier, validity period, priority and possibly the IP address and port of MTC Server (i.e. for indirect model) or MTC Application (i.e. for hybrid model) for UE to use to respond to trigger over User Plane) message over the MTCsp determined for the UE to be triggered.  

Editor’s Note: Additional parameters to be included in Device Trigger Request message is FFS.
4.
The MTC-IWF performs authorization of MTC Server and overload check of MTC-IWF.  In the case the MTC Server is not authorized to submit device trigger request to the MTC-IWF, the MTC-IWF immediately responds with a Device Trigger Report (NACK, authorization failure indication) message and terminates further handling of the request. In the case the MTC-IWF is overloaded, the MTC-IWF immediately responds to MTC Server with a Device Trigger Report (NACK, back-off timer) message and terminates further handling of the request.

4.
If the MTC-IWF needs assistance to derive the IMSI map an external identifier to IMSI and/or gather information stored in HLR/HSS required for device triggering, the MTC-IWF shall send a Subscription Information Request (External Identifier or E.164 MSISDN) message to HSS.

5.
The HSS maps the External Identifier received in the Subscription Information Request to a subscription and returns the Subscription Information Answer (IMSI and information stored in HLR/HSS required for device triggering) message to the MTC-IWF.

6.
The MTC-IWF uses the IMSI or, when available, the E.164 MSISDN of the triggered UE subscription to generate device trigger events/CDRs and forwards to CDF/CGF over Rf/Ga.

Editor’s Note: It is FFS if trigger event/CDR generation by trigger delivery entities (e.g. SMS-SC and MME/SGSN) would be more efficient than generating trigger events/CDRs from MTC-IWF.
7.
The MTC-IWF uses the gathered UE information and local policy to select a trigger delivery mechanism (i.e. trigged delivery over T5a/T5b or T4) and route to use for delivery of the Device Trigger to the UE.  The MTC-IWF then reformats the Device Trigger message, as needed, to match the required format of the selected trigger delivery service.  The Device Trigger is addressed to the UE using the IMSI or, when available, the E.164 MSISDN. The MTC-IWF then performs the Device Trigger Delivery procedure for the selected trigger delivery mechanism.  If delivery of the Device Trigger to the UE fails over the selected trigger delivery mechanism, the MTC-IWF may reattempt using an alternative trigger delivery mechanism (e.g. fall back from T5a/T5b to T4).


As part of the Device Trigger Delivery procedure, the device trigger delivery entity responds to MTC-IWF with an indication of success or failure of the device trigger delivery. Depending on the acknowledgement capability of the trigger delivery mechanism selected, this response to MTC-IWF may have different meanings (e.g. the trigger was successfully received by the UE, the trigger delivery was attempted by receipt by UE is unknown, etc.). 

9.
The MTC-IWF forwards the device trigger delivery entity response from step 8 to the UE in the Device Trigger Report (ACK/NACK) message to the MTC Server. 


If the validity timer expires before an expected delivery acknowledge is received by the device trigger delivery entity, the MTC-IWF sends a Device Trigger Report (NACK, validity timer expiration indicator) message to the MTC Server.

10.
In response to receipt of the Device Trigger, the UE may, in an indirect model scenario, initiate User Plane communication with the MTC Server (as illustrated if figure 5.2.1.x-1) or, in a hybrid model scenario, to a separate MTC Application (not illustrated).

5.2.1.y
Device Trigger Delivery over T5a/T5b procedure 

Editor’s Note: Trigger flow for depicting and describing the procedure for device trigger delivery over T5a/T5b should be developed in this clause.
5.2.1.z
Device Trigger Delivery over T4 procedure 

Editor’s Note: Trigger flow for depicting and describing the procedure for device trigger delivery over T4 should be developed in this clause.
* * * End of changes * * * *
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