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Abstract of the contribution: Cleanup of Trusted WLAN solution 1: Changing Access Point to Access Network;  Aligning STa interface to call flows by adding SSID in the list of parameters; Clarifying that the First Hop Router function in the TNSP with regards to non-3GPP equipment with routing functions between the UE and the TNSP.
Discussion
In TR 23.852 clause 7.1.1.2, the indication that TNAN supports S2a, non-seamless offload or both, as well as the SSID selected by the UE, are parameters listed as input for the AAA server to make a decision:

· “The TNAN may indicate to the AAA server via STa whether it supports S2a, non-seamless offload or both. The HSS/AAA may indicate via STa whether access to EPC via S2a is or is not allowed for this subscriber. The HSS/AAA decision to allow EPC access or not could be based on information elements such as subscriber profile, access network, SSID selected.”
Therefore, it is proposed to align the reference model in clause 7.1.1.1.  

Proposed changes to TR 23.852

7.1.1
Solution 1 

7.1.1.1
Reference model

When the WLAN is considered as trusted by the operator, the WLAN AN is interfaced as any trusted non-3GPP access i.e. via STa to the 3GPP AAA Server and via S2a to a PDN-GW. EPC access via Trusted WLAN is supported through S2a interface. A single SSID offering simultaneous access for a UE to EPC through S2a and non-seamless offload is not supported. Non-seamless offload may however be supported in some deployments (e.g. with separate SSIDs for non-seamless offload and access to EPC through S2a via Wireless LAN, see section 7.1.1.4).
The reference model is depicted in the following figure. 
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Figure 7.1.1.1-1: Non-roaming Trusted WLAN Inter-working reference model
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Figure 7.1.1.1-2: Home Routed Roaming Trusted WLAN Inter-working reference model
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Figure 7.1.1.1-3: Local Breakout Roaming Trusted WLAN Inter-working reference model

Within the trusted non-3GPP IP access network (TNAN) we distinguish three functions:

· A Trusted non-3GPP access’s WiFi Access Point (TWAP). This function terminates the UE’s WiFi air link. 

· A Trusted non-3GPP access’s S2a peer (TNSP). This function terminates S2a.

· A Trusted non-3GPP access’s STa peer (TNAP). This function terminates STa.

NOTE 1: 
Policy and QoS aspects are studied as part of BBAI.
STa reference point

The STa reference point is defined in TS 23.402 [3] and specified in TS 29.273 [7]. It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner. 

STa might need to be enhanced to support: 

· A way for the Trusted WLAN Access Network to provide the AAA server with following information:

· An indication on whether the Trusted WLAN AN supports S2a, non-seamless offload or both;

NOTE 2:
Stage 3 discussions will determine whether existing “Mobility Capabilities” over STa may be reused for that purpose
· The SSID selected by the UE to access the Trusted WLAN AN.
· A way for the AAA server to provide the Trusted WLAN Access Network with following information: 

· The APN the user is to be associated with for EPC access; this is required for the Trusted WLAN Access Network to establish the PDN connection with the PDN GW. Based on the HPLMN operator configuration the HSS may provide the 3GPP AAA server with a default APN for Trusted WLAN Access Network.
NOTE 2: 
Stage 3 discussions will determine whether existing “Default APN” over STa may be reused for that purpose
· Whether access to EPC is allowed for the UE.
NOTE 3: 
Stage 3 discussions will determine whether existing “Mobility Capabilities” over STa may be reused for that purpose
· The UE IMSI; this is required for the Trusted WLAN Access Network to build the S2a messages towards the PDN-GW.
NOTE 4: 
Stage 3 discussions will determine whether existing “Permanent User Identity” over STa may be reused for that purpose

SWw reference point

The SWw reference point connects the WLAN UE to the WLAN Access Network per IEEE 802.11-2007 specifications [5]. This includes the support of:

· the security that was defined as part of 802.11-2007 [5] and thus the transport of EAP signalling messages for authentication signalling between the 3GPP AAA Server and the WLAN UE;

· parameters for identification of the operator networks for roaming purposes (i.e. PLMN list). 

SWx reference point

The SWx reference point is defined for EPC in TS 23.402 [3]. It is specified at stage 3 level respectively in TS 29.273 [7].
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