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Introduction

In release 10, MBR>GBR became possible. During discussion of the eVocoder WID, it was observed by SA4 [1] that when MBR>GBR, an inadequate GBR could be allocated and the UE has no means to request an ‘adequate’ GBR. A dialog between SA4, SA2, CT3 and RiLTE concluded that the roaming agreements would provide implicit values for GBR. S9 can be used to negotiate the appropriate QoS between the HPLMN and VPLMN. Finally S4 can provide recommended values for commonly used services that could be used by the VPLMN inf S9 is not used. Please see [2] [3] and [4].
Two scenarios arise in which a user would not experience the same performance in a visited network as in the home network.

(1) S9 is not deployed. An operator grants a subscriber more than the recommended value for GBR. For example, as described in [5], MTSI applications may run on mobile devices with the potential to display greater video resolution (due to larger screens, etc.) In the HPLMN, the user can obtain better performance than in a VPLMN where a default GBR for video, or default per roaming agreement is applied.
(2) S9 is not deployed. An operator grants an application service provider (e.g. through PEST mechanisms) the ability to request resources for a particular application session, through Rx. This would include for example services that are not common but rather specifically offered by a particular service provider that has a business relationship with an operator. The session may be authorized with a GBR corresponding to the policy established between the HPLMN and the application service provider. When the UE roams, the VPLMN operator is not aware of this policy and grants only the default per application or per roaming agreement.

There are three possible outcomes in these scenarios, when the UE receives less than adequate resources for the application: (1) terminate the session due to unacceptable quality; (2) attempt to provide the service at lower quality or (3) attempt UE-initiated bearer resource modification.

Currently UE-initiated bearer resource modification in a roaming scenario is authorized by the VPCRF using policies supplied by S9. In the absence of S9 deployment, only application or roaming agremeent defaults policies are available to determine whether the UE request will be granted.

It is unfortunate that a VPLMN cannot provide greater than default QoS where the subscription authorizes it and the VPLMN operator can (potentially) charge for this service. As S9 deployment cannot be assumed, it would be valuable to enhance the UE-initiated bearer resource modification so as to allow the VPCRF to autonomously authorize the request.
Proposal
The “UE requested resource modification procedure” is defined in section 5.4.5 of TS 23.401 [5]: 
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Figure 1: UE-requested bearer resource modification
The request, step 1, is authorized in step 4. If S9 is not deployed, the VPCRF cannot determine whether the UE is allowed to perform the request by the HPLMN.
An additional mechanism is proposed in which the UE provides an “authorization token” is presented here. This will allow ‘glue’ to combine session layer signalling with PDP context or PDN connection level resource assignment.

There is an existing mechanism called Service-Based Local Policy (SBLP) [6] up to release 6. This worked similary, although for a completely different purpose.
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Figure 2: SBLP architecture
The session characteristics negotiated via SDP and SIP are communicated via Gq to the PDF. The policy authorization occurred at the PDF (a precursor of the PCRF.) The GGSN communicated with the PDF in order to both obtain the authorized policy and also to bind the PDP context information (in the GGSN and UE lower layers) with the IP flow(s) associated with the policy. An “authorization token” is used over Go, Gq and PDP context signalling was a unique numerical value used both to match session and bearer information but also for the GGSN to locate the correct PDF.

The Policy Control and Charging architecture introduced in release 7 and further evolved with successive releases does not require the authorization token.
In this proposal, the authorization token is used to transfer policy indirectly from the HPLMN to the VPLMN, not to bind session and transport layers.

[image: image3.png]UE

SIP/SDP

Application

UE-Requested Bearer
Resource Modification




Figure 3: PCC Architecture, Roaming Scenario without S9

An authorization token could be provided as part of SIP signalling, included in the NAS interaction between the UE and SGSN/MME, in the session management signalling from the SGSN/MME and PDN GW and on the Gx interface to the VPCRF. This authorization token would include the following information:

· Allowed GBR, MBR limits from the HPLMN;

· Possible charging implications associated with the upgrade in QoS (e.g. an identifier that can be used for reconciliation by the VPLMN and the HPLMN);

· Authorization, e.g. a certificate used by the VPCRF to validate the authenticity of the token.
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Proposal
Existing signalling (on NAS, S11, S5/S8, Gx, etc.) includes an authorization token for backward compatibility with SBLP.  It is proposed that at stage 3, the definition of the token is revised to include the information described above.

It is proposed to modify 23.203 to capture explicit support for the Limited PCC Deployment scenario in Annex L and identify the use of the authorization token in this scenario. The Authorization Token is added as a term. The Authorization Token is considered as input to PCC decisions in the Limited PCC deployment scenario in 6.2.1.1 and the definition of the V-PCRF is expanded to include autonomous operation when S9 is not deployed, as per Annex L, in 6.2.1.3.1. Please see the CR [S2-114876].
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6. PCEF Initiated IP-CAN Session Modification, end
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5. Dedicated bearer activation as per Figure 5.4.1-1, from step 2 to 11; or 



Bearer modification procedure as per Figure 5.4.2.1-1, from step 2 to 11, or as per



Figure 5.4.3-1, from step 2 to 9; or 



Dedicated bearer deactivation procedure as per Figure 5.4.4.1-1, from step 2 to 9.
















