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Abstract of the contribution: This contribution proposes to update figure in TR 23.839 BB2 Architecture scenario C to delete IP service in operator-managed domain.
Introduction

The AF instead TDF can provide service information of the IP services in operator-managed domain to the PCRF. Therefore, it’s no need to detect such IP service by the TDF. For the IP services without operator managed, such as Internet services, the TDF needs to detect them and provide service information to the PCRF.

Proposal

It is proposed to update the figure in BB2 Architecture scenario C to delete IP service in operator-managed domain in TR 23.839
****** 1st Change ******
6.1.1.1
Reference model

Architecture scenario C: TDF 
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Figure 6.1.1.1-3: WLAN offload with TDF

In this architecture alternative:

· It is assumed that multiple TDFs may be deployed 

· It is assumed that Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator. 

· In the solicited model, it is assumed that the PCRF can initiate the Sd interface triggered by S9a establishment, taking into account subscription data. 

· Home routed traffic (tunnelled using SWu, S2c) will not be subject to packet inspection by the TDF. 

The following assumptions are made about functionality in the BBF Access Network: 
· The BBF network is configured in such a way that traffic subject to packet inspection is routed via the TDF.  Traffic that is not subject to packet inspection may bypass the TDF. 

Editor’s note: It is FFS if and how the BNG can route offloaded traffic from 3GPP WLAN UEs only to a given destination via the TDF given that fixed devices can also send/receive traffic to/from the same destinations. 

Editor's note: Possible impacts to the existing TDF architecture due to variant C are FFS.

Editor’s note: Impact on BBF entities (e.g. BPCF) and S9a are FFS.
/*********1st change ends*********/
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