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Abstract of the contribution: This paper provides some clarifications on the case of the successful device trigger, and also the information flow in the case of unsuccessful device triggering due to the expiry of the validity time, no acknowledgement from the receiving node, network congestion, other trigger failure causes, etc. 

Discussion/Proposal:
It is proposed to discuss the above proposals about the information flow of device triggering. 

Proposal (A): clarify the successful/unsuccessful delivery cases of sending Delivery Ack message along with delivery path.  [The changes are made in step 2 and 5a/5b/5c].

Proposal (B): clarify the information element in Delivery Request message, which contains IMSI (internal identifier) and validity time if provided. [The changes are made in step 3 and 4].
Proposal (C): clarify that the delivery message procedure between MME/SGSN and the UE used as MTC is based on the delivery mechanism chosen by MTC-IWF, e.g. for trigger delivery over T5, the step about using NAS signaling proposed in clause 6.45.7 may be used; for trigger delivery over T4, the delivery may use existing NAS signalling message. [The change is made in step 4].
Proposal (D): Clarify the case of failure triggering on UE, which may be different from the occasion of Delivery Ack in the network node. [The change is made in step 5a].

For proposal (D), current information flow only considers the success or failure of the trigger delivery via Delivery Ack message. However the UE may not be able to start triggering task right after receiving a trigger request, e.g. UE capability is not supported, the application identifier is not found, or some triggering failure cases including insufficient resource, requested data unavailable, PDN connection fail, PDN connection establishment/EPS bearer activation error, service option does not match, application identifier does not exist, semantics of the trigger request is incorrect, etc. Therefore, the acknowledgement message should provide appropriate failure cause.
Conclusion
Based on the discussion above, following changes are proposed for inclusion in TR 23.888 and in a new clause of TS 23.mtc. Also, the second change in conclusion clause is based on the agreement on Proposal (B).
* * * Begin of Change * * * 
6.45.7
Information flows

6.45.7.1
Successful/Unsuccessful Device Triggering

If the MTC server provides a validity time in the Device Trigger Request, it leaves a limited time for the network node to determine the failure cause of the trigger delivery, e.g. no Delivery Ack message is received, the validity time is expired, or network is congested, etc.
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Figure 6.45.7.1-1: Device Trigger Flow 
1. The MTC Server wants to communicate with the device, but has no sufficient information for being able to send data packets to the device or identified a need to recover or test IP connectivity, e.g. as the device is not responding anymore. The MTC server submits a Device Trigger Request providing the external device identifier and optionally a validity time or need for recovery of the IP connectivity.
2.
The MTC-IWF authorises the trigger request. The MTC-IWF interrogates the HSS with the external device identifier to derive the IMSI and any additional information needed for trigger delivery.
Note: The following step 3 to step 7 is specific to T4 or T5 based trigger delivery flows.
3.
The MTC-IWF selects the delivery method and forwards the delivery request to the next node involved in the delivery. The Delivery Request arrives at SGSN/MME, where the Delivery Request contains IMSI, and validity time if provided in Device Trigger Request. For the trigger delivered over T5a/T5b, if any APN is provided and known and no bearer exists for that APN the SGSN/MME may perform APN related load control, i.e. decides whether to deliver the request to the device.
4.
The SGSN/MME delivers the trigger to the device via Delivery Request message depending on the delivery mechanism chosen by the MTC-IWF, where the Delivery Request contains IMSI, and validity time if provided in Device Trigger Request. For the trigger delivered over T5a/T5b, the delivery may be upon the next NAS signalling exchange with the UE as indicated in clause 6.39 step 3, e.g. via RAN/TAU procedure, Attach procedure, or a dedicated Notification procedure. For the trigger delivered over T4, the delivery may use existing NAS signalling message.
5.
The delivery or non-delivery is acknowledged to the MTC server via Delivery Ack message. For the trigger delivered over T5 or T4, the Delivery Ack message may be different NAS messages.
5a: the UE sends the Delivery Ack message to the MME/SGSN when it receives trigger request successfully. If the UE fails to identify the trigger message or perform the triggering, the UE responses to the MME/SGSN via the Delivery Ack with failure cause, e.g. UE capability is not supported, the application identifier is not found, or triggering failure causes, etc.
5b (5c): upon receiving the Delivery Ack message from the UE (MME/SGSN), the UE (MME/SGSN) responses the Delivery Ack message to the MME/SGSN (MTC-IWF). Upon the expiry of validity time if provided, if the MME/SGSN (MTC-IWF) cannot deliver the Device Trigger Request to the UE (MME/SGSN), the MME/SGSN (MTC-IWF) responses to the MTC-IWF (MME/SGSN) via Delivery Ack message with appropriate delivery failure cause, e.g. no Delivery Ack message received from the UE, APN congestion at MME/SGSN, UE unreachable, etc.
Note: If validity time is not provided to the next forwarding node, it depends on network policies responding a Delivery Ack message.
6. The device activates the PDP/PDN connection if necessary.

7. The application on the device communicates with the MTC server, e.g. it registers with the application server.

6.45.8
Impacts on existing nodes or functionality

Impact to the Core Network:

-
Deployment of the DT function;

-
New instances of pre-defined reference points (e.g. C, Sh, ISC, Gn, Gi/SGi) to connect the DT function in the MTC-IWF to HLR/HSS, the GGSN/P-GWs and the actual trigger delivery services (e.g, SMSC, CBS, S-CSCF, GGSN/PGW, etc.).

-
Storage of the assigned MTC-IWF of a particular UE used MTC and possibly the UE’s device trigger delivery service capabilities;
-
HLR/HSS, MTC-IWF or UE to store addresses of authorized MTC servers for device triggering of a particular MTC device;

-
HLR/HSS or MTC-IWF to store network operator policy information used for device trigger delivery service and route.

6.45.9
Evaluation

Benefits:
-
Remove the burden of determining the type of trigger delivery service to invoke and support from MTC Server implementation;

-
Allow for many different sets of trigger delivery services to be utilized across MNOs without impacting MTC Server on the device trigger request submission functionality (i.e. delivery to UE transparent from submission to HPLMN);

-
Allows for secure authorization and delivery of device triggers from authorized MTC Servers;

-
Supports both MSISDN-based and MSISDN-less subscriptions (with phased rollout approach and/or simultaneously support).
Drawbacks:

-
Requires new device trigger information to be stored in HLR/HSS;

-
Requires new DT function in the HPLMN;

-
Requires new instances of pre-defined reference points for reachability determination;
* * * Second Change * * * 
7.2.2
MTC Device Triggering – Key Issue 5.8

Editor's note: The conclusions do not imply a decision whether there will be one or multiple triggering methods standardised.

This clause contains the agreed conclusions corresponding to Key Issues 5.8. 3GPP Release 11 specifications should be developed in the following areas:
1)  Delivery of device trigger information from 3GPP system to UE:

All device triggering should provide mechanism to ensure authenticity.
The following device trigger delivery mechanisms shall be developed/supported:
a) MT-SMS for the following cases:

a. For UE subscriptions with an E.164-MSISDN assigned, submitted to SMS-SC of 3GPP system over MTCsms.

i. This solution is especially applicable for providing triggers via legacy networks, i.e. networks that don’t deploy any specific trigger delivery mechanism that might be introduced with Rel-11.

b. For UE subscriptions with or without an E.164-MSISDN assigned, submitted to MTC-IWF of 3GPP system over MTCsp.

i. When UE subscription does not have an E.164-MSISDN assigned, the MTC-IWF shall allow the IMSI as the destination address for submission of the MT-SMS to the SMS-SC.

Editor’s Note: Considerations for alternative to IMSI as the destination address for MTC-IWF submission of the MT-SMS to the SMS-SC is FFS.
For devices that may camp on E-UTRAN cells, this trigger delivery solution is applicable only when the UE also has a CS domain subscription and the UE and network support SMS using SMSoSGs, as defined in TS 23.272, or the UE and HPLMN are using SMS over IMS. 

Editor’s Note: It is FFS if MT-SMS procedures will be enhanced in Rel-11 to support MT-SMS to overcome the above limitations.
Editor’s Note: In order to avoid upgrades to legacy networks a protocol within the SMS body to carry the triggering information identified in 6.40 is FFS.
b) Improvements to MT-SMS that:
- ensure the SMS can be delivered to a PS-only device with only one HPLMN-VPLMN interaction, as SMS over SGs without improvement would entail an ‘MSC’ delivery attempt followed by an SGSN delivery attempt;
- permit the replacement of MAP interfaces with more IETF friendly interfaces (e.g. Diameter); and
- ensure that the MTC device can verify the authenticity of the trigger. 

As a result of these improvements, a new reference point might be defined (e.g. between MTC IWF and SGSN and/or MME and/or MSC.

Editor’s Note: Whether any additional trigger delivery mechanisms are to be supported in Rel-11 is FFS.
2)  Submission of device trigger requests from MTC server to 3GPP system:
a) The standardised protocol used from the MTC Server to the 3GPP system via reference point MTCsp should support both triggering with unique E.164-MSISDN (for backward compatibility) and without such an MSISDN. The MTCsp is provided by an MTC-IWF. It is transparent for the MTC server how the triggering information is delivered by the 3GPP system to the UE. 

b) It shall be possible for an MTC server to resolve the MTC-IWF(s) address(es) for a particular UE, e.g. by DNS
c) The MTC-IWF performs PLMN related control functionality such as MTC server authentication, trigger request authorization and charging, and shields the MTC server from the actual trigger delivery mechanism used in the PLMN.
d) MTCsp shall always be provided by the HPLMN. The MTC-IWF will only accept a device trigger request for a UE whose HPLMN is the operator of the MTC-IWF. 
e) The MTC Server uses validity time over MTCsp.

3)  3GPP system internal handling of device triggers:
a) The protocols within the PLMN should support an option where the UE can be identified without the use of an E.164-MSISDN. A PLMN may support delivery of MT-SMS submitted with an IMSI as destination address instead of an E.164-MSISDN. However, in order to avoid exposure of IMSI outside of MNO domain, this shall only be allowed for SMEs located in the MNO domain.
b) The 3GPP system shall support MTC-IWF interrogation, when needed, of HLR/HSS to map an external identifier to IMSI and gather information stored in HLR/HSS required for device triggering. 

c) The MTC-IWF shall support selection of the trigger delivery mechanism and performs protocol translation if necessary, e.g. to reformat the triggered request to match the selected trigger delivery method, and routes the request towards the relevant network entity.
d) When SMS service is selected as the trigger delivery mechanism, validity time over MTCsp is mapped to Validity Period in SMS delivery.

f) For the trigger delivery over T5a/T5b, validity time if provided is sent over T5a/T5b and in NAS signalling messages. The SGSN/MME uses validity time over T5a/T5b.

* * * End of Change * * * 
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