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Abstract of the contribution: This contribution gives a proposal to update the S9a information flows to provision QoS Rules for offloaded traffic.
Introduction
In building block 2, the QoS interworking solution is enhanced to be able to provide both static and dynamic QoS for traffic offloaded at the Fixed Broadband Access.
The mechanism to provision QoS for offloaded traffic requires that:

· the session binding function that associates an AF session to an IP-CAN session, as described in 23.203, is able to find an IP-CAN session identified by the UE local IP address,  otherwise the session binding will fail.

· The successful session binding for offloaded traffic should generate only QoS Rule (and no PCC Rules)
· QoS Rules are sent over S9a only and no PCC Rules are sent over Gx.

The proposed solution in this document is:

· An indication of IP-CAN session establishment is sent by the BPCF when the BPCF knows that the UE is authenticated and an UE local IP address is assigned. 

· QoS Rule provisioning for offloaded traffic is performed using the IP-CAN session modification procedure

· The release of the UE local IP address will trigger the indication of IP-CAN session termination from the BPCF to the PCRF.

This proposal aligns S9a procedures with S9 procedures for visited access case, so that the procedures and functionality defined for visited access using S9 can be reused.  
Note, stage 3 may decide to implement procedures over S9a to provision QoS Rules for offloaded traffic and QoS Rules for home routed traffic using the same commands, as it is done today for existing S9 procedures that  are implemented using the same commands with different AVPs.

Proposal
It is proposed to add the following to 23.839 
*** First Change ***
6.1 Policy and QoS

6.1.1
QoS interworking solution
Policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9a.

Establishment of S9a for a UE is either done as a result of the UE’s 3GPP-based access authentication, or as a result of S2b/S2c tunnel setup. If neither 3GPP-based access authentication nor tunnel setup is performed, then no policies from the EPC Network can be sent to the BBF access network.

The BBF access network might be pre-configured with policies for a UE.

It is assumed that QoS for a UE’s offloaded traffic is enforced by the BBF access network, based on rules received via S9a from the EPC Network. For the WLAN case, the BBF domain sets a per-flow DSCP marking on each packet. Which BBF entity is perfoming the DSCP marking is out of scope of 3GPP (e.g. BNG).

Editor’s Note: The feasibility of implementing DSCP setting for DL traffic needs to be acknowledged by BBF.

For the WLAN case, DSCP marking on offloaded traffic may be performed by the UE by means of reflective QoS as defined in TS 23.139 section 6.3. In order to protect the Fixed Broadband Network from misbehaving UEs, the Fixed Broadband Network might implement protective measure as outlined in TS 23.139 section 6.3. Additional protective measures might be implementation by the Fixed Broadband Network. All these protective measures are out-of-scope for 3GPP.

Editor’s Note: The feasibility of the implementing protective measures in the Fixed Broadband Network, as a result of introducing reflective QoS also for offloaded traffic needs to be acknowledged by BBF.
A distinction is made between static and dynamic policies. Static policies for a UE are those policies that are known by the EPC Network at the time of UE attachment. Dynamic policies for a UE are those policies that cannot be known by the EPC Network at the time of UE attachment.
6.1.2
S9a procedures for offloaded traffic 
The BNG is assumed to support only Policy Control Functions for IP-CAN sessions therefore the indication of IP-CAN session establishment over S9a means that only policy control functions applies for the IP-CAN session for offloaded traffic. 
A successful session binding of an AF session to an IP-CAN session for UE local IP address will generate QoS Rules by the PCRF for the purpose of policy control in the BBF domain (i.e. BNG).
The purpose of the QoS Rules provisioned for the UE local IP address is to enable policy control in the BBF domain (i.e. BNG) in two different ways:  

-
Gate enforcement. The BNG is expected to allow a service data flow, which is subject to policy control, to pass through the PCEF if and only if the corresponding gate is open.

-
QoS enforcement: The BNG is expected to enforce the authorized QoS of a service data flow according to the QoS information provided over R interface (e.g. to enforce downlink DSCP marking)

6.1.2.1
Non-Roaming and Roaming Procedures

Indication of IP-CAN Session Establishment for offloaded traffic
This procedure results in an S9a session for provisioning QoS Rules for the IP-CAN session for the UE local address. In addition, as described in building block 1, this procedure results in an S9a session for provision QoS Rules for the IP-CAN session for the UE IP address(es) allocated by EPC for that IMSI and PDN-id.
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Figure 6.1.2.1-1: Indication of IP-CAN Session Establishment for offloaded traffic and Gateway Control Session for home routed traffic
There are two possibilities for how to trigger establishment of an S9a session for offloaded traffic.
Scenario A: BPCF-initiated Indication of IP-CAN Session Establishment:

This scenario is valid for WLAN UEs. The BPCF can trigger the Indication of IP-CAN session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and also learns the IMSI of the subscriber. and the UE local IP address. The information contained in the request message includes e.g. IMSI, IP-CAN type and  UE local IP address. The reply message contains the result code and may also include QoS Rules as described in TS 23.203 [4].

Scenario B: PCRF-initiated Indication of IP-CAN Session Establishment


For WLAN and if the UE also attaches to EPC, the procedure described in BB1 to establish a gateway control session to provision QoS Rules for traffic routed to EPC is performed. In addition, the BPCF triggers the indication of IP-CAN session establishment to PCRF if not already established.

PCRF-Initiated IP-CAN Session Modification for offloaded traffic
This procedure results in provisioning QoS Rules for the IP-CAN session for the UE local address. As a result the BPCF and the BNG are able to associate IP flows to SDF and perform policy control according to the QoS information provided for the IP-CAN session.
NOTE: 
Implementation of IP-CAN session and Gateway Control Session messages is defined in stage 3 specifications
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Figure 6.1.2.1-2: Indication of IP-CAN session modification for offloaded traffic
The PCRF initiated IP-CAN session Modification includes the QoS Rules for the UE local IP address: The BPCF translates the QoS rule as received of the S9a interface into access specific QoS parameters applicable in the BBF domain.
BPCF-Initiated IP-CAN Session Termination

This procedure would be initiated by the BPCF to terminate a IP-CAN session for the UE local IP address. The trigger in BPCF for initiating this procedure may be that the 3GPP UE is no longer connected via the BBF access (e.g. if  the local IP address is released), if any gateway control session exists for home routed traffic it is also terminated.
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Figure 6.1.2.1-3: IP-CAN Session termination for the offloaded traffic
*** End of Changes ***
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